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В Ы П И С К А
из перечня средств защиты информации, сертифицированных ФСБ России
	Рег. номер сертификата соответствия
	Срок действия

сертификата соответствия
	Условное наименование (индекс)
	Выполняемая функция

	СФ/СЗИ-0439
	28.12.2020

28.12.2025
	Мобильное абонентское устройство на базе планшетного компьютера
«ПК КАМИ-АП2
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к защищённым мобильным абонентским устройствам, подключаемым к открытым информационно-телекоммуникационным сетям посредством беспроводных каналов передачи информации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации ШСКД.460950.501РЭ

	СФ/СЗИ-0445
	20.01.2021

20.01.2026
	Программное антивирусное средство

Kaspersky Security 9.5 для Microsoft Exchange Servers
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20078‑04 30 01

	СФ/СЗИ-0446
	20.01.2021

20.01.2026
	Программное антивирусное средство

Kaspersky Endpoint Security 10 для Linux
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов Б2, В2, Г2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20108-01 30 01

	СФ/СЗИ-0447
	20.01.2021

31.12.2025
	Программное антивирусное средство

Kaspersky Security Center совместно с Kaspersky Private Security Network
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса А2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20082‑05 30 01

	СФ/СЗИ-0448
	20.01.2021

20.01.2026
	Программное антивирусное средство

Dr.Web Desktop Security Suite (Windows)

версия 12
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов В2, Г2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.51112‑01 30 01

	СФ/СЗИ-0449
	20.01.2021

20.01.2026
	Программное антивирусное средство
Dr.Web Server Security Suite (Windows)

версия 12
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.61112‑01 30 01

	СФ/СЗИ-0450
	20.01.2021

20.01.2026
	Программное антивирусное средство

Dr.Web Enterprise Security Suite

версия 12
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов А2, Б2, В2, Г2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.40012‑01 30 01

	СФ/СЗИ-0451
	20.01.2021

20.01.2026
	Автоматизированное рабочее место
«РВС‑РС1»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники 2 категории, эксплуатируемым в выделенных помещениях (по 4 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РАМГ.466216.018 РЭ

	СФ/СЗИ-0452
	20.01.2021

20.01.2026
	«Ноутбук РВС‑Н»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники 2 категории, эксплуатируемым в выделенных помещениях (по 4 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РАМГ.466216.020 РЭ

	СФ/СЗИ-0453
	04.02.2021

04.02.2026
	Автоматизированное рабочее место в защищенном исполнении семейства
«Секрет»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях (по 4 классу защищённости), и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РСТЦ.466200.001 РЭ

	СФ/СЗИ-0456
	01.03.2021

01.03.2026
	Программное антивирусное средство

Kaspersky Security 8.0
для Linux Mail Server
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20061‑07 30 01

	СФ/СЗИ-0459
	31.03.2021

31.03.2026
	Защищённый абонентский пункт
«Обруч‑АП‑2‑3»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации РМАГ.466453.044 РЭ

	СФ/СЗИ-0460
	30.03.2021

30.03.2026
	Система акустических и виброакустических помех
«Буран-2»
	соответствует требованиям ФСБ России к разработке, производству, сертификации и эксплуатации технических средств защиты особо важных и выделенных помещений органов государственной власти Российской Федерации по виброакустическому каналу утечки речевой информации и может использоваться для защиты акустической речевой информации, содержащей сведения, составляющие государственную тайну, циркулирующей в выделенных помещениях до 2 категории включительно, при выполнении требований руководства по эксплуатации ЛИБЮ.468249.001РЭ

	СФ/СЗИ-0461
	31.03.2021

11.03.2026
	Программно-аппаратное средство аудита информационной безопасности
«ОКО»
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения (в части выявления недекларированных возможностей по 2 уровню контроля), и требованиям ФСБ России к средствам аудита информационной безопасности (класс В1) и может использоваться в автоматизированных информационных системах, обрабатывающих информацию, содержащую сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ПМБИ.10145‑01 30 01

	СФ/СЗИ-0464
	25.05.2021

01.03.2026
	Программное антивирусное средство

Kaspersky Security 10.2

для Windows Servers
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20084‑05 30 01

	СФ/СЗИ-0465
	25.05.2021

31.03.2026
	Программное антивирусное средство

Kaspersky Anti Targeted
Attack Platform
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Д и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20086‑05 30 01

	СФ/СЗИ-0470
	17.06.2021

17.06.2026
	Учрежденческо-производственная автоматическая телефонная станция «МиниКом DX‑500» с установленным эталонированным программным обеспечением версии 3.371
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости А2 и может использоваться для обработки и передачи общедоступной информации при условии выполнения требований предписания по размещению и эксплуатации и иной эксплуатационной документации

	СФ/СЗИ-0471
	10.08.2021

10.08.2026
	ПЭВМ в защищенном исполнении «Темпест С‑10»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники 2 категории, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 3 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации ЦБМК.26.20.00.000.446 РЭ

	СФ/СЗИ-0474
	12.08.2021

01.06.2026
	Программное антивирусное средство

Dr.Web Mobile Security Suite (Android)
версия 12.6
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса В2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.57012‑01 30 01

	СФ/СЗИ-0480
	25.08.2021

25.08.2026
	Защищённый телефонный аппарат открытой проводной телефонной связи «Сапфир-О»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства открытой проводной телефонной связи, предназначенного для передачи и приёма акустической информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ДКИС.460554.004 РЭ

	СФ/СЗИ-0481
	25.08.2021

25.08.2026
	Изделие

«Палас-2»
	соответствует требованиям ФСБ России к параметрическим генераторам шума и может использоваться для защиты от утечки по каналу «ВЧ‑облучения» акустической речевой информации, содержащей сведения, составляющие государственную тайну, и циркулирующей в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при выполнении требований руководства по эксплуатации АЕРВ-236.002 РЭ

	СФ/СЗИ-0482
	25.08.2021

25.08.2026
	Защищенное рабочее место доступа к сетям общего пользования на базе персонального компьютера
«Интернет‑PCм»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации СДЕМ.634900.901 РЭ

	СФ/СЗИ-0485
	26.08.2021

26.08.2026
	Комплекс программных средств системы регистрации, анализа и мониторинга событий информационной безопасности
(вариант исполнения
«Э-А-8.1»)
(в комплектации согласно формуляру ДВИК.50100‑01 30 01)
	соответствует требованиям ФСБ России к средствам аудита информационной безопасности (класс В2) и может использоваться для контроля эффективности защиты информации в автоматизированных информационных системах, обрабатывающих информацию, не содержащую сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50100‑01 30 01

	СФ/СЗИ-0486
	26.08.2021

26.08.2026
	Комплекс программных средств системы регистрации, анализа и мониторинга событий информационной безопасности
(вариант исполнения
«И-А-1.6»)
(в комплектации согласно формуляру ДВИК.50100‑01 30 01)
	соответствует требованиям ФСБ России к средствам аудита информационной безопасности (класс В2) и может использоваться для контроля эффективности защиты информации в автоматизированных информационных системах, обрабатывающих информацию, не содержащую сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50100‑01 30 01

	СФ/СЗИ-0487
	10.09.2021

10.09.2026
	Программное антивирусное средство

Dr.Web KATANA Business Edition
версия 1.0
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов А2, Д и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.56001‑01 30 01

	СФ/СЗИ-0488
	10.09.2021

10.09.2026
	Программное антивирусное средство
Dr.Web Server Security Suite (MacOS)
версия 12
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.63012‑01 30 01‑1

	СФ/СЗИ-0489
	10.09.2021

10.09.2026
	Программное антивирусное средство
Dr.Web Desktop Security Suite (MacOS)
версия 12
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов В2, Г2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.54012‑01 30 01‑1

	СФ/СЗИ-0490
	10.09.2021

10.09.2026
	Программное антивирусное средство
Dr.Web Mobile Security Suite (Аврора)
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов В2, Г2 и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.55001‑01 30 01

	СФ/СЗИ-0491
	15.09.2021

15.09.2026
	Защищённый абонентский пункт сети Интернет
«СТБ 503»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации ЦКВД.403540.503.1РЭ

	СФ/СЗИ-0492
	17.09.2021

17.09.2026
	Многофункциональный телефонный IP‑аппарат
«КРОМ‑IP»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для обработки акустической информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ДКИС.460559.001РЭ

	СФ/СЗИ-0493
	20.09.2021

20.09.2026
	Модернизированный KVM переключатель для обеспечения защищённого доступа к информационным ресурсам с различным уровнем конфиденциальности «KVM-3SM»
ЦБМК.468249.418 (исполнения: ЦБМК.468249.418‑02, ЦБМК.468249.418‑03, ЦБМК.468249.418‑04)
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к переключателям, предназначенным для обеспечения доступа с одного рабочего места к информационным ресурсам разных категорий (класс 2.1), и может использоваться в выделенных помещениях до 1 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обеспечения защищённого доступа к информационным ресурсам различных уровней конфиденциальности при условии выполнения требований руководства по эксплуатации ЦМБК.468249.418РЭ

	СФ/СЗИ-0504
	30.09.2021

30.09.2026
	Защищённый абонентский пункт

«Обруч‑АП‑2‑М»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации РМАГ.466453.024РЭ

	СФ/СЗИ-0505
	15.11.2021

15.11.2026
	Средство вычислительной техники в защищённом исполнении
«Спектрум‑СД»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники 2 категории, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 5 классу защищённости), и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РВЕС.466535.006 РЭ

	СФ/СЗИ-0506
	15.11.2021

15.11.2026
	Средство вычислительной техники в защищённом исполнении
«Спектрум‑ВК»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники 2 категории, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 5 классу защищённости), и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РВЕС.466535.005 РЭ

	СФ/СЗИ-0507
	03.11.2021

26.08.2026
	Комплекс оборудования телефонной станции
«Сириус-АТС»
САМП.465235.001
(заводской № 00001)
с программным обеспечением
версии 10.0
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости А2 и может использоваться для обработки общедоступной информации при условии выполнения требований предписания на размещение и эксплуатацию № АРМ‑К ЦИС.126 ДСП

	СФ/СЗИ-0509
	15.11.2021

15.11.2026
	Программно-аппаратный комплекс защиты объектов информационных технологий от разведки ПЭМИ
«ЛГШ‑504»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «А», класс 2) и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений), при выполнении требований руководства по эксплуатации ДИФШ.468781.035РЭ

	СФ/СЗИ-0510
	15.11.2021

15.11.2026
	Многофункциональный телефонный
аппарат
«Кром»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для обработки акустической информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ДКИС.460554.003РЭ

	СФ/СЗИ-0513
	15.11.2021

15.11.2026
	Генератор вибрационного шума
«Гамма «ВВГШ‑01»
	соответствует требованиям ФСБ России к разработке, производству и сертификации устройств защиты технических средств, имеющих проводные и беспроводные каналы связи, выходящие за границу контролируемой зоны, эксплуатируемых в выделенных помещениях органов государственной власти Российской Федерации, от возможной утечки акустической речевой информации и может использоваться для маскирования вибрационных сигналов на электронных компонентах устройств, входящих в состав технических средств, установленных в выделенных помещениях до 2 категории включительно, на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований руководства по эксплуатации БЮЛИ.468781.002РЭ

	СФ/СЗИ-0515
	30.11.2021

30.11.2026
	Операционная система Microsoft Windows 7 Ultimate Service Pack 1 32/64‑bit со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 5, 6)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 5), класса АК2 (для исполнения 6) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЕАРМ.5090005.032‑03 30 01

	СФ/СЗИ-0516
	30.11.2021

30.11.2026
	Операционная система Microsoft Windows 8.1 Enterprise 32/64‑bit со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 5, 6)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 5), класса АК2 (для исполнения 6) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЕАРМ.5090005.032‑03 30 01

	СФ/СЗИ-0517
	30.11.2021

30.11.2026
	Операционная система Microsoft Windows 10 Version 20H2 Enterprise 32/64‑bit со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 5, 6)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 5), класса АК2 (для исполнения 6) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЕАРМ.5090005.032‑03 30 01

	СФ/СЗИ-0518
	30.11.2021

30.11.2026
	Операционная система Microsoft Windows Server 2008 R2 Enterprise Service Pack 1 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 5, 6)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 5), класса АК2 (для исполнения 6) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЕАРМ.5090005.032‑03 30 01

	СФ/СЗИ-0519
	30.11.2021

30.11.2026
	Операционная система Microsoft Windows Server 2012 R2 Standard со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 5, 6)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 5), класса АК2 (для исполнения 6) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЕАРМ.5090005.032‑03 30 01

	СФ/СЗИ-0520
	30.11.2021

30.11.2026
	Аппаратно-программный комплекс
«ПАРНАС‑КЦП»
	соответствует требованиям ФСБ России к средствам активного контроля цепей питания технических средств иностранного производства и может использоваться для проведении работ по проверке технических средств при условии выполнения требований руководства по эксплуатации 13895547.422299.001РЭ

	СФ/СЗИ-0521
	30.11.2021

30.11.2026
	«Эволюция‑АП»
(образцы №№ 2080920413А01810, 2080920613А00486, 2080920613А00906, 2080920613А00961, 2080920613А01167, 2080920613А01168, 2080920613А01170, 2080920613А01450, 2080920613А01474, 2080919С13А01285)
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации БЮЛИ.466216.064РЭ

	СФ/СЗИ-0522
	17.12.2021

17.12.2026
	Устройство защиты громкоговорителей системы оповещения и радиотрансляции
«УЗГ-Ф»
	соответствует требованиям ФСБ России к средствам защиты громкоговорителей систем оповещения и управления эвакуацией людей при пожаре и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации для защиты речевой информации, содержащей сведения, составляющие государственную тайну, при выполнении требований руководства по эксплуатации РМАГ.26.30.10.000.001РЭ

	СФ/СЗИ-0523
	15.12.2021

01.11.2026
	Программное антивирусное средство
Kaspersky Endpoint Security 11.6 для Windows
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов Б2, В2, Г2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20100‑04 30 01

	СФ/СЗИ-0524
	15.12.2021

01.12.2026
	Программное антивирусное средство
Kaspersky Security Center 13
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса А2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20069‑07 30 01

	СФ/СЗИ-0525
	15.12.2021

01.12.2026
	Программное антивирусное средство
Kaspersky Security 9.6 для Microsoft Exchange Servers
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20078‑05 30 01

	СФ/СЗИ-0526
	15.12.2021

15.12.2026
	«КриптоПро SPR»
версия 4.0
(исполнения 1, 2)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 1), класса АК2 (для исполнения 2) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00112‑01 30 01

	СФ/СЗИ-0528
	23.12.2021

23.12.2026
	Периферийное оборудование абонентских пунктов сети Интернет
(многофункциональное устройство СТБ 513)
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации ЦКВД.262040140.513.1РЭ

	СФ/СЗИ-0529
	28.12.2021

28.12.2026
	Изделие
«Ковер-Н»
	соответствует требованиям ФСБ России к параметрическим генераторам шума и может использоваться для защиты от утечки по каналу «ВЧ‑облучения» акустической речевой информации, содержащей сведения, составляющие государственную тайну, и циркулирующей в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при выполнении требований руководства по эксплуатации МСШЕ.468259.001РЭ

	СФ/СЗИ-0530
	28.12.2021

28.12.2026
	Программно-аппаратный комплекс защиты объектов информационных технологий от разведки
ПЭМИ «ЛГШ-511»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «А», класс 2) и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений), при выполнении требований руководства по эксплуатации ДИФШ.468781.069РЭ

	СФ/СЗИ-0534
	11.01.2022

11.01.2027
	Многофункциональное абонентское устройство в защищенном исполнении
(защищенный ФАКС) открытой проводной телефонной связи СТБ 262
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для передачи и приёма информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ЦКВД.667750.262.РЭ

	СФ/СЗИ-0537
	25.01.2022

25.01.2027
	Защищенный
SIP телефон СТБ 252
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для передачи и приёма речевой информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ЦКВД.262040140.252.РЭ

	СФ/СЗИ-0539
	25.01.2022

25.01.2027
	Программное антивирусное средство Kaspersky Security 11.0.0.480 для Windows Servers
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20084‑06 30 01

	СФ/СЗИ-0540
	01.03.2022

01.03.2027
	Программное антивирусное средство
Kaspersky Endpoint Security для Mac
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20053‑04 30 01

	СФ/СЗИ-0541
	30.03.2022

30.03.2027
	KVM переключатель для обеспечения защищенного доступа к информационным ресурсам с различным уровнем конфиденциальности «KVM-3S»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к переключателям, предназначенным для обеспечения доступа с одного рабочего места к информационным ресурсам разных категорий (класс 2.1), и может использоваться в выделенных помещениях до 1 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обеспечения защищённого доступа к информационным ресурсам различных уровней конфиденциальности при условии выполнения требований руководства по эксплуатации ЦБМК.423741.027 РЭ

	СФ/СЗИ-0542
	07.04.2022

07.04.2027
	ПЭВМ в защищенном исполнении «Темпест М‑10»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники 2 категории, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 3 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации ЦБМК.26.20.00.000.470 РЭ

	СФ/СЗИ-0543
	11.04.2022

11.04.2027
	Пункт абонентский
«ГАММА‑АП‑21»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации БЮЛИ.466216.067РЭ

	СФ/СЗИ-0544
	11.05.2022

11.05.2027
	Абонентский пункт «Обруч‑Байкал Интернет»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации РМАГ.466453.063 РЭ

	СФ/СЗИ-0545
	27.05.2022

27.05.2027
	Операционная система Microsoft Windows Server 2019 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «КриптоПро SPR» версия 4.0», (исполнения: 1, 2)
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 1), класса АК2 (для исполнения 2) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00112‑01 30 01

	СФ/СЗИ-0546
	26.05.2022

26.05.2027
	Защищенный абонентский пункт сети Интернет
СТБ 505
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации ЦКВД.403540.505.1РЭ

	СФ/СЗИ-0547
	26.05.2022

26.05.2027
	Комплекс защиты
FM‑140
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «К», класс 2), и Дополнению № 1 к ним и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты речевой информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений и наводок), при выполнении требований руководства по эксплуатации ИЖВН.468781.001.2 РЭ

	СФ/СЗИ-0548
	01.06.2022

01.06.2027
	Программное антивирусное средство
Kaspersky Industrial CyberSecurity for Nodes
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса В2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20093‑5 30 01

	СФ/СЗИ-0549
	01.06.2022

01.06.2027
	Программное антивирусное средство
Dr.Web Desktop Security Suite
(Linux)
версия 11.1
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов В2, Г2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.52011‑2 30 01

	СФ/СЗИ-0550
	01.06.2022

01.06.2027
	Программное антивирусное средство
Dr.Web Server Security Suite
(UNIX)
версия 11.1
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.62011‑2 30 01

	СФ/СЗИ-0551
	01.06.2022

01.06.2027
	Программное антивирусное средство
Dr.Web Enterprise Security Suite
версия 11
(Эльбрус)
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса А1 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.40011‑1 30 01

	СФ/СЗИ-0552
	15.06.2022

15.06.2027
	Аппарат телефонный специальной связи
«Сапфир‑2ТМА»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к аналоговым телефонным аппаратам, предназначенным для эксплуатации в выделенных помещениях органов государственной власти Российской Федерации и обработки информации, содержащей сведения, составляющие государственную тайну, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для обработки акустической информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации АСПУ.465484.001 РЭ

	СФ/СЗИ-0555
	24.06.2022

31.12.2026
	Программное средство обнаружения компьютерных атак (СОА) Kaspersky Industrial CyberSecurity for Networks
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс В) и может использоваться для обнаружения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию, не содержащую сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20094‑03 30 01

	СФ/СЗИ-0558
	05.08.2022

01.08.2027
	Программное антивирусное средство
Kaspersky Secure Mail Gateway
(версия 2.0)
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20085‑06 30 01

	СФ/СЗИ-0559
	28.07.2022

28.07.2027
	Техническое средство однонаправленной передачи
информации
«Медиадиод «МД-20»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к техническим средствам, предназначенным для обеспечения однонаправленной передачи видеоинформации (по классу 2.1 по условиям эксплуатации, по 4 классу защищённости), и может использоваться для однонаправленной передачи видеоинформации, включая аудиоданные, содержащие сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 1 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований руководства по эксплуатации ЦБМК.468353.465 РЭ

	СФ/СЗИ-0561
	05.08.2022

01.08.2027
	Программное антивирусное средство
Kaspersky Endpoint Security для Windows
(версия 11.8.0.384)
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов Б2, В2, Г2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20100‑05 30 01

	СФ/СЗИ-0562
	28.07.2022

28.07.2027
	Аппарат телефонный специальный
«Сапфир-2ЦБ»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к аналоговым телефонным аппаратам, предназначенным для эксплуатации в выделенных помещениях органов государственной власти Российской Федерации и обработки информации, содержащей сведения, составляющие государственную тайну, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для обработки акустической информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации ГЛИШ.468626.046 РЭ

	СФ/СЗИ-0563
	28.07.2022

28.07.2027
	Аппарат телефонный специальный
«Сапфир-2»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к аналоговым телефонным аппаратам, предназначенным для эксплуатации в выделенных помещениях органов государственной власти Российской Федерации и обработки информации, содержащей сведения, составляющие государственную тайну, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для обработки акустической информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации ГЛИШ.468626.042 РЭ

	СФ/СЗИ-0565
	11.08.2022

11.08.2027
	Защищенный
IP – телефон
ViPNet CSS Connect HWA Special
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для обработки акустической информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ФРКЕ.465634.005РЭ

	СФ/СЗИ-0566
	11.08.2022

11.08.2027
	Мобильный комплекс аудита информационной безопасности информационных систем

(изготовлен в соответствии с техническими условиями ЦИАТ.461979.002 ТУ)
	соответствует требованиям ФСБ России к средствам аудита информационной безопасности (по классу Н2), требованиям ФСБ России к средствам проведения контрольно-технических мероприятий по оценке защищённости информационно-телекоммуникационных систем и сетей от компьютерных атак и программных средств скрытого информационного воздействия (по классам 1АБВГД, 2АБВГД), требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения, и может использоваться в средствах вычислительной техники, в системах обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационных документов согласно ведомости ЦИАТ.461979.002 ВЭ

	СФ/СЗИ-0567
	11.08.2022

11.08.2027
	«Доверенное инструментальное программное обеспечение автоматизированного подсчёта и сверки контрольных сумм с информационных объектов»
(программное средство
«Урок‑5М»)
из состава «Модернизированного доверенного инструментального программного комплекса «Урок‑М»
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения, и может использоваться в средствах вычислительной техники, в системах обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационной документации согласно формуляру ЦИАТ.00126‑02 30 01

	СФ/СЗИ-0568
	11.08.2022

11.08.2027
	«Доверенное инструментальное программное обеспечение для автоматизированного поиска криптографически опасной информации»
(программное средство
«Урок‑6М»)
из состава «Модернизированного доверенного инструментального программного комплекса «Урок‑М»
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения, и может использоваться в средствах вычислительной техники, в системах обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационной документации согласно формуляру ЦИАТ.00127‑02 30 01

	СФ/СЗИ-0569
	11.08.2022

11.08.2027
	«Доверенное инструментальное программное обеспечение резервирования МНИ»
(программное средство
«Урок‑7М»)
из состава «Модернизированного доверенного инструментального программного комплекса «Урок‑М»
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения, и может использоваться в средствах вычислительной техники, в системах обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационной документации согласно формуляру ЦИАТ.00124‑02 30 01

	СФ/СЗИ-0570
	11.08.2022

11.08.2027
	«Доверенное инструментальное программное обеспечение для стирания МНИ с проверкой качества»
(программное средство
«Урок‑8М»)
из состава «Модернизированного доверенного инструментального программного комплекса «Урок‑М»
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения, и может использоваться в средствах вычислительной техники, в системах обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационной документации согласно формуляру ЦИАТ.00125‑02 30 01

	СФ/СЗИ-0571
	11.08.2022

11.08.2027
	«Модернизированное доверенное инструментальное программное обеспечение научно-технического контроля и инженерного анализа машинных носителей информации»
(программное средство
«Урок‑9М»)
из состава «Модернизированного доверенного инструментального программного комплекса «Урок‑М»
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения, и может использоваться в средствах вычислительной техники, в системах обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационной документации согласно формуляру ЦИАТ.00101‑05 30 01

	СФ/СЗИ-0580
	12.08.2022

12.08.2027
	Аппарат
телефонный
«СЕЛЕНИТ‑2Г‑АТС»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к аналоговым телефонным аппаратам, предназначенным для эксплуатации в выделенных помещениях органов государственной власти Российской Федерации и обработки информации, содержащей сведения, составляющие государственную тайну, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для обработки акустической информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации УЕСИ.465481.003 РЭ

	СФ/СЗИ-0584
	04.10.2022

04.10.2027
	Принтер А3 Kraftway
«Базальт KRP M856DN»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 3 классу защищённости), и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации КРПЕ.467265.015РЭ

	СФ/СЗИ-0585
	04.10.2022

04.10.2027
	Средство вычислительной техники
сервер Т1
ЛЯЮИ.466535.035
	соответствует требованиям ФСБ России к средствам защиты информации, содержащей сведения, составляющие государственную тайну, от несанкционированного доступа, класса 2Б и может использоваться в автоматизированных системах в защищённом исполнении для обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационной документации согласно формуляру ЛЯЮИ.466535.035ФО

	СФ/СЗИ-0586
	04.10.2022

04.10.2027
	Средство вычислительной техники
сервер Т2
ЛЯЮИ.466535.036
	соответствует требованиям ФСБ России к средствам защиты информации, содержащей сведения, составляющие государственную тайну, от несанкционированного доступа, класса 2Б и может использоваться в автоматизированных системах в защищённом исполнении для обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационной документации согласно формуляру ЛЯЮИ.466535.036ФО

	СФ/СЗИ-0587
	04.10.2022

04.10.2027
	Средство вычислительной техники
СХД Т1
ЛЯЮИ.466535.037
	соответствует требованиям ФСБ России к средствам защиты информации, содержащей сведения, составляющие государственную тайну, от несанкционированного доступа, класса 2Б и может использоваться в автоматизированных системах в защищённом исполнении для обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационной документации согласно формуляру ЛЯЮИ.466535.037ФО

	СФ/СЗИ-0588
	04.10.2022

04.10.2027
	Средство вычислительной техники
СХД Т2
ЛЯЮИ.466535.037‑01
	соответствует требованиям ФСБ России к средствам защиты информации, содержащей сведения, составляющие государственную тайну, от несанкционированного доступа, класса 2Б и может использоваться в автоматизированных системах в защищённом исполнении для обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационной документации согласно формуляру ЛЯЮИ.466535.037‑01ФО

	СФ/СЗИ-0589
	04.10.2022

04.10.2027
	Средство вычислительной техники
АРМ Т1
ЛЯЮИ.466256.005
	соответствует требованиям ФСБ России к средствам защиты информации, содержащей сведения, составляющие государственную тайну, от несанкционированного доступа, класса 2Б и может использоваться в автоматизированных системах в защищённом исполнении для обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований эксплуатационной документации согласно формуляру ЛЯЮИ.466256.005ФО

	СФ/СЗИ-0590
	04.10.2022

04.10.2027
	Изделие
«Телефон‑Н2»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к защищённым мобильным абонентским устройствам, подключаемым к открытым информационно-телекоммуникационным сетям посредством беспроводных каналов передачи информации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований руководства по эксплуатации МСШЕ.464428.008РЭ

	СФ/СЗИ-0591
	04.10.2022

01.08.2027
	Программное антивирусное средство
Kaspersky Security Center совместно с Kaspersky Private Security Network

версия 3.3
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса А2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20082‑06 30 01

	СФ/СЗИ-0592
	04.10.2022

04.10.2027
	Генератор шума
«ЛГШ-901Ф»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «А», класс 2) и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений), при выполнении требований руководства по эксплуатации ДИФШ.468781.076РЭ

	СФ/СЗИ-0593
	14.10.2022

14.10.2027
	Комплекс
связи
«Протей КПС»
c программным обеспечением
версии 4.2
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости А2 и может использоваться для обработки общедоступной информации при условии выполнения требований предписания на размещение и эксплуатацию и дополнения № 1 к нему

	СФ/СЗИ-0595
	21.10.2022

21.10.2027
	Программное антивирусное средство
Kaspersky Endpoint Security 10 для Android

(версия 10.37.1.1)
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса В2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20080‑05 30 01

	СФ/СЗИ-0599
	15.12.2022

15.12.2027
	Программное антивирусное средство
Kaspersky Security Center 14 for Linux
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса А2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20119‑01 30 01

	СФ/СЗИ-0600
	20.12.2022

20.12.2027
	Автоматизированное рабочее место в защищённом исполнении
«Штиль»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 4 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации ТРПБ.466219.117 РЭ

	СФ/СЗИ-0601
	27.12.2022

27.12.2027
	Мобильное абонентское устройство на базе планшетного компьютера
«ПК КАМИ-АП2М»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к защищённым мобильным абонентским устройствам, подключаемым к открытым информационно-телекоммуникационным сетям посредством беспроводных каналов передачи информации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации ШСКД.460950.501‑1РЭ

	СФ/СЗИ-0602
	23.12.2022

31.12.2025
	Коммутатор маршрутизирующий

«Поток‑КМ‑2420»
ЕКВМ.465235.024
с установленным эталонированным программным обеспечением
версии 1.0 (Программный комплекс «Поток-КМ-2420» ЕРВЛ.47007‑10)
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищенности А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию и дополнения к нему

	СФ/СЗИ-0603
	29.12.2022

29.12.2027
	Генератор шума
«Старкад-32М»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок и Дополнению № 1 к ним (тип «А», класс 2) и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений), при выполнении требований руководства по эксплуатации МСШЕ.468781.010РЭ

	СФ/СЗИ-0605
	27.12.2022

31.12.2025
	«Управляемый коммутатор 3 уровня Феникс-1/10G» ЦКРФ.465275.003
с исполнением аппаратной платформы ЦКРФ.465275.008 и с установленным эталонированным программным обеспечением
версии 1.200
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию уч. № 209с от 30 декабря 2021 г.

	СФ/СЗИ-0606
	28.12.2022

28.12.2027
	Ноутбук
«Аквариус-Бастион»
Тип 1
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РЭ 26.20.11‑030‑55017660‑2019

	СФ/СЗИ-0607
	12.01.2023

31.12.2025
	Коммутатор
локальных сетей
«Поток‑К‑122»
ЕКВМ.465235.006
с установленным эталонированным программным обеспечением
версии 1.6
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 1568 от 20 июля 2011 г. и дополнений к нему

	СФ/СЗИ-0608
	12.01.2023

31.12.2025
	Коммутатор маршрутизирующий
«Поток‑КМ‑122»
ЕКВМ.465235.010
с установленным эталонированным программным обеспечением
версии 1.6
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 323с от 10 июля 2015 г. и дополнений к нему

	СФ/СЗИ-0609
	20.02.2023

20.02.2028
	Моноблок в защищенном исполнении
«АРГУС-МС»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 5 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации КГЯП.466216.003РЭ

	СФ/СЗИ-0610
	20.02.2023

20.02.2028
	Система постановки виброакустических и акустических помех
«Шорох-3»
	соответствует требованиям ФСБ России к разработке, производству, сертификации и эксплуатации технических средств защиты особо важных и выделенных помещений органов государственной власти Российской Федерации по виброакустическому каналу утечки речевой информации и может использоваться для защиты акустической речевой информации, содержащей сведения, составляющие государственную тайну, циркулирующей в выделенных помещениях до 1 категории включительно, при выполнении требований руководства по эксплуатации МСШЕ.468242.001РЭ

	СФ/СЗИ-0611
	10.03.2023

10.03.2028
	Моноблок – абонентский пункт
сети Интернет
«АРГУС-АП»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации КГЯП.466216.001РЭ

	СФ/СЗИ-0613
	20.03.2023

20.03.2028
	Генератор вибрационного шума
«СТБ 233»
	соответствует требованиям ФСБ России к разработке, производству и сертификации устройств защиты технических средств, имеющих проводные и беспроводные каналы связи, выходящие за границу контролируемой зоны, эксплуатируемых в выделенных помещениях органов государственной власти Российской Федерации, от возможной утечки акустической речевой информации и может использоваться для маскирования вибрационных сигналов на электронных компонентах устройств, входящих в состав технических средств, установленных в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований руководства по эксплуатации ЦКВД.639800.233.1РЭ

	СФ/СЗИ-0614
	29.03.2023

24.03.2028
	Операционная система специального назначения
«Astra Linux Special Edition» РУСБ.10015-17
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения (в части выявления недекларированных возможностей по 2 уровню контроля), и требованиям к средствам защиты информации, содержащей сведения, составляющие государственную тайну, от несанкционированного доступа (по классу 1Б), и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационных документов согласно ведомости РУСБ.10015‑17 20 01

	СФ/СЗИ-0615
	04.04.2023

04.04.2028
	Абонентский пункт
«Обруч Интернет»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации РМАГ.466453.058 РЭ

	СФ/СЗИ-0616
	04.04.2023

04.04.2028
	Абонентский пункт
«Обруч-М Интернет»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации РМАГ.466453.060 РЭ

	СФ/СЗИ-0617
	11.04.2023

11.04.2028
	Программное антивирусное средство
Kaspersky Industrial CyberSecurity 1.3 for Linux Nodes
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса В2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20123‑01 30 01

	СФ/СЗИ-0618
	11.04.2023

31.03.2028
	Программное антивирусное средство
Kaspersky Endpoint Security 11.3 для Linux
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов Б2, В2, Г2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20105‑03 30 01

	СФ/СЗИ-0619
	11.04.2023

31.03.2028
	Программное антивирусное средство
Kaspersky Endpoint Security 11.3 для Linux
(исполнение – Байкал)
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов Б2, В2, Г2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20122‑01 30 01

	СФ/СЗИ-0620
	11.05.2023

11.05.2028
	Персональная электронная вычислительная машина
«Обруч»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 4 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РМАГ.466453.053РЭ

	СФ/СЗИ-0621
	11.05.2023

11.05.2028
	Персональная электронная вычислительная машина
«Обруч-М2»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 3 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РМАГ.466453.050РЭ

	СФ/СЗИ-0626
	01.06.2023

01.06.2028
	Периферийное оборудование абонентских пунктов сети Интернет
(многофункциональное устройство СТБ 511)
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации ЦКВД.403540.511.1РЭ

	СФ/СЗИ-0627
	01.06.2023

01.06.2028
	Периферийное оборудование абонентских пунктов сети Интернет
(принтер СТБ 512)
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации ЦКВД.403540.512.1РЭ

	СФ/СЗИ-0628
	01.06.2023

01.06.2028
	Сетевой генератор шума
«ЛГШ‑221»
(исполнение 01)
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок и Дополнению № 1 к ним (тип «Б», класс 2) и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (за счёт наводок на цепи электропитания и заземления), при выполнении требований руководства по эксплуатации РЭ 6658‑009‑01‑58356109‑2007

	СФ/СЗИ-0629
	05.06.2023

31.12.2027
	Операционная система Аврора
(версия 4.0.2.175)
(изготовлена в соответствии с техническими условиями АДМГ.10034-02 99 01
с учётом извещения АДМГ.018‑2022 от 3 августа 2022 г.)
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК2 и может использоваться для защиты обрабатываемой информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационных документов согласно формуляру АДМГ.10034‑02 30 01 с учётом извещения АДМГ.018‑2022 от 3 августа 2022 г.

	СФ/СЗИ-0630
	26.06.2023

26.06.2028
	Устройство защиты громкоговорителей систем оповещения
«Гранит-20Ф»
	соответствует требованиям ФСБ России к средствам защиты громкоговорителей систем оповещения и управления эвакуацией людей при пожаре и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для защиты речевой информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации ДИФШ.468842.001РЭ

	СФ/СЗИ-0631
	23.06.2023

19.06.2026
	«Управляемый коммутатор 3 уровня
Феникс‑1/10G» ЦКРФ.465275.003‑01 с установленным эталонированным программным обеспечением версии 1.200
(изготовлен в соответствии с техническими условиями ЦКРФ.465275.003‑01 ТУ)
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости В1 и может использоваться в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию № 08/01‑дсп от 19 июня 2023 г.

	СФ/СЗИ-0633
	03.07.2023

03.07.2028
	Устройство однонаправленной передачи аудиоинформации
«Аудиовентиль СБ-18»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к техническим средствам, предназначенным для обеспечения однонаправленной передачи аудиоинформации (по классу 2.1), и может использоваться в системах обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 1 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований руководства по эксплуатации ЦБМК.468353.367РЭ

	СФ/СЗИ-0635
	15.08.2023

15.08.2028
	Устройство лазерное многофункциональное
«Базальт 3011DN
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости), и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации КРПЕ.467265.028РЭ

	СФ/СЗИ-0636
	15.08.2023

15.08.2028
	Принтер лазерный
«Базальт 3001DN»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости), и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации КРПЕ.467265.030РЭ

	СФ/СЗИ-0638
	23.08.2023

30.01.2026
	Комплекс программных средств системы обнаружения атак
«Аргус»
версии 1.6
(вариант исполнения «И»)
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс ВП) и может использоваться для обнаружения и предотвращения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию ограниченного доступа, в том числе содержащую сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50006‑16 30 01 с учётом извещения об изменениях № 23/30 ДСП от 27 марта 2023 г.

	СФ/СЗИ-0639
	23.08.2023

30.01.2026
	Комплекс программных средств системы обнаружения атак «Аргус»
версии 1.6
(вариант исполнения «Э»)
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс ВП) и может использоваться для обнаружения и предотвращения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию ограниченного доступа, в том числе содержащую сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50006‑16 30 01 с учётом извещения об изменениях № 23/30 ДСП от 27 марта 2023 г.

	СФ/СЗИ-0640
	23.08.2023

30.01.2026
	Комплекс программных средств системы обнаружения атак
«Аргус»
версии 1.6
на базе операционной системы специального назначения «Astra Linux Special Edition»
релиз «Ленинград»
и релиз «Смоленск»
(вариант исполнения «И»)
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс ВП) и может использоваться для обнаружения и предотвращения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию ограниченного доступа, в том числе содержащую сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50007‑01 30 01 с учётом извещения об изменениях № 23/30 ДСП от 27 марта 2023 г.

	СФ/СЗИ-0641
	23.08.2023

30.01.2026
	Комплекс программных средств системы обнаружения атак
«Аргус»
версии 1.6
на базе операционной системы специального назначения «Astra Linux Special Edition»
релиз «Ленинград»
и релиз «Смоленск»
(вариант исполнения «Э»)
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс ВП) и может использоваться для обнаружения и предотвращения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию ограниченного доступа, в том числе содержащую сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50007‑01 30 01 с учётом извещения об изменениях № 23/30 ДСП от 27 марта 2023 г.

	СФ/СЗИ-0642
	12.09.2023

30.06.2026
	Комплекс программных средств системы обнаружения атак
«Аргус-Эльбрус»
версии 1.6
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс ВП) и может использоваться для обнаружения и предотвращения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию ограниченного доступа, в том числе содержащую сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50007‑02 30 01

	СФ/СЗИ-0648
	29.08.2023

01.05.2028
	Аппаратная компонента однонаправленной передачи
«Стром‑100»
	соответствует требованиям ФСБ России к сетевым устройствам однонаправленной передачи данных (2 класс) и может использоваться для обеспечения однонаправленной передачи данных из внешних автоматизированных систем в защищённом исполнении (АСЗИ) и (или) автоматизированных систем (АС), в том числе подключённых к информационно-телекоммуникационной сети Интернет, в АСЗИ и (или) АС, в которых обрабатывается информация ограниченного доступа, в том числе содержащая сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно паспорту ЛВТМ.465254.008 ПС (ЕАРМ.465254.008 ПС)

	СФ/СЗИ-0649
	29.08.2023

01.05.2028
	Аппаратная компонента однонаправленной передачи
«СТРОМ‑1000»
	соответствует требованиям ФСБ России к сетевым устройствам однонаправленной передачи данных (2 класс) и может использоваться для обеспечения однонаправленной передачи данных из внешних автоматизированных систем в защищённом исполнении (АСЗИ) и (или) автоматизированных систем (АС), в том числе подключённых к информационно-телекоммуникационной сети Интернет, в АСЗИ и (или) АС, в которых обрабатывается информация ограниченного доступа, в том числе содержащая сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно паспорту ЛВТМ.465254.012 ПС (ЕАРМ.465254.012 01 ПС)

	СФ/СЗИ-0651
	12.09.2023

12.09.2028
	Аппарат телефонный
ТАС‑Ф
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для обработки акустической информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ВИУР.465481.001РЭ

	СФ/СЗИ-0652
	27.09.2023

27.09.2028
	Средство вычислительной техники в защищённом исполнении
«Арарат-К»
(исполнения:
13895547.407100.001‑04, 13895547.407100.001‑05)
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации 13895547.407100.001 РЭ

	СФ/СЗИ-0653
	27.09.2023

27.09.2028
	Средство вычислительной техники в защищённом исполнении
«Арарат-К»
(исполнения:
13895547.407100.001‑01, 13895547.407100.001‑02)
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 4 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации 13895547.407100.001 РЭ

	СФ/СЗИ-0654
	25.09.2023

25.09.2028
	Комплекс программных средств системы регистрации, анализа и мониторинга событий информационной безопасности
(вариант исполнения «Э‑А‑8.1»)

(в комплектации согласно формуляру ДВИК.50100‑01 30 01 с учётом извещения об изменениях № 23/36дсп от 30 мая 2023 г.)
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения (в части выявления недекларированных возможностей по 3 уровню контроля), требованиям ФСБ России к средствам аудита информационной безопасности (класс В2) и может использоваться для контроля эффективности защиты информации в автоматизированных информационных системах, обрабатывающих информацию ограниченного доступа, в том числе содержащую сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50100‑01 30 01 с учётом извещения об изменениях № 23/36дсп от 30 мая 2023 г.

	СФ/СЗИ-0655
	25.09.2023

25.09.2028
	Комплекс программных средств системы регистрации, анализа и мониторинга событий информационной безопасности
(вариант исполнения «И‑А‑1.6»)
(в комплектации согласно формуляру ДВИК.50100‑01 30 01 с учётом извещения об изменениях № 23/36дсп от 30 мая 2023 г.)
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения (в части выявления недекларированных возможностей по 3 уровню контроля), требованиям ФСБ России к средствам аудита информационной безопасности (класс В2) и может использоваться для контроля эффективности защиты информации в автоматизированных информационных системах, обрабатывающих информацию ограниченного доступа, в том числе содержащую сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50100‑01 30 01 с учётом извещения об изменениях № 23/36дсп от 30 мая 2023 г.

	СФ/СЗИ-0656
	30.06.2023

30.06.2028
	Средство защиты информации
«Система обнаружения компьютерных атак (вторжений)
ViPNet IDS 3»
(исполнения: ViPNet IDS NS100, ViPNet IDS NS1000, ViPNet IDS NS2000, ViPNet IDS NS10000, ViPNet IDS NS VA 100, ViPNet IDS NS VA 500, ViPNet IDS NS VA 1000, ViPNet IDS NS VA 2000, ViPNet IDS NS VA 5000 в комбинации со средством централизованного управления и мониторинга ViPNet IDS MC, средством анализа событий информационной безопасности ViPNet TIAS (исполнения: TIAS 1000, TIAS 2000, TIAS 5000, TIAS 10000, TIAS VA))
(изготовлено в соответствии с техническими условиями ФРКЕ.00211‑01 97 01 ТУ с учётом извещения об изменении № 6 ФРКЕ.00211.FB.6‑2023)
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак класса В и может использоваться для обнаружения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию, не содержащую сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ФРКЕ.00211‑01 30 01 ФО с учётом извещения об изменении № 6 ФРКЕ.00211.FB.6‑2023

	СФ/СЗИ-0659
	27.09.2023

27.09.2028
	Мобильное автоматизированное рабочее место
«Вега‑Н»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РСТФ.466219.004‑01 РЭ

	СФ/СЗИ-0661
	29.09.2023

29.09.2028
	«Пульт цифровой PS‑Sr‑OS30T (защищенный)»
(образцы
№№ 3+3480001 – 3+3480934, 3+3490001 – 3+3491622, 3+3610001 – 3+3610545, 3+3620001 – 3+3622388, 3+3630001 – 3+3631906, 3+3780001 – 3+3780050, 3+3900001 – 3+3900940, 3+3910001 – 3+3911398, 3+3990001 – 3+3990871)
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно объектов государственных органов на территории Российской Федерации, в которых циркулирует акустическая речевая информация, содержащая сведения, составляющие государственную тайну, в качестве оконечного абонентского устройства в сетях открытой проводной телефонной связи при условии выполнения требований руководства по эксплуатации ЕКВМ.465489.035РЭ

	СФ/СЗИ-0662
	17.10.2023

17.10.2028
	Генератор шума
«ЛГШ‑513Ф»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок и Дополнению № 1 к ним (тип «А», класс 2) и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений), при выполнении требований руководства по эксплуатации ДИФШ.468781.077РЭ

	СФ/СЗИ-0663
	17.10.2023

17.10.2028
	Средство вычислительной техники в защищённом исполнении
«Спектрум‑ВК»
РВЕС.466535.005‑01
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РВЕС.466535.005‑01 РЭ

	СФ/СЗИ-0664
	25.10.2023

25.10.2028
	Программное антивирусное средство
Dr.Web Mail Security Suite (MS Exchange)
версия 12
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.71112‑01 30 01‑1

	СФ/СЗИ-0665
	25.10.2023

25.10.2028
	Программное антивирусное средство
Dr.Web Gateway Security Suite (UNIX)

версия 11.1
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.82011‑02 30 01‑1

	СФ/СЗИ-0666
	25.10.2023

25.10.2028
	Программное антивирусное средство
Dr.Web Mail Security Suite (UNIX)
версия 11.1
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.72011‑02 30 01‑1

	СФ/СЗИ-0667
	20.11.2023

20.11.2028
	Изделие
«Престиж-АОН»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к аналоговым телефонным аппаратам, предназначенным для эксплуатации в выделенных помещениях органов государственной власти Российской Федерации и обработки информации, содержащей сведения, составляющие государственную тайну, и может использоваться в выделенных помещениях до 1 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для обработки акустической информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации МПИЯ.465484.012 РЭ

	СФ/СЗИ-0668
	20.11.2023

20.11.2028
	Средство вычислительной техники в защищённом исполнении
«Спектрум‑ВК‑Т»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РВЕС.466535.009 РЭ

	СФ/СЗИ-0669
	20.11.2023

20.11.2028
	Средство вычислительной техники в защищённом исполнении
«Спектрум‑СД»
РВЕС.466535.006‑03
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РВЕС.466535.006‑03 РЭ

	СФ/СЗИ-0670
	20.11.2023

20.11.2028
	Пульт цифровой
PS-Sr-CP400T (защищенный)
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно объектов государственных органов на территории Российской Федерации, в которых циркулирует акустическая речевая информация, содержащая сведения, составляющие государственную тайну, в качестве оконечного абонентского устройства в сетях открытой проводной телефонной связи при условии выполнения требований руководства по эксплуатации ЕКВМ.465489.048РЭ

	СФ/СЗИ-0671
	10.11.2023

10.11.2028
	«КриптоПро SPR»
версия 4.0
(исполнения: 3, 4)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 3), класса АК2 (для исполнения 4) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00112‑01 30 01 с учётом извещения об изменениях ЖТЯИ.00112‑01.1‑2023

	СФ/СЗИ-0672
	15.11.2023

31.10.2026
	«Управляемый коммутатор 3 уровня Феникс-1/10G» ЦКРФ.465275.003(‑02) с установленным эталонированным программным обеспечением
версии 1.250
(изготовлен в соответствии с техническими условиями ЦКРФ.465275.003 ТУ)
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию уч. № 209с от 30 декабря 2021 г. и дополнения № 1 к нему уч. № 235с от 2 ноября 2023 г.

	СФ/СЗИ-0673
	30.11.2023

30.11.2028
	Программное антивирусное средство
Kaspersky Endpoint Security 12.1 для Windows
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов Б2, В2, Г2 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20100‑07 30 01

	СФ/СЗИ-0674
	01.12.2023

01.12.2028
	Маскиратор побочных излучений и наводок
«Маис‑М1»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «К», класс 2), и Дополнению № 1 к ним и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений и наводок), при выполнении требований руководства по эксплуатации РМАГ.438900.044РЭ

	СФ/СЗИ-0676
	01.12.2023

01.11.2028
	Программно-аппаратный комплекс однонаправленной доставки баз данных компьютерных вирусов в изолированные информационные системы
«ТОК‑Э»
	соответствует требованиям ФСБ России к сетевым устройствам однонаправленной передачи данных (2 класс) и может использоваться для обеспечения однонаправленной передачи актуальных баз данных компьютерных вирусов или иных данных из внешних автоматизированных систем в защищённом исполнении (АСЗИ) и (или) автоматизированных систем (АС), в том числе подключённых к информационно-телекоммуникационной сети Интернет, в АСЗИ и (или) АС, в которых обрабатывается информация ограниченного доступа, в том числе содержащая сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно паспорту ПМБИ.10133‑03ПС

	СФ/СЗИ-0677
	01.12.2023

01.11.2028
	Программно-аппаратный комплекс однонаправленной доставки баз данных компьютерных вирусов в изолированные информационные системы
«ТОК‑11»
	соответствует требованиям ФСБ России к сетевым устройствам однонаправленной передачи данных (2 класс) и может использоваться для обеспечения однонаправленной передачи актуальных баз данных компьютерных вирусов или иных данных из внешних автоматизированных систем в защищённом исполнении (АСЗИ) и (или) автоматизированных систем (АС), в том числе подключённых к информационно-телекоммуникационной сети Интернет, в АСЗИ и (или) АС, в которых обрабатывается информация ограниченного доступа, в том числе содержащая сведения, составляющие государственную тайну (при функционировании с предустановленным программным обеспечением «ТОК‑QP»), при условии выполнения требований эксплуатационной документации согласно паспорту ПМБИ.10133‑01ПС

	СФ/СЗИ-0678
	12.12.2023

12.12.2028
	«Защищенный SIP телефон СТБ 253»
(исполнения: 1, 2, 3)
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, в качестве оконечного абонентского устройства, предназначенного для передачи и приёма речевой информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ЦКВД.262040140.253.РЭ

	СФ/СЗИ-0679
	12.12.2023

12.12.2028
	Защищённое мобильное абонентское устройство
«Диалог‑С»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к защищённым мобильным абонентским устройствам, подключаемым к открытым информационно-телекоммуникационным сетям посредством беспроводных каналов передачи информации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации РВЕС.464425.002РЭ

	СФ/СЗИ-0680
	15.12.2023

01.12.2028
	Операционная система специального назначения

«Astra Linux Special Edition»

РУСБ.10015‑16

исполнение 1

(«Смоленск»)
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения (в части выявления недекларированных возможностей по 2 уровню контроля), и требованиям к средствам защиты информации, содержащей сведения, составляющие государственную тайну, от несанкционированного доступа (по классу 1Б), и может использоваться для обработки информации ограниченного доступа, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационных документов согласно ведомости РУСБ.10015‑16 20 01 с учётом извещения РУСБ.02‑20 от 9 января 2020 г. и извещения РУСБ.09‑23 от 27 октября 2023 г.

	СФ/СЗИ-0681
	15.12.2023

01.12.2028
	Операционная система специального назначения «Astra Linux Special Edition»

РУСБ.10015‑16

исполнение 2

(«Ленинград»)
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения (в части выявления недекларированных возможностей по 2 уровню контроля), и требованиям к средствам защиты информации, содержащей сведения, составляющие государственную тайну, от несанкционированного доступа (по классу 1Б), и может использоваться для обработки информации ограниченного доступа, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационных документов согласно ведомости РУСБ.10015‑16 20 01 с учётом извещения РУСБ.02‑20 от 9 января 2020 г. и извещения РУСБ.09‑23 от 27 октября 2023 г.

	СФ/СЗИ-0682
	15.12.2023

15.12.2028
	«Эволюция‑АП»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации БЮЛИ.466216.064РЭ

	СФ/СЗИ-0683
	14.12.2023

14.12.2026
	Коммутатор локальных сетей
«Поток‑К‑122»
ЕКВМ.465235.006
с установленным эталонированным программным обеспечением
версии 1.4
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 1568/20с от 20 июля 2011 г. и дополнений к нему

	СФ/СЗИ-0684
	14.12.2023

14.12.2026
	Коммутатор маршрутизирующий
«Поток‑КМ‑122» ЕКВМ.465235.010
с установленным эталонированным программным обеспечением
версии 1.4
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 323с от 20 июля 2015 г. и дополнений к нему

	СФ/СЗИ-0685
	27.12.2023

31.10.2028
	«Программное средство обнаружения атак (СОА) «Kaspersky Industrial CyberSecurity for Networks»
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс В) и может использоваться для обнаружения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию, не содержащую сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20094‑04 30 01

	СФ/СЗИ-0686
	28.12.2023

28.12.2028
	Средство защиты информации

«Система обнаружения вторжений
ViPNet IDS HS»
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс Б) и может использоваться для обнаружения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию, не содержащую сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ФРКЕ.00177‑02 30 01 ФО с учётом извещения об изменении № 2 ФРКЕ.00177.FB.2‑2022, извещения об изменении № 3 ФРКЕ.00177.FB.3‑2022 и извещения об изменении № 4 ФРКЕ.00177.FB.4‑2023

	СФ/СЗИ-0687
	01.02.2024

01.02.2029
	Изделие
«Вектор»
	соответствует требованиям ФСБ России к сетевым устройствам однонаправленной передачи данных (2 класс) и может использоваться для обеспечения однонаправленной передачи данных из внешних автоматизированных систем в защищённом исполнении (АСЗИ) и (или) автоматизированных систем (АС), в том числе подключённых к информационно-телекоммуникационной сети Интернет, в АСЗИ и (или) АС, в которых обрабатывается информация ограниченного доступа, в том числе содержащая сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации УИЕС.465635.002 РЭ

	СФ/СЗИ-0688
	14.02.2024

31.07.2028
	Защищенная операционная система
«QP OC»
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения, может использоваться для обработки информации ограниченного доступа, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру РНДК.00390‑01 30 01

	СФ/СЗИ-0692
	28.02.2024

28.02.2029
	«Защищенное рабочее место доступа к сетям общего пользования (Интернет) на базе терминала
ТОНК TN1200 «Интернет‑ТК2 М»
(образцы №№ 001, 002, 003)
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации СДЕМ.468244.534 РЭ

	СФ/СЗИ-0694
	15.03.2024

15.03.2029
	Средство вычислительной техники в защищённом исполнении
«Крепость»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации ЦКВД.262040.140РЭ

	СФ/СЗИ-0695
	08.03.2024

01.03.2029
	Программное антивирусное средство
Kaspersky Industrial CyberSecurity 3.2 for Nodes
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса В2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20093‑08 30 01

	СФ/СЗИ-0696
	08.03.2024

31.01.2029
	Программное антивирусное средство
Kaspersky Security Center совместно с Kaspersky Private Security Network версия 3.4
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса А2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20082‑07 30 01

	СФ/СЗИ-0697
	08.03.2024

01.03.2029
	Программное антивирусное средство
Kaspersky Security Center 15 for Linux
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса А2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20119‑02 30 01

	СФ/СЗИ-0698
	08.03.2024

31.01.2029
	Программное антивирусное средство
Kaspersky Security 10.0 для Linux Mail Server
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20061‑08 30 01

	СФ/СЗИ-0703
	03.04.2024

03.04.2029
	Техническое средство защиты телефонов и планшетов открытой сотовой связи, размещаемых в выделенных помещениях
СТБ 235
	соответствует требованиям ФСБ России к техническим средствам защиты телефонов открытой сотовой связи, размещаемым в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для защиты информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации ЦКВД.262040140.235.1РЭ

	СФ/СЗИ-0704
	03.04.2024

03.04.2029
	Аппарат телефонный
«Престиж‑АТС»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к аналоговым телефонным аппаратам, предназначенным для эксплуатации в выделенных помещениях органов государственной власти Российской Федерации и обработки информации, содержащей сведения, составляющие государственную тайну, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для обработки акустической информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации МПИЯ.465483.001 РЭ

	СФ/СЗИ-0705
	29.03.2024

29.03.2029
	Защищенное рабочее место доступа к сетям общего пользования (Интернет) на базе терминала
ТОНК TN1200
«Интернет‑ТК2 М»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации СДЕМ.468244.534 РЭ

	СФ/СЗИ-0706
	01.01.2024

31.12.2026
	«Программный комплекс
«Континент‑СОА».
Версия 4»
на аппаратных платформах: IPC‑50, IPC‑500F, IPC‑800F, IPC‑1000NF2, IPC‑3000F, IPC‑R50, IPC‑R550, IPC‑R800, IPC‑R1000, IPC‑R3000
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс ВП) и может использоваться для обнаружения и предотвращения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию, не содержащую сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.АМБС.58.29.12.008 30

	СФ/СЗИ-0710
	20.05.2024

20.05.2029
	Маскиратор побочных электромагнитных излучений и наводок
«Маис‑М2»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «К», класс 2), и Дополнению № 1 к ним и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений и наводок), при выполнении требований руководства по эксплуатации РМАГ.438900.045РЭ

	СФ/СЗИ-0711
	29.05.2024

05.04.2029
	Операционная система общего назначения
«ОСнова»
(вариант исполнения «Авантюрин»,
версия 3.0)
ДВНБ.10001‑01
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения (в части выявления недекларированных возможностей по 2 уровню контроля), и требованиям к средствам защиты информации, содержащей сведения, составляющие государственную тайну, от несанкционированного доступа (по классу 1Б), и может использоваться для обработки информации ограниченного доступа, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВНБ.10001‑01 30 01

	СФ/СЗИ-0712
	01.06.2024

01.06.2029
	Комплекс программных средств системы регистрации, анализа и мониторинга событий информационной безопасности»
(вариант исполнения «Э‑А‑8.1»)
(в комплектации согласно формуляру ДВИК.50100‑01 30 01 с учётом извещения об изменениях № 23/36дсп от 30 мая 2023 г., извещения об изменениях № 23/44дсп от 15 сентября 2023 г., извещения об изменениях № 24/04дсп от 17 января 2024 г.)
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения (в части выявления недекларированных возможностей по 3 уровню контроля), требованиям ФСБ России к средствам аудита информационной безопасности (класс В2) и может использоваться для контроля эффективности защиты информации в автоматизированных информационных системах, обрабатывающих информацию ограниченного доступа, в том числе содержащую сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50100‑01 30 01 с учётом извещения об изменениях № 23/36дсп от 30 мая 2023 г., извещения об изменениях № 23/44дсп от 15 сентября 2023 г., извещения об изменениях № 24/04дсп от 17 января 2024 г.

	СФ/СЗИ-0713
	01.06.2024

01.06.2029
	Комплекс программных средств системы регистрации, анализа и мониторинга событий информационной безопасности»
(вариант исполнения «И‑А‑1.6»)
(в комплектации согласно формуляру ДВИК.50100‑01 30 01 с учётом извещения об изменениях № 23/36дсп от 30 мая 2023 г., извещения об изменениях № 23/44дсп от 15 сентября 2023 г., извещения об изменениях № 24/04дсп от 17 января 2024 г.)
	соответствует требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения (в части выявления недекларированных возможностей по 3 уровню контроля), требованиям ФСБ России к средствам аудита информационной безопасности (класс В2) и может использоваться для контроля эффективности защиты информации в автоматизированных информационных системах, обрабатывающих информацию ограниченного доступа, в том числе содержащую сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ДВИК.50100‑01 30 01 с учётом извещения об изменениях № 23/36дсп от 30 мая 2023 г., извещения об изменениях № 23/44дсп от 15 сентября 2023 г., извещения об изменениях № 24/04дсп от 17 января 2024 г.

	СФ/СЗИ-0714
	15.06.2024

28.05.2027
	Коммутатор локальных сетей
«Поток‑К‑122»
ЕКВМ.465235.006
с установленным эталонированным программным обеспечением
версии 1.6
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости В1 и может использоваться для обработки информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 768с от 28 мая 2024 г. и дополнений к нему

	СФ/СЗИ-0715
	25.06.2024

25.06.2029
	Операционная система

Аврора

(версия 4.0.2.175)

(изготовлена в соответствии с техническими условиями АДМГ.10043‑01 99 01)
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3, требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения (по уровню защиты конфиденциальной информации), и может использоваться для обработки информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру АДМГ.10043‑01 30 01

	СФ/СЗИ-0716
	25.06.2024

25.06.2029
	Операционная система

Аврора

(версия 4.0.2.249)

(изготовлена в соответствии с техническими условиями АДМГ.10034‑02 99 01
с учётом извещения АДМГ.023‑2023 от 16 мая 2023 г.)
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК2 и может использоваться для обработки информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру АДМГ.10034‑02 30 01 с учётом извещения АДМГ.023‑2023 от 16 мая 2023 г.

	СФ/СЗИ-0718
	26.06.2024

30.05.2029
	Secret Net Studio
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 при совместном использовании с сертифицированным ФСБ России по соответствующему классу аппаратно-программным модулем доверенной загрузки и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.88338853.501400.001 30

	СФ/СЗИ-0719
	16.07.2024

30.04.2029
	Учрежденческо-производственная автоматическая телефонная станция «МиниКом DX‑500С» (исполнения: «МиниКом DX‑500С» ЕКВМ.665110.9‑009, «МиниКом DX‑500С‑M» ЕКВМ.665110.9‑009‑01, «МиниКом DX‑500С‑S» ЕКВМ.665110.9‑009‑02, «МиниКом DX‑500С‑CC» ЕКВМ.665110.9‑009‑03, «МиниКом DX‑500С‑M‑CC» ЕКВМ.665110.9‑009‑04, «МиниКом DX‑500С‑S‑CC» ЕКВМ.665110.9‑009‑05) с установленным эталонированным программным обеспечением версии 2.039 (ЕКВМ.05020‑39) с входящим в его состав модулем конференцсвязи «МиниКом DX‑500С‑CONF» с установленным программным обеспечением версии 2.052 (ЕКВМ.05020‑52)
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости С2 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию № 284/20с от 7 октября 2014 г. и дополнений к нему

	СФ/СЗИ-0720
	10.07.2024

01.06.2027
	Программно-аппаратный комплекс «Маршрутизатор DioNIS TS/FW 16000RM» НКБГ.465651.006 (исполнение НКБГ.465651.006‑02) с установленным программным обеспечением RU.НКБГ.30014‑02
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований эксплуатационной документации согласно формуляру НКБГ.465651.006ФО1

	СФ/СЗИ-0721
	10.07.2024

01.06.2027
	Программно-аппаратный комплекс «Маршрутизатор DioNIS TS/FW 16000RM» НКБГ.465651.006 (исполнение НКБГ.465651.006‑03) с установленным программным обеспечением RU.НКБГ.30014‑02
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований эксплуатационной документации согласно формуляру НКБГ.465651.006ФО1

	СФ/СЗИ-0722
	10.07.2024

01.06.2027
	Программно-аппаратный комплекс «Маршрутизатор DioNIS TS/FW 16000RM» НКБГ.465651.006 (исполнение НКБГ.465651.006‑04) с установленным программным обеспечением RU.НКБГ.30014‑02
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований эксплуатационной документации согласно формуляру НКБГ.465651.006ФО1

	СФ/СЗИ-0723
	10.07.2024

01.06.2027
	Программно-аппаратный комплекс «Маршрутизатор DioNIS TS/FW 16000RM» НКБГ.465651.006 (исполнение НКБГ.465651.006‑05) с установленным программным обеспечением RU.НКБГ.30014‑02
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований эксплуатационной документации согласно формуляру НКБГ.465651.006ФО1

	СФ/СЗИ-0724
	17.07.2024

17.07.2029
	Генератор вибрационного шума
«ГНШ‑3С»
	соответствует требованиям ФСБ России к разработке, производству и сертификации устройств защиты технических средств, имеющих проводные и беспроводные каналы связи, выходящие за границу контролируемой зоны, эксплуатируемых в выделенных помещениях органов государственной власти Российской Федерации, от возможной утечки акустической речевой информации и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, циркулирующей в выделенных помещениях до 1 категории включительно, на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований руководства по эксплуатации ЦБМК.434514.305РЭ

	СФ/СЗИ-0728
	24.07.2024

24.07.2029
	Система защиты акустической речевой информации от утечки по акустическому и вибрационному каналам
«СТБ‑231»
	соответствует требованиям ФСБ России к разработке, производству, сертификации и эксплуатации технических средств защиты особо важных и выделенных помещений органов государственной власти Российской Федерации по виброакустическому каналу утечки речевой информации и может использоваться для защиты акустической речевой информации, содержащей сведения, составляющие государственную тайну, циркулирующей в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации при выполнении требований руководства по эксплуатации ЦКВД.262040140.231.1РЭ

	СФ/СЗИ-0729
	10.09.2024
10.09.2029
	Многофункциональное устройство
«Вега‑М240»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости), и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РСТФ.467265.005 РЭ

	СФ/СЗИ-0730
	30.08.2024
01.07.2027
	Программно-аппаратный комплекс
Dionis‑NX
(исполнение НКБГ.465651.005‑70)
с установленным программным обеспечением RU.НКБГ.70007‑08 (обновление 1)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований эксплуатационной документации согласно формуляру НКБГ.465651.005ФО.02

	СФ/СЗИ-0731
	30.08.2024
01.07.2027
	Программно-аппаратный комплекс
Dionis‑NX
(исполнение НКБГ.465651.005‑91)
с установленным программным обеспечением RU.НКБГ.70007‑08 (обновление 1)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований эксплуатационной документации согласно формуляру НКБГ.465651.005ФО.02

	СФ/СЗИ-0732
	26.08.2024

30.07.2029
	Комплекс оборудования телефонной станции
«Сириус‑АТС»
с программным обеспечением
версии 10.0
(заводской № 0000123)
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости А2 и может использоваться для обработки общедоступной информации при условии выполнения требований предписания на размещение и эксплуатацию уч. № 23‑дсп от 26 июля 2024 г.

	СФ/СЗИ-0733
	28.08.2024

28.08.2029
	Техническое средство защиты информации – параметрический генератор шума
«Темпест ВЧО»
	соответствует требованиям ФСБ России к параметрическим генераторам шума и может использоваться для защиты от утечки по каналу «ВЧ‑облучения» акустической речевой информации, содержащей сведения, составляющие государственную тайну, и циркулирующей в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований руководства по эксплуатации ЦБМК.26.20.40.140.535 РЭ

	СФ/СЗИ-0734
	22.08.2024

31.08.2027
	Коммутатор локальных сетей
«Поток‑К‑122»
ЕКВМ.465235.006
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 1568/20 от 8 июня 2012 г. и дополнений к нему

	СФ/СЗИ-0735
	22.08.2024

31.08.2027
	Коммутатор маршрутизирующий
«Поток‑КМ‑122»
ЕКВМ.465235.010
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 323с от 10 июля 2015 г. и дополнений к нему

	СФ/СЗИ-0736
	22.08.2024

31.08.2027
	Программно-аппаратный комплекс
«Маршрутизатор DioNIS TS/FW 16000R»
с программным обеспечением НКБГ.501430.770 12 04
(образцы с № 00001 по № 00850)
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию, эксплуатационной документации согласно формуляру НКБГ.465651.001 ФО и при отсутствии подключения средств удалённого управления

	СФ/СЗИ-0737
	22.08.2024

31.08.2027
	Программно-аппаратный комплекс
«Маршрутизатор DioNIS TS/FW 16000R»
с программным обеспечением НКБГ.501430.770 12 05
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию, эксплуатационной документации согласно формуляру НКБГ.465651.001 ФО и при отсутствии подключения средств удалённого управления

	СФ/СЗИ-0738
	10.09.2024
10.09.2029
	Сетевой помехоподавляющий фильтр
«ГППФ‑100‑3Ф»
	соответствует требованиям ФСБ России к сетевым помехоподавляющим фильтрам и может использоваться для защиты технических средств, обрабатывающих информацию, содержащую сведения, составляющие государственную тайну, и установки в выделенные помещения до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований руководства по эксплуатации ДИФШ.468781.065РЭ

	СФ/СЗИ-0739
	10.09.2024
10.09.2029
	Сетевой помехоподавляющий фильтр
«ГППФ‑200‑3Ф»
	соответствует требованиям ФСБ России к сетевым помехоподавляющим фильтрам и может использоваться для защиты технических средств, обрабатывающих информацию, содержащую сведения, составляющие государственную тайну, и установки в выделенные помещения до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований руководства по эксплуатации ДИФШ.468781.073РЭ

	СФ/СЗИ-0740
	21.09.2024

21.09.2029
	Изделие ТС515.02‑ТЦА‑01

(исполнения: ИВДР.465481.002, ИВДР.465481.002‑01)
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к аналоговым телефонным аппаратам, предназначенным для эксплуатации в выделенных помещениях органов государственной власти Российской Федерации и обработки информации, содержащей сведения, составляющие государственную тайну, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации в качестве оконечного абонентского устройства, предназначенного для обработки акустической информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководств по эксплуатации ИВДР.465481.002 РЭ, ИВДР.465481.002‑01 РЭ

	СФ/СЗИ-0741
	04.10.2024
30.09.2029
	Программное антивирусное средство

Kaspersky Endpoint Security 12.3 для Windows
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов: Б2, В2, Г2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20100‑08 30 01

	СФ/СЗИ-0742
	04.10.2024
30.09.2029
	Программное антивирусное средство

Kaspersky Endpoint Security 12.0 для Linux (исполнение ARM)
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов: Б2, В2, Г2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20122‑02 30 01

	СФ/СЗИ-0743
	04.10.2024
30.09.2029
	Программное антивирусное средство

Kaspersky Security Center 14.2
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса А2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20069‑10 30 01

	СФ/СЗИ-0744
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows 8.1 Enterprise (Rus/Eng) Update 3 build 6.3.9600.17415 x86/x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0745
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows 8.1 Pro (Rus/Eng) Update 3 build 6.3.9600.17415 x86/x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0746
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows 8.1 VL Pro (Rus/Eng) Update 3 build 6.3.9600.17415 x86/x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0747
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows 7 Ultimate (Rus/Eng) Service Pack 1 x86/x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0748
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows 7 Pro (Rus/Eng) Service Pack 1 x86/x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0749
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows 7 Enterprise (Rus/Eng) Service Pack 1 x86/x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0750
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows 10 Pro/Pro N (Rus/Eng) Version 1809 build 10.0.17763.316 x86/x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0751
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows 10 VL Pro/Pro N/Enterprise/Enterprise N (Rus/Eng) Version 1809 build 10.0.17763.316 x86/x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0752
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows 10 LTSC 2019 Enterprise/Enterprise N (Rus/Eng) Version 1809 build 10.0.17763.316 x86/x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0753
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows Server 2016 VL Standard/Datacenter (Rus/Eng) Build 10.0.14393.1794 x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0754
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows Server 2016 Standard/Datacenter (Rus/Eng) Build 10.0.14393.1794 x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0755
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows Server 2012 R2 VL Standard/Datacenter (Rus/Eng) Update 3 build 6.3.9600.17415 x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0756
	15.10.2024

30.05.2029
	Операционная система Microsoft Windows Server 2012 R2 Standard/Datacenter (Rus/Eng) Update 3 build 6.3.9600.17415 x64 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0 (исполнения 7, 8)»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 (для исполнения 7), класса АК2 (для исполнения 8) и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЖТЯИ.00106‑01 30 01

	СФ/СЗИ-0757
	04.10.2024

04.10.2029
	Автоматизированное рабочее место для реализации доступа пользователей абонентского пункта к информационным ресурсам сети Интернет «ЗПК – Интернет»
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 1 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации ЦБМК.403540.005 РЭ

	СФ/СЗИ-0759
	06.11.2024
06.11.2029
	Станция прямой связи
«Экспресс‑М»

ГЛИШ.465213.027
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости С2 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию № ЭВМ/В‑2851c

	СФ/СЗИ-0760
	06.11.2024
06.11.2029
	Станция прямой связи
«Экспресс‑М»

ГЛИШ.465213.028
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости С2 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию № ЭВМ/В‑2851c

	СФ/СЗИ-0761
	06.11.2024
06.11.2029
	Станция прямой связи
«Экспресс‑М»
ГЛИШ.465213.029
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости С2 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию № ЭВМ/В‑2851c

	СФ/СЗИ-0762
	15.11.2024

31.12.2025
	Программное средство обнаружения компьютерных атак (СОА) Kaspersky Anti Targeted Attack Platform
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс АП) и может использоваться для обнаружения и предотвращения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию, не содержащую сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20099‑03 30 01 и с учётом ограничений, изложенных в извещении об изменении 643.46856491.20099‑03‑ИИ1‑2024

	СФ/СЗИ-0763
	30.10.2024

30.09.2029
	Комплекс программ
«Купол‑СКЗИ»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК2 (в части идентификации и аутентификации, регистрации событий и контроля целостности) и может использоваться совместно со средствами защиты информации Операционная система Microsoft Windows 10 со встроенными и дополнительно интегрируемыми механизмами обеспечения безопасности, реализуемыми средством защиты информации «Secure Pack Rus версия 3.0», Операционная система специального назначения «Astra Linux Special Edition» РУСБ.10015‑16 исполнение 1 («Смоленск») для защиты информации, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ВЕМР.00117‑01 30 01

	СФ/СЗИ-0764
	20.11.2024

07.10.2029
	Программное антивирусное средство
Kaspersky Security 9.7 для Microsoft Exchange Servers
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20078‑06 30 01

	СФ/СЗИ-0765
	20.11.2024

30.09.2029
	Программное антивирусное средство
Kaspersky Endpoint Security 12.0 для Linux
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов: Б2, В2, Г2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20105‑04 30 01

	СФ/СЗИ-0767
	05.12.2024

01.11.2027
	«Межсетевой экран ССПТ-4А1»
ФРПС.466259.001
(исполнения с ФРПС.466259.001‑01 по ФРПС.466259.001‑11)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (3 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований руководства по эксплуатации ФРПС.466259.001 РЭ

	СФ/СЗИ-0768
	20.11.2024

20.11.2029
	Генератор вибрационного шума
«ГНШ‑3М»
	соответствует требованиям ФСБ России к разработке, производству и сертификации устройств защиты технических средств, имеющих проводные и беспроводные каналы связи, выходящие за границу контролируемой зоны, эксплуатируемых в выделенных помещениях органов государственной власти Российской Федерации, от возможной утечки акустической речевой информации и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну, циркулирующей в выделенных помещениях до 1 категории включительно, на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований руководства по эксплуатации ЦБМК.468249.354РЭ

	СФ/СЗИ-0769
	05.12.2024

12.11.2027
	«Управляемый коммутатор 3 уровня
Феникс‑1/10G»
ЦКРФ.465275.003
с установленным эталонированным программным обеспечением
версии 1.200
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию уч. № 209с от 30 декабря 2021 г. и дополнения № 2 к нему № 170с от 12 ноября 2024 г.

	СФ/СЗИ-0770
	05.12.2024

12.11.2027
	«Управляемый коммутатор 3 уровня
Феникс‑1/10G»
ЦКРФ.465275.003‑01
с установленным эталонированным программным обеспечением
версии 1.200

(изготовлен в соответствии с техническими условиями ЦКРФ.465275.003‑01 ТУ
с учётом извещения об изменении ЦР.19‑24 от 8 апреля 2024 г.)
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости В1 и может использоваться в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию № 08/01‑дсп от 19 июня 2023 г. и дополнения № 1 к нему № 05/07‑ДСП от 12 ноября 2024 г.

	СФ/СЗИ-0771
	05.12.2024

12.11.2027
	«Управляемый коммутатор 3 уровня
Феникс‑1/10G»
ЦКРФ.465275.003(‑02)
с установленным эталонированным программным обеспечением
версии 1.250

(изготовлен в соответствии с техническими условиями ЦКРФ.465275.003 ТУ
с учётом извещения об изменении ЦР.19‑24 от 8 апреля 2024 г.)
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию уч. № 209с от 30 декабря 2021 г., дополнения № 1 к нему уч. № 235с от 2 ноября 2023 г. и дополнения № 2 к нему № 170с от 12 ноября 2024 г.

	СФ/СЗИ-0772
	20.12.2024

20.12.2029
	Программно-аппаратный комплекс защиты объектов информационных технологий от разведки ПЭМИ
«ЛГШ‑510»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «А», класс 2) и Дополнению № 1 к ним и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений), при выполнении требований руководства по эксплуатации ДИФШ.468781.070.РЭ

	СФ/СЗИ-0773
	12.12.2024

12.12.2029
	Защищённое мобильное абонентское устройство
«Диалог‑8800»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к защищённым мобильным абонентским устройствам, подключаемым к открытым информационно-телекоммуникационным сетям посредством беспроводных каналов передачи информации, и может использоваться в выделенных помещениях до 2 категории включительно, в том числе органов государственной власти Российской Федерации, для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации РВЕС.464425.003РЭ

	СФ/СЗИ-0774
	17.12.2024

30.04.2029
	Учрежденческо-производственная автоматическая телефонная станция «МиниКом DX‑500С» (исполнения: «МиниКом DX‑500С» ЕКВМ.665110.9‑009, «МиниКом DX‑500С‑M» ЕКВМ.665110.9‑009‑01, «МиниКом DX‑500С‑S» ЕКВМ.665110.9‑009‑02, «МиниКом DX‑500С‑CC» ЕКВМ.665110.9‑009‑03, «МиниКом DX‑500С‑M‑CC» ЕКВМ.665110.9‑009‑04, «МиниКом DX‑500С‑S‑CC» ЕКВМ.665110.9‑009‑05, «МиниКом DX‑500С‑К» ЕКВМ.665110.9‑009‑12)

с установленным эталонированным программным обеспечением
версии 2.039
(ЕКВМ.05020‑39)
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости С2 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию № 284/20с от 7 октября 2014 г.

	СФ/СЗИ-0777
	25.02.2025

10.01.2028
	Программно-аппаратный комплекс
Dionis‑NX
(исполнение НКБГ.465651.005‑73)
с установленным программным обеспечением
RU.НКБГ.70007‑08
(обновление 1)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований эксплуатационной документации согласно формуляру НКБГ.465651.005ФО.02

	СФ/СЗИ-0778
	25.02.2025

10.01.2028
	Программно-аппаратный комплекс
Dionis‑NX
(исполнение НКБГ.465651.005‑78)
с установленным программным обеспечением
RU.НКБГ.70007‑08
(обновление 1)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований эксплуатационной документации согласно формуляру НКБГ.465651.005ФО.02

	СФ/СЗИ-0779
	25.02.2025

10.01.2028
	Программно-аппаратный комплекс
Dionis‑NX
(исполнение НКБГ.465651.005‑80)
с установленным программным обеспечением
RU.НКБГ.70007‑08
(обновление 1)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований эксплуатационной документации согласно формуляру НКБГ.465651.005ФО.02

	СФ/СЗИ-0780
	10.03.2025
05.03.2028
	«Управляемый коммутатор 3 уровня Феникс‑1/10G» ЦКРФ.465275.003(‑04) с установленным эталонированным программным обеспечением версии 1.300
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию уч. № 209с от 30 декабря 2021 г., дополнения № 1 к нему уч. № 235с от 2 ноября 2023 г., дополнения № 2 к нему № 170с от 12 ноября 2024 г., дополнения № 3 к нему № 412с от 5 марта 2025 г.

	СФ/СЗИ-0781
	20.03.2025

14.03.2028
	«Управляемый коммутатор 3 уровня Феникс‑1/10G» ЦКРФ.465275.003(‑03) с установленным эталонированным программным обеспечением версии 1.300
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости В1 и может использоваться в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для обработки информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию № 08/01‑дсп от 19 июня 2023 г., дополнения № 1 к нему № 05/07‑ДСП от 12 ноября 2024 г. и дополнения № 2 к нему № 03/12‑дсп от 14 марта 2025 г.

	СФ/СЗИ-0782
	04.04.2025

04.04.2030
	Сетевой помехоподавляющий
фильтр
«ЛППФ‑10‑1Ф»
	соответствует требованиям ФСБ России к сетевым помехоподавляющим фильтрам и может использоваться для защиты технических средств, обрабатывающих информацию, содержащую сведения, составляющие государственную тайну, и установки в выделенные помещения до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, при условии выполнения требований руководства по эксплуатации ДИФШ.468781.063РЭ

	СФ/СЗИ-0785
	31.03.2025

01.06.2029
	Операционная система
«Альт 8 СП»
	соответствует Требованиям к средствам защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, от несанкционированного доступа, класса АК3 при совместном использовании с сертифицированным ФСБ России по соответствующему классу аппаратно-программным модулем доверенной загрузки, требованиям ФСБ России к программному обеспечению, используемому в информационных и телекоммуникационных системах специального назначения, и может использоваться для обработки информации, не содержащей сведений, составляющих государственную тайну, и защиты информации ограниченного доступа, не содержащей сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ЛКНВ.11100‑03 30 01

	СФ/СЗИ-0786
	10.04.2025

01.09.2029
	«Аппаратная компонента однонаправленной передачи
«СТРОМ‑10G»
	соответствует требованиям ФСБ России к сетевым устройствам однонаправленной передачи данных (2 класс) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для обеспечения однонаправленной передачи данных из внешних автоматизированных систем в защищённом исполнении (АСЗИ) и (или) автоматизированных систем (АС), в том числе подключённых к информационно-телекоммуникационной сети Интернет в АСЗИ и (или) АС, в которых обрабатывается информация ограниченного доступа, в том числе содержащая сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно паспорту ЛВТМ.465254.002 ПС

	СФ/СЗИ-0787
	20.05.2025
20.05.2030
	«Гамма‑СВТ‑10»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 3 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации БЮЛИ.466216.073 РЭ

	СФ/СЗИ-0788
	20.05.2025
20.05.2030
	Сетевой помехоподавляющий фильтр
«ЛППФ‑40‑1Ф»
	соответствует требованиям ФСБ России к сетевым помехоподавляющим фильтрам и может использоваться для защиты технических средств, обрабатывающих информацию, содержащую сведения, составляющие государственную тайну, и установки в выделенные помещения до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации при условии выполнения требований руководства по эксплуатации ДИФШ.468781.064РЭ

	СФ/СЗИ-0789
	20.05.2025
20.05.2030
	Защищённое мобильное абонентское устройство
«Диалог»
(исполнения: РВЕС.464425.001, РВЕС.464425.001‑01)
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к защищённым мобильным абонентским устройствам, подключаемым к открытым информационно-телекоммуникационным сетям посредством беспроводных каналов передачи информации, и может использоваться в выделенных помещениях до 2 категории включительно, в том числе органов государственной власти Российской Федерации для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации РВЕС.464425.001РЭ

	СФ/СЗИ-0790
	17.05.2025

01.05.2030
	Программное антивирусное средство
Kaspersky Industrial CyberSecurity for Linux Nodes 1.5
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса В2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20123‑02 30 01

	СФ/СЗИ-0791
	17.05.2025

17.05.2030
	Печатающее устройство
«Рубеж Принтер‑К»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 5 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации БРДЛ.466539.010 РЭ

	СФ/СЗИ-0792
	23.05.2025

23.05.2030
	Генератор шума
«Старкад‑11»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (типы: «Б», «В»; класс 2) и Дополнению № 1 к ним и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты информации, содержащей сведения, составляющие государственную тайну, от утечки по техническим каналам за счёт наводок информативных сигналов в проводные коммуникации, при выполнении требований руководства по эксплуатации МСШЕ.468781.003РЭ

	СФ/СЗИ-0793
	23.05.2025

23.05.2030
	Генератор шума
«Старкад‑32»
(образцы с № 00001
по № 01690)
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «А», класс 2) иДополнению № 1 к ним и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений), при выполнении требований руководства по эксплуатации МСШЕ.468781.002РЭ

	СФ/СЗИ-0794
	23.05.2025

23.05.2030
	Генератор шума
«Старкад‑33»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «А», класс 2) и Дополнению № 1 к ним и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений), при выполнении требований руководства по эксплуатации МСШЕ.468781.009РЭ

	СФ/СЗИ-0795
	22.05.2025

22.05.2030
	Защищенное абонентское устройство IP‑телефонии
«Созвон»
(исполнения: ЦБМК.26.30.23.170.545.01‑01, ЦБМК.26.30.23.170.545.02‑01, ЦБМК.26.30.23.170.545.03‑01, ЦБМК.26.30.23.170.545.04‑01)
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 1 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации в качестве оконечного абонентского устройства 3 класса, предназначенного для обработки речевой информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ЦБМК.26.30.23.170.545РЭ

	СФ/СЗИ-0796
	22.05.2025

22.05.2030
	Защищенное абонентское устройство IP‑телефонии
«Созвон»
(исполнения: ЦБМК.26.30.23.170.545.01‑02, ЦБМК.26.30.23.170.545.02‑02, ЦБМК.26.30.23.170.545.03‑02, ЦБМК.26.30.23.170.545.04‑02)
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации в качестве оконечного абонентского устройства 3 класса, предназначенного для обработки речевой информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ЦБМК.26.30.23.170.545РЭ

	СФ/СЗИ-0797
	11.06.2025

14.05.2030
	Программное антивирусное средство
Kaspersky Security Center 15.1 for Linux
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса А2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20119‑03 30 01

	СФ/СЗИ-0798
	17.06.2025

17.06.2030
	Система виброакустической защиты
«Гамма СВАЗ‑01»
	соответствует требованиям ФСБ России к разработке, производству, сертификации и эксплуатации технических средств защиты особо важных и выделенных помещений органов государственной власти Российской Федерации по виброакустическому каналу утечки речевой информации и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для защиты акустической речевой информации, содержащей сведения, составляющие государственную тайну, при выполнении требований руководства по эксплуатации БЮЛИ.468244.015 РЭ

	СФ/СЗИ-0799
	17.06.2025

17.06.2030
	Монохромное лазерное многофункциональное устройство
«Аквариус‑Бастион»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РЭ 26.20.18‑003‑55017660‑2018

	СФ/СЗИ-0800
	17.06.2025

17.06.2030
	Монохромный лазерный принтер
«Аквариус‑Бастион»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнению № 1 к ним (по 2 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации РЭ 26.20.16‑004‑55017660‑2018

	СФ/СЗИ-0801
	10.06.2025

10.06.2028
	Коммутатор
локальных сетей
«Поток‑К‑122»
ЕКВМ.465235.006 с установленным эталонированным программным обеспечением
версии 1.5
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 1568/20 от 2012 г. и дополнений к нему

	СФ/СЗИ-0802
	10.06.2025

10.06.2028
	Коммутатор маршрутизирующий
«Поток‑КМ‑122»
ЕКВМ.465235.010 с установленным эталонированным программным обеспечением
версии 1.5
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 323с от 2015 г. и дополнений к нему

	СФ/СЗИ-0803
	15.07.2025

15.07.2030
	Аппарат
телефонный
«МиниКом‑ТА‑4»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к аналоговым телефонным аппаратам, предназначенным для эксплуатации в выделенных помещениях органов государственной власти Российской Федерации и обработки информации, содержащей сведения, составляющие государственную тайну, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для обработки акустической информации, содержащей сведения, составляющие государственную тайну со степенью секретности «секретно», при условии выполнения требований руководства по эксплуатации ЕКВМ.465484.001‑01РЭ

	СФ/СЗИ-0804
	09.06.2025

10.06.2028
	Программно-аппаратный комплекс
«Маршрутизатор DioNIS TS/FW 16000RM»
(исполнения: 1, 2)»
НКБГ.465651.006
с установленным эталонированным программным обеспечением RU.НКБГ.30014‑01
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию № 518 от 10 июня 2017 г.

	СФ/СЗИ-0807
	15.07.2025

15.07.2030
	Устройство ввода, вывода, обработки, хранения, накопления и документирования информации в защищенном исполнении
«СТБ 504»
	соответствует Требованиям по безопасности информации, предъявляемым к защищённым средствам вычислительной техники, эксплуатируемым в выделенных помещениях, и Дополнениям № 1 и № 2 к ним (по 3 классу защищённости) и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для обработки и документирования информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации ЦКВД.262040140.504.РЭ

	СФ/СЗИ-0808
	15.07.2025

15.07.2030
	«Защищенный телефонный аппарат открытой проводной телефонной связи, защищенный аппаратными средствами
СТБ 251Т»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации в качестве оконечного абонентского устройства 3 класса открытой проводной телефонной связи, предназначенного для передачи и приёма акустической речевой информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ЦКВД.667750.251Т.1РЭ

	СФ/СЗИ-0809
	22.07.2025

30.06.2028
	Средство защиты информации

«Система обнаружения компьютерных атак (вторжений)

ViPNet IDS 3»

(исполнения: ViPNet IDS NS100, ViPNet IDS NS1000, ViPNet IDS NS2000, ViPNet IDS NS10000, ViPNet IDS NS VA 100, ViPNet IDS NS VA 500, ViPNet IDS NS VA 1000, ViPNet IDS NS VA 2000, ViPNet IDS NS VA 5000 в комбинации со средством централизованного управления и мониторинга ViPNet IDS MC, средством анализа событий информационной безопасности ViPNet TIAS (исполнения: TIAS 1000, TIAS 2000, TIAS 5000, TIAS 10000, TIAS VA))
(изготовлено в соответствии с техническими условиями ФРКЕ.00211‑01 97 01 ТУ

с учётом извещения об изменении № 7 ФРКЕ.00211.FB.7‑2024, извещения об изменении № 8 ФРКЕ.00211.FB.8‑2024, извещения об изменении № 9 ФРКЕ.00211.FB.9‑2024)
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак класса В и может использоваться для обнаружения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию, не содержащую сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру ФРКЕ.00211‑01 30 01 ФО с учётом извещения об изменении № 7 ФРКЕ.00211.FB.7‑2024, извещения об изменении № 8 ФРКЕ.00211.FB.8‑2024, извещения об изменении № 9 ФРКЕ.00211.FB.9‑2024

	СФ/СЗИ-0810
	15.08.2025

31.08.2028
	Коммутатор локальных сетей
«Поток‑К‑122»
ЕКВМ.465235.006
с установленным эталонированным программным обеспечением
версии 1.3
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 1568/20 от 2012 г. и дополнений к нему

	СФ/СЗИ-0811
	31.07.2025

31.07.2030
	Учрежденческо-производственная автоматическая телефонная станция «Протон‑КА»
с программным обеспечением
версии 4.0»
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости А2, требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости С2 и может использоваться для обработки общедоступной информации при условии выполнения требований предписания на размещение и эксплуатацию уч. № 332/ДСП от 12 декабря 2023 г.

	СФ/СЗИ-0814
	28.08.2025

28.08.2030
	Защищенный персональный компьютер для реализации доступа пользователей к сети интернет
«ЗПКМ‑Интернет»
(исполнение ЦБМК.466459.529)
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 1 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации ЦБМК.466459.529РЭ

	СФ/СЗИ-0815
	28.08.2025

28.08.2030
	Защищенный персональный компьютер для реализации доступа пользователей к сети интернет «ЗПКМ‑Интернет»
(исполнение ЦБМК.466459.529‑02)
	соответствует требованиям ФСБ России, предъявляемым к абонентским пунктам сети Интернет, компоненты которых размещаются в выделенных помещениях, и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для обработки общедоступной информации при условии выполнения требований руководства по эксплуатации ЦБМК.466459.529РЭ

	СФ/СЗИ-0818
	25.09.2025

25.09.2030
	Комплекс однонаправленной передачи аудиоинформации

«Аудиовентиль АВ‑101»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к техническим средствам, предназначенным для обеспечения однонаправленной передачи аудиоинформации (по классу 3.2), и может использоваться в системах обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации при условии выполнения требований паспорта ЦБМК.438000.371ПС

	СФ/СЗИ-0819
	01.10.2025

01.10.2030
	Программное антивирусное средство

Kaspersky Endpoint Security 12.8 для Windows
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов: Б2, В2, Г2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20100‑09 30 01

	СФ/СЗИ-0820
	01.10.2025

01.10.2030
	Программное антивирусное средство

Kaspersky Endpoint Security для Android (версия 10.53.1.56)
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса В2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20080‑06 30 01

	СФ/СЗИ-0821
	01.10.2025

01.10.2030
	Программное антивирусное средство

Kaspersky Secure Mail Gateway

(режим standalone)

версии 2.1.1
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20061‑09 30 01

	СФ/СЗИ-0822
	01.10.2025

01.10.2030
	Программное антивирусное средство

Kaspersky Secure Mail Gateway

(режим appliance)

версии 2.1.1
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20085‑07 30 01

	СФ/СЗИ-0823
	01.10.2025

01.10.2030
	Программное антивирусное средство

Kaspersky Industrial CyberSecurity for Nodes 4.0
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов: Б2, В2, Г2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20093‑09 30 01

	СФ/СЗИ-0824
	02.10.2025

31.08.2030
	Учрежденческо-производственная автоматическая телефонная станция

«МиниКом DX‑500»

с установленным эталонированным программным обеспечением версии 3.372
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости А2 и может использоваться для обработки общедоступной информации при условии выполнения требований предписания по размещению и эксплуатации № 2010ДСП от 11 сентября 2025 г.

	СФ/СЗИ-0825
	02.09.2025

01.10.2028
	«Программно-аппаратный комплекс
Dionis‑NX» НКБГ.465651.005
с установленным программным обеспечением:
RU.НКБГ.70007‑01, RU.НКБГ.70007‑03
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа при условии выполнения требований эксплуатационной документации согласно формуляру НКБГ.465651.005ФО.02

	СФ/СЗИ-0826
	30.10.2025

30.10.2030
	Устройство однонаправленной передачи данных.
Видеодиод «V‑4K»
(исполнения: V‑4K‑1H‑2, V‑4K‑1P‑2, V‑4K‑1H‑1, V‑4K‑1H‑2S, V‑4K‑1H‑3S, V‑4K‑1H‑4S, V‑4K‑1P‑1, V‑4K‑1P‑2S, V‑4K‑1P‑3S, V‑4K‑1P‑4S, V‑4K‑1H, V‑4K‑1P)
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к техническим средствам, предназначенным для обеспечения однонаправленной передачи видеоинформации (класс 2.1 по условиям эксплуатации, 4 класс защищённости), и может использоваться в системах обработки информации, содержащей сведения, составляющие государственную тайну, при размещении в выделенных помещениях до 1 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации при условии выполнения требований руководства по эксплуатации ЦБМК.468249.517РЭ

	СФ/СЗИ-0827
	06.11.2025

06.11.2030
	Телефонный аппарат
«Нефрит‑О»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно, в том числе органов государственной власти Российской Федерации в качестве оконечного абонентского устройства 1 класса открытой проводной телефонной связи, предназначенного для передачи и приёма акустической речевой информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации МПИЯ.465481.015РЭ

	СФ/СЗИ-0834
	20.11.2025

20.11.2030
	Защищенный ФАШС
СТБ 261
	соответствует Требованиям по обеспечению безопасности информации, обрабатываемой техническими средствами, обладающими функцией приёма-передачи факсимильных сообщений в сети шифрованной телефонной связи ФСБ России (2 класс) и может использоваться в выделенных помещениях до 2 категории включительно органов федеральной службы безопасности для обработки в сети шифрованной телефонной связи информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований руководства по эксплуатации ЦКВД.262040140.261.РЭ

	СФ/СЗИ-0835
	01.08.2025

31.07.2030
	Учрежденческо-производственная автоматическая телефонная станция
«МиниКом DX‑500С»
(исполнения: «МиниКом DX‑500С» ЕКВМ.665110.9‑009, «МиниКом DX‑500С‑M» ЕКВМ.665110.9‑009‑01, «МиниКом DX‑500С‑S» ЕКВМ.665110.9‑009‑02, «МиниКом DX‑500С‑CC» ЕКВМ.665110.9‑009‑03, «МиниКом DX‑500С‑M‑CC» ЕКВМ.665110.9‑009‑04, «МиниКом DX‑500С‑S‑CC» ЕКВМ.665110.9‑009‑05, «МиниКом DX‑500С‑K» ЕКВМ.665110.9‑009‑12)

с установленным эталонированным программным обеспечением версии 2.038

(ЕКВМ.05020‑38)
	соответствует требованиям ФСБ России по защите оборудования и системы управления учрежденческих цифровых автоматических телефонных станций от компьютерных атак и утечки информации по техническим каналам уровня защищённости С2 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию № 284/20с от 7 октября 2014 г. и дополнений к нему

	СФ/СЗИ-0836
	20.11.2025

20.11.2030
	ПАК
Гамма‑ГШ
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «К», класс 2) и Дополнению № 1 к ним и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки побочных электромагнитных излучений и наводок), при выполнении требований руководства по эксплуатации БЮЛИ.468781.008 РЭ

	СФ/СЗИ-0837
	20.11.2025

20.11.2030
	Комплекс технических средств
ГНШ‑64
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «В», класс 3) и Дополнению № 1 к ним и может использоваться в выделенных помещениях до 3 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (по каналам утечки за счёт наводок на токопроводящие линии и коммуникации), при выполнении требований руководства по эксплуатации ЦКВД.465929.001РЭ

	СФ/СЗИ-0838
	01.11.2025

01.11.2028
	Коммутатор маршрутизирующий
«Поток‑КМ‑122»
ЕКВМ.465235.010
с установленным эталонированным программным обеспечением
версии 1.1
	соответствует требованиям ФСБ России по защите мультипротокольного оборудования и средств управления мультипротокольным оборудованием от компьютерных атак по уровню защищённости А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания на размещение и эксплуатацию рег. № 323с от 20 июля 2015 г.

	СФ/СЗИ-0839
	20.11.2025

30.10.2028
	«Программное средство обнаружения компьютерных атак (СОА) «Kaspersky Anti Targeted Attack Platform
(Версия 7.1)»
(сборка 7.1.1.531)
	соответствует требованиям ФСБ России к средствам обнаружения компьютерных атак (класс АП) и может использоваться для обнаружения и предотвращения в автоматическом режиме компьютерных атак (вторжений) на основе анализа сетевого трафика в автоматизированных информационных системах, обрабатывающих информацию, не содержащую сведений, составляющих государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20099‑04 30 01

	СФ/СЗИ-0840
	01.12.2025

01.12.2030
	Средство активной защиты информации
«Москит»
	соответствует требованиям ФСБ России к средствам активной защиты информации, обрабатываемой техническими средствами, от утечки за счёт побочных электромагнитных излучений и наводок (тип «Б», класс 2) и Дополнению № 1 к ним и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации для защиты информации, содержащей сведения, составляющие государственную тайну, и обрабатываемой техническими средствами (за счёт наводок на цепи электропитания и заземления), при выполнении требований руководства по эксплуатации ТРПБ.464217.119 РЭ

	СФ/СЗИ-0841
	01.12.2025

31.10.2030
	Программное антивирусное средство
Kaspersky Endpoint Security 12.2
для Linux
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов: Б2, В2, Г2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20105‑05 30 01

	СФ/СЗИ-0842
	01.12.2025

31.10.2030
	Программное антивирусное средство
Kaspersky Endpoint Security 12.2
для Linux
(исполнение ARM)
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов: Б2, В2, Г2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру 643.46856491.20122‑03 30 01

	СФ/СЗИ-0843
	05.12.2025

31.10.2030
	Программное антивирусное средство
Dr.Web Server Security Suite (Windows)

версия 12.0.8
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, класса Б2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.61112‑03 30 01‑1

	СФ/СЗИ-0844
	05.12.2025

31.10.2030
	Программное антивирусное средство
Dr.Web Desktop Security Suite (Windows)
версия 12.0.8
	соответствует требованиям ФСБ России к программным антивирусным средствам, используемым в средствах вычислительной техники, эксплуатируемых в органах федеральной службы безопасности, классов: В2, Г2 и может использоваться для защиты информации, в том числе содержащей сведения, составляющие государственную тайну, при условии выполнения требований эксплуатационной документации согласно формуляру RU.72110450.51112‑04 30 01‑1

	СФ/СЗИ-0845
	25.11.2025

25.11.2030
	Многофункциональный телефонный аппарат
«Кром»
	соответствует требованиям ФСБ России по безопасности информации, предъявляемым к оконечным абонентским устройствам систем открытой проводной телефонной связи, размещаемым в выделенных помещениях объектов государственных органов на территории Российской Федерации, и может использоваться на территории Российской Федерации в выделенных помещениях до 2 категории включительно, в том числе органов государственной власти Российской Федерации в качестве оконечного абонентского устройства 3 класса открытой проводной телефонной связи, предназначенного для передачи и приёма акустической речевой информации, не содержащей сведений ограниченного доступа, при условии выполнения требований руководства по эксплуатации ДКИС.460554.003РЭ

	СФ/СЗИ-0848
	05.12.2025

30.11.2030
	Комплекс «Волна‑МС»
с программным обеспечением
версии 1.0
	соответствует требованиям ФСБ России по защите оборудования и системы управления оборудованием плезиохронной цифровой иерархии от компьютерных атак для уровня защиты А1 и может использоваться для обработки информации, содержащей сведения, составляющие государственную тайну, при условии выполнения требований предписания по размещению и эксплуатации № 28277 от 16 октября 2025 г.

	СФ/920-4043
	30.03.2021

30.03.2026
	Аппаратура

М-558ШЕ
	соответствует требованиям ФСБ России к шифровальным средствам и может использоваться для защиты речевой информации, содержащей сведения, составляющие государственную тайну

	СФ/527-4069
	25.05.2021

25.05.2026
	Изделие «Аппаратно-программный модуль доверенной загрузки
АПМДЗ-УМ2 исполнение 1»
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ (классы 1А, 1Б) и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4070
	25.05.2021

25.05.2026
	Ихделие «Аппаратно-программный модуль доверенной загрузки
АПМДЗ-УМ2 исполнение 2»
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ (классы 1А, 1Б) и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4117
	20.08.2021

20.08.2026
	Изделие «Аппаратно-программный модуль доверенной загрузки «Центурион-Е»
ИТБВ.468266.002
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ по классу 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4118
	20.08.2021

20.08.2026
	Изделие «Аппаратно-программный модуль доверенной загрузки «Центурион-Е»
ИТБВ.468266.002-01
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ по классу 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4119
	20.08.2021

20.08.2026
	Изделие «Аппаратно-программный модуль доверенной загрузки «Центурион-М»
ИТБВ.468266.004
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ по классу 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4120
	20.08.2021

20.08.2026
	Аппаратно-программный модуль доверенной загрузки «Центурион-М»
ИТБВ.468266.004‑01
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ по классу 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4269
	15.06.2022

15.06.2027
	Изделие «Программно-аппаратный комплекс «Соболь».
Версия 3.0»
RU.40308570.501410.001

(версия кода расширения BIOS 1.0.280)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4350
	14.10.2022

01.07.2027
	Изделие «Аппаратно-программный модуль доверенной загрузки «Центурион»
(исполнение ИТБВ.468266.001)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ по классу 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4351
	14.10.2022

01.07.2027
	Изделие «Аппаратно-программный модуль доверенной загрузки «Центурион»
(исполнение ИТБВ.468266.001‑01)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ по классу 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4352
	14.10.2022

01.07.2027
	Изделие «Аппаратно-программный модуль доверенной загрузки «Центурион»
(исполнение ИТБВ.468266.001‑02)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ по классу 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4353
	14.10.2022

01.07.2027
	Изделие «Аппаратно-программный модуль доверенной загрузки «Центурион»
(исполнение ИТБВ.468266.001‑03)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ по классу 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/124-4382
	14.11.2022

14.11.2025
	Изделие

ViPNet TLS Gateway
(исполнения 1, 2, 3, 6, 7, 8)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-4397
	01.12.2022

01.12.2025
	СКЗИ

«Рутокен ЭЦП 3.0»
(вариант исполнения 4)
(автоматизированное рабочее место загрузки ключевой информации в аппаратный модуль «Рутокен ЭЦП 3.0»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4398
	01.12.2022

01.12.2025
	СКЗИ

«Рутокен ЭЦП 3.0»
(вариант исполнения 5)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4399
	01.12.2022

01.12.2025
	СКЗИ

«Рутокен ЭЦП 3.0»
(вариант исполнения 6)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4405
	30.11.2022

30.11.2025
	Программно-аппаратное шифровальное (криптографическое) средство защиты информации
«Карта тахографа
«Диамант‑2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/113-4416
	01.12.2022

01.12.2025
	СКЗИ «Автоматизированное рабочее место генерации ключей
АРМ ГК-4»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, КС3 и может использоваться для криптографической защиты информации (создание и управление ключевой информацией), не содержащей сведений, составляющих государственную тайну

	СФ/124-4422
	26.12.2022

26.12.2025
	СКЗИ

ViPNet CSP 4.4
(Версия 4.4.4)
(исполнение 6)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/527-4428
	27.12.2022

27.12.2027
	Изделие «Аппаратно-программный модуль доверенной загрузки (АПМДЗ) ЭВМ «Аккорд-АМДЗ»
(исполнения: GXM2 v.P, GXM2 v.S (Вариант 1), GXM2 v.S (Вариант 2))
	соответствует Требованиям к механизмам доверенной загрузки ЭВМ (класс защиты 2, класс сервиса Б) и может использоваться для защиты от несанкционированного доступа к информации, не содержащей сведений, составляющих государственную тайну

	СФ/525-4429
	20.12.2022

20.12.2025
	Изделие «Программно-аппаратный комплекс
ViPNet Coordinator HW 4»
(исполнения:
ViPNet Coordinator HW50 A, ViPNet Coordinator HW50 B, ViPNet Coordinator HW100 А, ViPNet Coordinator HW100 B, ViPNet Coordinator HW100 С, ViPNet Coordinator HW1000, ViPNet Coordinator HW1000 C, ViPNet Coordinator HW1000 D, ViPNet Coordinator HW2000, ViPNet Coordinator HW5000)
(в комплектации согласно формуляру ФРКЕ.00130‑03 30 01 ФО)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны 4 класса защищённости и может использоваться для защиты информации от несанкционированного доступа в информационных и телекоммуникационных системах органов государственной власти Российской Федерации

	СФ/527-4430
	18.01.2023

01.01.2028
	Изделие «Программно-аппаратный комплекс

«Соболь»
Версия 3.1»
RU.88338853.501410.020
(исполнение 2)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4431
	18.01.2023

01.01.2028
	Изделие «Программно-аппаратный комплекс
«Соболь»
Версия 3.2»

RU.88338853.501410.021

(исполнение 2)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/124-4437
	18.01.2023

18.01.2026
	Изделие

«Высокоскоростной модуль шифрования
(исполнение
ВМШ-MUXfc-1U)»
из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4450
	30.01.2023

30.01.2026
	СКЗИ

«Dcrypt 1.0 v.2»

(исполнение 52.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и сетевого трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и сетевого трафика, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4462
	28.02.2023

28.02.2026
	Изделие «Программно-аппаратный комплекс «С‑Терра VPN E».
Версия 4.3
(исполнение «1-1»:
«С‑Терра Клиент E ST КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4463
	28.02.2023

28.02.2026
	Изделие «Программно-аппаратный комплекс «С‑Терра VPN E».
Версия 4.3
(исполнение «1-3»:
«С‑Терра Клиент E ST КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4464
	28.02.2023

28.02.2026
	Изделие «Программно-аппаратный комплекс «С‑Терра VPN E».
Версия 4.3
(исполнение «3-1»:
«С‑Терра Шлюз E ST КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4465
	28.02.2023

28.02.2026
	Изделие «Программно-аппаратный комплекс «С‑Терра VPN E».
Версия 4.3
(исполнение «3-3»:
«С‑Терра Шлюз E ST КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4466
	28.02.2023

28.02.2026
	Изделие «Программно-аппаратный комплекс «С‑Терра VPN E».
Версия 4.3
(исполнение «3-5»:
«С‑Терра Шлюз E ST КС3»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4473
	08.03.2023

08.03.2026
	Изделие

ViPNet TLS Gateway
(исполнение 5)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-4475
	15.03.2023

15.03.2026
	Изделие «Автоматизированное рабочее место
для генерации и загрузки ключевой информации в шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель «АРМ-ФН версия 1.1»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты информации (создание, управление и запись ключевой информации), не содержащей сведений, составляющих государственную тайну

	СФ/124-4479
	17.02.2023

17.02.2026
	СКЗИ

«VPN-Key-TLS»
(вариант исполнения 7)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов КС1, КС2, и может использоваться для криптографической защиты (создание ключевой информации, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/525-4483
	06.04.2023

01.04.2026
	Изделие «Аппаратно-программный комплекс шифрования «Континент».
Версия 3.9»

(исполнение 1)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны 4 класса защищенности и может использоваться для защиты информации от несанкционированного доступа в информационных и телекоммуникационных системах органов государственной власти Российской Федерации

	СФ/525-4484
	06.04.2023

01.04.2026
	Изделие «Аппаратно-программный комплекс шифрования «Континент».
Версия 3.9»

(исполнение 2)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны 4 класса защищенности и может использоваться для защиты информации от несанкционированного доступа в информационных и телекоммуникационных системах органов государственной власти Российской Федерации

	СФ/124-4485
	31.03.2023

31.12.2025
	Программно-аппаратный комплекс
ViPNet Coordinator KB 4
(исполнение ViPNet Coordinator KB5000
на аппаратной платформе КВ5000 Q2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КB и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по сети связи общего пользования) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4486
	31.03.2023

31.03.2026
	СКЗИ «Клиент криптографического сервера доступа
«DiSec-W»
(комплектации: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для комплектации 1), класса КС2 (для комплектации 2), класса КС3 (для комплектации 3) и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-4487
	07.04.2023

07.04.2026
	Программно-аппаратный комплекс
ViPNet QSS Phone
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КC1 и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для криптографической защиты информации (шифрование и имитозащита данных, передаваемых в IP‑пакетах по сети связи общего пользования), не содержащей сведений, составляющих государственную тайну

	СФ/525-4488
	01.04.2023

01.04.2026
	Программно-аппаратный комплекс
ViPNet Coordinator KB 4

(исполнение ViPNet Coordinator KB100 на аппаратной платформе КВ100 N1,

исполнение ViPNet Coordinator KB1000 на аппаратной платформе КВ1000 Q6,
исполнение ViPNet Coordinator KB2000 на аппаратной платформе КВ2000 Q4,
исполнение ViPNet Coordinator KB5000 на аппаратной платформе КВ5000 Q1)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны 4 класса защищённости и может использоваться для защиты информации от несанкционированного доступа в информационных и телекоммуникационных системах органов государственной власти Российской Федерации

	СФ/525-4489
	01.04.2023

01.04.2026
	Программно-аппаратный комплекс
ViPNet Coordinator KB 4

(исполнение ViPNet Coordinator KB1000 на аппаратной платформе КВ1000 Q7)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны 4 класса защищённости и может использоваться для защиты информации от несанкционированного доступа в информационных и телекоммуникационных системах органов государственной власти Российской Федерации

	СФ/124-4490
	11.04.2023

11.04.2026
	Программный комплекс
ViPNet OSSL
(исполнения: 1, 2, 4, 5, 7, 8, 9)
(в комплектации согласно формуляру

ФРКЕ.00221‑02 30 01 ФО)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 1, 4, 7, 8, 9), класса КС2 (для исполнений: 2, 5), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 1, 4, 7, 8, 9), класса КС2 (для исполнений: 2, 5), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4495
	03.05.2023

03.05.2026
	СКЗИ

«Форос 3»
(исполнение «КС1»)
(в комплектации согласно формуляру
6958 6427. 58.29.29.000.005.30.01.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4496
	03.05.2023

03.05.2026
	СКЗИ

«Форос 3»
(исполнение «КС2»)
(в комплектации согласно формуляру
6958 6427. 58.29.29.000.005.30.01.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4497
	03.05.2023

03.05.2026
	СКЗИ

«Форос 3»
(исполнение «КС3»)
(в комплектации согласно формуляру
6958 6427. 58.29.29.000.005.30.01.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4498
	03.05.2023

03.05.2026
	СКЗИ

«Форос 3»
(исполнение «АРМ‑А»)
(в комплектации согласно формуляру
6958 6427. 58.29.29.000.005.30.01.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4499
	03.05.2023

03.05.2026
	СКЗИ

«Форос 3»
(исполнение «АРМ‑К»)
(в комплектации согласно формуляру
6958 6427. 58.29.29.000.005.30.01.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4500
	04.05.2023

04.05.2026
	Изделие
ViPNet PKI Client
(исполнение 8)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4505
	01.02.2023

01.02.2026
	Изделие «Программно-аппаратный криптографический модуль
«КриптоПро HSM»
версия 2.0
(комплектация 1) (исполнения: 1, 2, 3, 4)
(в комплектации согласно формуляру ЖТЯИ.00096-01 30 01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ (для исполнения 1), класса КС3 (для исполнений: 2, 3, 4), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КВ2 (для исполнения 1), класса КС3 (для исполнений: 2, 3, 4), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4506
	01.02.2023

01.02.2026
	Изделие «Программно-аппаратный криптографический модуль
«КриптоПро HSM»
версия 2.0
(комплектация 2)
(исполнения: 1, 2, 3)
(в комплектации согласно формуляру ЖТЯИ.00096-01 30 01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4507
	01.02.2023

01.02.2026
	Изделие «Программно-аппаратный криптографический модуль
«КриптоПро HSM»
версия 2.0
(комплектация 1)
(исполнения: 1, 2, 3, 4, 5)

(в комплектации согласно формуляру ЖТЯИ.00096-01 30 01 с учётом извещения об изменениях ЖТЯИ.00096‑01‑2019)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ (для исполнения 1), класса КС3 (для исполнений: 2, 3, 4, 5), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КВ2 (для исполнения 1), класса КС3 (для исполнений: 2, 3, 4, 5), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4508
	01.02.2023

01.02.2026
	Изделие «Программно-аппаратный криптографический модуль
«КриптоПро HSM»
версия 2.0
(комплектация 2)
(исполнения: 1, 2, 3)
(в комплектации согласно формуляру ЖТЯИ.00096-01 30 01 с учётом извещения об изменениях ЖТЯИ.00096‑01‑2019)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4509
	05.05.2023

05.05.2026
	Программно-аппаратный комплекс «ViPNet Распределительный узел квантовой сети Лайт»
из состава квантовой криптографической системы выработки и распределения ключей ViPNet Quantum Trusted System Lite
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Временным требованиям к квантовым криптографическим системам выработки и распределения ключей для средств криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС и может использоваться для криптографической защиты (создание и управление ключевой информацией, в том числе квантовозащищённой, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4510
	05.05.2023

05.05.2026
	Программно-аппаратный комплекс «ViPNet Клиентский узел квантовой сети Лайт»
из состава квантовой криптографической системы выработки и распределения ключей ViPNet Quantum Trusted System Lite
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Временным требованиям к квантовым криптографическим системам выработки и распределения ключей для средств криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС и может использоваться для криптографической защиты (создание и управление ключевой информацией, в том числе квантовозащищённой, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4511
	11.05.2023

11.05.2026
	СКЗИ «МШ-MUXs»
из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4512
	11.05.2023

11.05.2026
	СКЗИ «МШ-MUXs-1U»
из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4519
	01.06.2023

01.06.2026
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель «ФН-1.2 исполнение Ав15‑4»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-4520
	01.06.2023

01.06.2026
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель «ФН-1.2 исполнение Ав36‑4»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-4521
	01.06.2023

01.06.2026
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель «ФН-1.2 исполнение Из15‑4»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-4522
	01.06.2023

01.06.2026
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель «ФН-1.2 исполнение Ин15‑4»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-4523
	01.06.2023

01.06.2026
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель «ФН-1.2 исполнение Ин36‑4»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-4524
	01.06.2023

01.06.2026
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель «ФН-1.2 исполнение Пр15‑4»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-4525
	01.06.2023

01.06.2026
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель «ФН-1.2 исполнение Эв15‑4»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-4526
	01.06.2023

01.06.2026
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель «ФН-1.2 исполнение Эв36‑4»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/527-4530
	01.06.2023

01.06.2026
	Изделие
«Программно-аппаратный комплекс
«Соболь».
Версия 3.1»
RU.88338853.501410.020
(исполнение 1)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 3Б и может использоваться для защиты от несанкционированного доступа к информации, не содержащей сведений, составляющих государственную тайну

	СФ/527-4531
	01.06.2023

01.06.2026
	Изделие
«Программно-аппаратный комплекс
«Соболь».
Версия 3.2»
RU.88338853.501410.021
(исполнение 1)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 3Б и может использоваться для защиты от несанкционированного доступа к информации, не содержащей сведений, составляющих государственную тайну

	СФ/527-4532
	26.06.2023

26.06.2026
	Средство доверенной загрузки уровня базовой системы ввода-вывода
«Модуль доверенной загрузки
Numa Arce
643.АМБН.00032-01»
(исполнения: 1, 2, 3, 4, 5, 6, 7, 8, 9, 10)
	соответствует Требованиям к механизмам доверенной загрузки ЭВМ (класс защиты 2, класс сервиса Б) и может использоваться для защиты от несанкционированного доступа к информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4533
	24.04.2023

24.04.2026
	Программно-аппаратный криптографический модуль
«КриптоПро HSM»
версия 2.0 R3
(комплектация 1)
(исполнение 1К)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КВ2, Требованиям к средствам криптографической защиты информации в платёжных устройствах с терминальным ядром, серверных компонентах платёжных систем (HSM модулях), платёжных картах и иных технических средствах информационной инфраструктуры платёжной системы, используемых при осуществлении переводов денежных средств, указанных в пункте 2.20 Положения Банка России от 9 июня 2012 г. № 382‑П, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4534
	24.04.2023

24.04.2026
	Программно-аппаратный криптографический модуль
«КриптоПро HSM»
версия 2.0 R3
(комплектация 1)
(исполнение 5К)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4535
	24.04.2023

24.04.2026
	Программно-аппаратный криптографический модуль
«КриптоПро HSM»
версия 2.0 R3
(комплектация 2)
(исполнение 1К)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4536
	24.04.2023

24.04.2026
	Программно-аппаратный криптографический модуль
«КриптоПро HSM»
версия 2.0 R3
(комплектация 2)
(исполнение 2К)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4537
	24.04.2023

24.04.2026
	Программно-аппаратный криптографический модуль
«КриптоПро HSM»
версия 2.0 R3
(комплектация 2)
(исполнение 3К)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну


	СФ/124-4538
	21.06.2023

21.06.2026
	Программно-аппаратный комплекс
ViPNet HSM
(вариант исполнения 7)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КВ2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4539
	21.06.2023

21.06.2026
	Программно-аппаратный комплекс
ViPNet HSM
(вариант исполнения 8)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КВ2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш-функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4541
	22.06.2023

22.06.2026
	СКЗИ
C‑FingerPrints
версия 2.0
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4542
	22.06.2023

22.06.2026
	СКЗИ
C‑FingerPrints
версия 2.0
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4565
	03.07.2023

31.12.2025
	Программно-аппаратный комплекс
ViPNet Coordinator KB 4
(исполнение ViPNet Coordinator KB2000 на аппаратной платформе КВ2000 Q5)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КB и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по сети связи общего пользования) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4566
	10.05.2023

10.05.2026
	СКЗИ

«Модуль безопасности для систем платёжных карт SPB HSM PS base»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ, Требованиям к средствам криптографической защиты информации в платёжных устройствах с терминальным ядром, серверных компонентах платёжных систем (HSM модулях), платёжных картах и иных технических средствах информационной инфраструктуры платёжной системы, используемых при осуществлении переводов денежных средств, указанных в пункте 2.20 Положения Банка России от 9 июня 2012 г. № 382‑П, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/024-4569
	03.07.2023

03.07.2028
	Аппаратура

Е-71
	соответствует требованиям ФСБ России к шифровальным средствам и может использоваться для защиты речевой информации, содержащей сведения, составляющие государственную тайну

	СФ/124-4570
	06.07.2023

06.07.2026
	Устройство криптографической защиты информации
«УКЗИ-У»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4571
	06.07.2023

06.07.2026
	Устройство криптографической защиты информации
М-527Ж
(ЦКДИ.466229.005-01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4572
	06.07.2023

06.07.2026
	Устройство криптографической защиты информации
Н‑86А
(ЦКДИ.466229.025)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4573
	10.07.2023

14.02.2026
	Мобильное средство электронной подписи и средство криптографической защиты информации
IDPoint версия 2
(исполнения: 1, 2, 3, 4, 5, 6, 7, 8, 9)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4574
	06.07.2023

31.12.2025
	Программный комплекс
ViPNet SIES Unit
(версия 2.4.0)
(исполнения: 1, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4575
	06.07.2023

31.12.2025
	Программный комплекс
ViPNet SIES Unit
(версия 2.4.0)
(исполнения: 2, 4)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4579
	16.05.2023

16.05.2026
	СКЗИ

«Крипто‑КОМ 3.5»
(вариант исполнения 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4580
	16.05.2023

16.05.2026
	СКЗИ

«Крипто‑КОМ 3.5»
(вариант исполнения 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4581
	16.05.2023

16.05.2026
	СКЗИ

«Message‑PRO 5.0»
(вариант исполнения 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4582
	16.05.2023

16.05.2026
	СКЗИ

«Message‑PRO 5.0»
(вариант исполнения 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4589
	30.03.2023

30.03.2026
	СКЗИ

«MS_KEY K» - «АНГАРА»
(вариант исполнения 8.1.3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для обеспечения некорректируемой регистрации информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов КС1, КС2, и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-4590
	30.03.2023

30.03.2026
	СКЗИ

«MS_KEY K» - «АНГАРА»
(вариант исполнения 8.4.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/027-4599
	31.07.2023

01.07.2028
	Аппаратно-программный модуль доверенной загрузки
«Цезарь»
(варианты исполнения:
ЦАВМ.468266.008,
ЦАВМ.468266.008-01
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/124-4600
	27.07.2023

27.06.2026
	Программно-аппаратный комплекс
ViPNet PKI Service
(на аппаратной платформе HSM5000 Q2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КВ2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4601
	11.08.2023

31.12.2025
	Программно-аппаратный комплекс
ViPNet SIES Core
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4602
	10.08.2023

10.08.2026
	СКЗИ
«Модуль шифрования транспондер
(МШ-ТР-КА)»
ПБЦР.468266.005
из состава
«Комплекса средств криптографической защиты класса КА для оптических транспортных сетей»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-4603
	10.08.2023

10.08.2026
	СКЗИ
«Программно-аппаратный комплекс записи карт»
ПБЦР.467319.002
из состава
«Комплекса средств криптографической защиты класса КА для оптических транспортных сетей»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА, и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4604
	01.07.2023

01.07.2026
	Аппаратно-программный комплекс
«VPN/FW
«ЗАСТАВА-ТК»,
версия 6
(исполнение ZC6‑APK‑TK)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP-пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2, создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4605
	21.08.2023

21.08.2026
	Программный комплекс
ViPNet OSSL
(исполнения: 1, 2, 3, 4, 5, 6, 7, 8, 9)

(в комплектации согласно формуляру ФРКЕ.00221‑02 30 01 ФО
с учётом извещения об изменении № 1 ФРКЕ.00221.FB.1‑2022)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 1, 4, 7, 8, 9), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 1, 4, 7, 8, 9), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/527-4610
	14.07.2023

01.12.2027
	Аппаратно-программный модуль доверенной загрузки
«Максим‑М1»
РУСБ.468266.003
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/124-4613
	29.08.2023

29.08.2026
	Программно-аппаратный комплекс
ViPNet CSS Connect HW Special
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КC1 и может использоваться в выделенных помещениях до 2 категории включительно на территории Российской Федерации, в том числе органов государственной власти Российской Федерации, для криптографической защиты информации (шифрование и имитозащита данных, передаваемых в IP‑пакетах по сети связи общего пользования), не содержащей сведений, составляющих государственную тайну

	СФ/124-4618
	04.09.2023

04.09.2026
	СКЗИ
«МШ-ТР-1U»
из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4619
	04.09.2023

04.09.2026
	СКЗИ
«МШ-ТР»
из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4620
	04.09.2023

04.09.2026
	СКЗИ
«МШ-MUX-1U»
из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4621
	04.09.2023

04.09.2026
	СКЗИ
«МШ-MUX»
из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-4622
	04.09.2023

04.09.2026
	СКЗИ
«Автоматизированное рабочее место изготовления ключевых документов»
из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/923-4625
	20.09.2023

20.09.2028
	Аппаратура

Е‑63‑С
	соответствует требованиям ФСБ России к шифровальным средствам и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну

	СФ/114-4626
	05.09.2023

05.09.2026
	СКЗИ

«Dcrypt 1.0 v.2»

(исполнения: 1, 1.1, 2, 2.1, 3, 3.1, 4, 4.1, 5, 5.1, 6, 6.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 1, 1.1, 4, 4.1), класса КС2 (для исполнений: 2, 2.1, 5, 5.1), класса КС3 (для исполнений: 3, 3.1, 6, 6.1), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 1, 1.1, 4, 4.1), класса КС2 (для исполнений: 2, 2.1, 5, 5.1), класса КС3 (для исполнений: 3, 3.1, 6, 6.1), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4627
	05.09.2023

05.09.2026
	СКЗИ

«Dcrypt 1.0 v.2»

(исполнения: 16, 16.1, 17, 17.1, 18, 18.1, 19, 19.1, 20, 20.1, 21, 21.1, 50, 51, 52)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 16, 16.1, 19, 19.1, 50), класса КС2 (для исполнений: 17, 17.1, 20, 20.1, 51), класса КС3 (для исполнений: 18, 18.1, 21, 21.1, 52) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4628
	05.09.2023

05.09.2026
	СКЗИ

«Dcrypt 1.0 v.2»

(исполнения: 31, 32, 33, 34, 35, 36)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 31, 34), класса КС2 (для исполнений: 32, 35), класса КС3 (для исполнений: 33, 36), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 31, 34), класса КС2 (для исполнений: 32, 35), класса КС3 (для исполнений: 33, 36), и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4629
	30.05.2023

30.05.2026
	Программный комплекс
«VPN/FW «ЗАСТАВА‑Офис»,
версия 8 КС1»
(исполнение ZO8‑EL64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш-функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4630
	30.05.2023

30.05.2026
	Программно-аппаратный комплекс
«VPN/FW «ЗАСТАВА‑Офис»,
версия 8 КС3»
(исполнение ZO8‑ЕL64‑FV‑03)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш-функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4631
	30.05.2023

30.05.2026
	Аппаратно-программный комплекс
«VPN/FW ЗАСТАВА‑1500»
(исполнение ZO8‑APK‑1500‑A)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш-функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4632
	30.05.2023

30.05.2026
	Аппаратно-программный комплекс
«VPN/FW ЗАСТАВА‑6000»
(исполнение ZO8‑APK‑6000‑A)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш-функции для IP-пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4638
	28.09.2023

28.09.2026
	Средство криптографической защиты информации
«КриптоБД»
версия 3.0
(исполнения: 1, 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/128-4639
	04.10.2023

04.10.2026
	Программно-аппаратный комплекс
«Юнисерт‑ГОСТ».
Версия 4.0»
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС3, предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/020-4640
	25.09.2023

25.09.2028
	Аппаратно-программный шифратор М-543
(модификация Ц) исполнения: ГРАШ.467130.001‑02 и ГРАШ.467130.001‑02.01, (модификация УВК) исполнения: ГРАШ.467130.001-06, ГРАШ.467130.001‑06.01, ГРАШ.467130.001‑06.02

(образцы №№ 369‑001003 – 369‑001009, 369‑001027 – 369‑001073, 369‑001075, 369‑001076, 369‑001081 – 369‑001084, 369‑001094 – 369‑001171, 369‑001190, 369‑001191, 369‑001193 – 369‑001210, 369‑001220, 369‑001223 – 369‑001225, 369‑001227 – 369‑001235, 369‑001237 – 369‑001242, 369‑001245 – 369‑001264, 369‑001322 – 369‑001325, 369‑001362 – 369‑001366, 369‑001370 – 369‑001372, 369‑001422 – 369‑001445, 369‑001448, 369‑001479, 369‑001487 – 369‑001489, 369‑001499, 369‑001511, 369‑001514, 369‑001538, 369‑001544, 369‑001615, 369‑001616, 369‑001636, 369‑001640, 369‑001688 – 369‑001691, 369‑001789, 369‑001841 – 369‑001844, 369‑001867, 369‑001868, 369‑002348, 369‑002349, 369‑002373, 369‑002493, 369‑002597, 369‑002670, 369‑002711, 369‑002722, 369‑002723, 369‑002747, 369‑002748, 369‑002828, 369‑002858 – 369‑002860, 369‑002981 – 369‑002985, 369‑003098 – 369‑003101, 369‑003172 – 369‑003174, 369‑003335 – 369‑003337, 369‑003343, 369‑003427, 369‑003428, 369‑004117, 369‑004202)
	соответствует требованиям ФСБ России к шифровальным средствам классов КСШ‑2.03, КИА‑1.03 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну

	СФ/120-4641
	28.09.2023

30.11.2025
	Средство криптографической защиты информации
«Криптотокен 2 ЭП»
в составе изделия
JaCarta‑2 ГОСТ
(варианты исполнения 9, 10)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для варианта исполнения 9), класса КС2 (для варианта исполнения 10), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для варианта исполнения 9), класса КС2 (для варианта исполнения 10), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4643
	04.10.2023

04.10.2026
	Программно-аппаратный комплекс
ViPNet SIES MC
(исполнение
SIES MC IoT
на аппаратной платформе
SIES MC IoT Q1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4644
	04.10.2023

01.06.2026
	Изделие
«Высокоскоростной модуль шифрования
(исполнение
ВМШ‑MUX‑1U)»
из состава
«Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4646
	04.10.2023

04.10.2026
	Автоматизированное рабочее место для генерации и загрузки ключевой информации в блок СКЗИ тахографа
«АРМ-Тахограф НКМ
версия 1.3»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4648
	25.10.2023

31.12.2025
	Программно-аппаратный комплекс
ViPNet SIES Core
(исполнение на базе модуля SIES Core I4)
(в комплектации согласно формуляру ФРКЕ.466219.011ФО с учётом извещения об изменении № 4 ФРКЕ.466219.011.FB.4‑2023)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4650
	31.10.2023

31.10.2026
	Изделие
«Средство криптографической защиты информации «Хризолит»
исполнение 1»,
предназначенное для изготовления пластиковых страниц бланков заграничного паспорта гражданина Российской Федерации, содержащих дополнительные биометрические характеристики владельца документа»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ при использовании в составе паспортно-визовых документов нового поколения, имеющих данные о дополнительных биометрических характеристиках их владельцев, для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4651
	06.11.2023

06.11.2026
	Программно-аппаратное шифровальное (криптографическое) средство
«Блок СКЗИ тахографа
«Навигационно-криптографический модуль
«НКМ-2.11»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4652
	06.11.2023

06.11.2026
	Программно-аппаратное шифровальное (криптографическое) средство
«Блок СКЗИ тахографа
«Навигационно-криптографический модуль
«НКМ-2.11
исполнение АВ»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4653
	06.11.2023

06.11.2026
	Программно-аппаратное шифровальное (криптографическое) средство
«Блок СКЗИ тахографа
«Навигационно-криптографический модуль
«НКМ-2.11
исполнение ИН»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/525-4658
	22.11.2023

01.11.2026
	Программно-аппаратный комплекс
ViPNet Coordinator HW 4

(исполнения: ViPNet Coordinator HW50 A на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW50 B на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW100 C на аппаратных платформах: HW100 N1, HW100 N2, HW100 N3; ViPNet Coordinator HW1000 на аппаратных платформах: HW1000 Q4, HW1000 Q7; ViPNet Coordinator HW1000 C на аппаратных платформах: HW1000 Q5, HW1000 Q8; ViPNet Coordinator HW1000 D на аппаратных платформах: HW1000 Q6, HW1000 Q9; ViPNet Coordinator HW2000 на аппаратных платформах: HW2000 Q4, HW2000 Q5; ViPNet Coordinator HW5000 на аппаратных платформах: HW5000 Q1, HW5000 Q2)

(в комплектации согласно формуляру ФРКЕ.00130‑03 30 01 ФО
с учётом извещения об изменении
№ 11 ФРКЕ.00130.FB.11‑2022)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны 4 класса защищённости и может использоваться для защиты информации от несанкционированного доступа в информационных и телекоммуникационных системах органов государственной власти Российской Федерации

	СФ/124-4660
	15.11.2023

15.11.2026
	Программно-аппаратный комплекс
ViPNet CSS Connect HW
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КC1 и может использоваться для криптографической защиты информации (шифрование и имитозащита данных, передаваемых в IP‑пакетах по сети связи общего пользования), не содержащей сведений, составляющих государственную тайну

	СФ/124-4661
	17.11.2023

17.11.2026
	Программно-аппаратный комплекс
«АК‑сервер КМ‑44»
версия 1.0
исполнение 1
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4662
	17.11.2023

17.11.2026
	Программно-аппаратный комплекс
«АК‑сервер КМ‑44»
версия 1.0
исполнение 2
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-4665
	27.11.2023

27.11.2026
	СКЗИ

«Автоматизированное рабочее место изготовления ключевых документов»
ПБЦР.468368.005
из состава «Экспортного варианта комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4666
	27.11.2023

27.11.2026
	СКЗИ
МШ‑ТР‑1U‑Э
ПБЦР.468266.004
из состава «Экспортного варианта комплекса средств криптографической защиты конфиденциальной информации для работы в OTN-сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4670
	07.12.2023

31.12.2025
	Программно-аппаратный комплекс
ViPNet SIES Core
(исполнение на базе модуля SIES Core I4)
(в комплектации согласно формуляру ФРКЕ.466219.011ФО
с учётом извещения об изменении № 4 ФРКЕ.466219.011.FB.4‑2023 и извещения об изменении № 5 ФРКЕ.466219.011.FB.5‑2023)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4682
	15.12.2023

20.12.2025
	Программно-аппаратный комплекс
«Канальный шифратор
Dionis‑CE»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/121-4683
	22.12.2023

01.12.2025
	Изделие
«Аппаратно-программный модуль системы криптографической защиты информации»
изготовлено в соответствии с техническими условиями ТУ 32ЦШ 4727‑2017, а также ТУ 32ЦШ 4727‑2017 с учётом извещения об изменении ЕКВМ.22‑027
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4684
	22.12.2023

22.12.2026
	СКЗИ
«Криптографический сетевой программный комплекс
«КриптоПро NGate» версия 1.0
(исполнения: 1, 5, 8)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4685
	22.12.2023

22.12.2026
	СКЗИ
«Криптографический сетевой программный комплекс
«КриптоПро NGate»
версия 1.0
(исполнения: 2, 6, 9)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4686
	22.12.2023

22.12.2026
	СКЗИ
«Криптографический сетевой программный комплекс
«КриптоПро NGate»
версия 1.0
(исполнения: 4, 7, 10)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4687
	22.12.2023

22.12.2026
	СКЗИ
«Криптографический сетевой программный комплекс
«КриптоПро NGate»
версия 1.0 R2
(исполнения: 1, 5, 8, 11, 18)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание и управление ключевой информацией, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения; защита данных, передаваемых в IP‑пакетах по общим сетям передачи данных: шифрование, вычисление имитовставки, вычисление значения хэш‑функции, а также (дополнительно для исполнений 11 и 18) защита данных на базе протоколов IPsec (IKEv2 и ESP)) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4688
	22.12.2023

22.12.2026
	СКЗИ
«Криптографический сетевой программный комплекс
«КриптоПро NGate»
версия 1.0 R2
(исполнения: 2, 6, 9, 12, 19)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения; защита данных, передаваемых в IP‑пакетах по общим сетям передачи данных: шифрование, вычисление имитовставки, вычисление значения хэш‑функции, а также (дополнительно для исполнений 12 и 19) защита данных на базе протоколов IPsec (IKEv2 и ESP)) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4689
	22.12.2023

22.12.2026
	СКЗИ
«Криптографический сетевой программный комплекс
«КриптоПро NGate»
версия 1.0 R2
(исполнения: 4, 7, 10, 14, 20)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения; защита данных, передаваемых в IP‑пакетах по общим сетям передачи данных: шифрование, вычисление имитовставки, вычисление значения хэш‑функции, а также (дополнительно для исполнений 14 и 20) защита данных на базе протоколов IPsec (IKEv2 и ESP)) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4691
	25.12.2023

31.12.2025
	Аппаратно-программный комплекс
«Валидата Клиент»
версия 4»
(исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, поддержка функциональных ключевых носителей «vdToken» и «vdToken 2.0», создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4692
	25.12.2023

25.12.2026
	Программный комплекс
«Валидата Клиент L»
версия 6»
(исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, поддержка функциональных ключевых носителей «vdToken» и «vdToken 2.0», создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4693
	25.12.2023

25.12.2026
	Программный комплекс
«Валидата Клиент L»
версия 6 (Е)»
(исполнения: 1, 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4694
	25.12.2023

31.12.2025
	Программный комплекс
«Средство криптографической защиты информации
«Валидата Криптосервер»
версия 4»
(исполнения: 1, 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4695
	25.12.2023

25.12.2026
	Программный комплекс
«Средство криптографической защиты информации
«Валидата Криптосервер L»
версия 6»
(исполнения: 1, 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4696
	29.12.2023

29.12.2026
	СКЗИ

«IT SM»
версия 1.0
Исполнение 2
(Криптомодуль IT SM M)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться в составе устройства сбора и передачи данных систем учёта, интеллектуальных концентраторах (хабах) для криптографической защиты (шифрование данных, содержащихся в оперативной памяти, вычисление имитовставки для данных, содержащихся в оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4701
	28.12.2023

28.12.2026
	Программный комплекс
ViPNet Administrator 4
(версия 4.6.11)
(исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4702
	28.12.2023

28.12.2026
	СКЗИ
ViPNet CSP 4.4
(Версия 4.4.8)
(исполнения: 1, 2, 3, 4, 5, 6)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 1, 4), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 1, 4), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4709
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0
(исполнение 1‑Base)
(образцы

с № 385С1‑002595

по № 385С1‑008402)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4710
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0
(исполнение 2‑Base)
(образцы

с № 385С2-002587

по № 385С2-008395)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4711
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0
(исполнение 1‑Base)

(образцы

с № 385С1-008403 и далее)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4712
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0
(исполнение 2‑Base)
(образцы

с № 385С2-008396 и далее)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4713
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0
(исполнение 3‑Base)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти (в том числе, с использованием протокола EFS), вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4714
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0
(исполнение 1‑Lic)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4715
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0
(исполнение 2‑Lic)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4716
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0 R4
(исполнение 1‑Base)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4717
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0 R4
(исполнение 2‑Base)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4718
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0 R4
(исполнение 3‑Base)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти (в том числе, с использованием протокола EFS), вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4719
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0 R4
(исполнение 1‑Lic)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4720
	15.01.2024

15.01.2026
	СКЗИ

«КриптоПро CSP»
версия 4.0 R4
(исполнение 2‑Lic)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4721
	15.01.2024

15.01.2027
	Программный комплекс
Quantum Secure Storage
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения, создание и проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4734
	23.01.2024

23.01.2027
	Средство криптографической защиты информации
«Континент‑АП».
Версия 4
(исполнения 4, 5, 6)
(сборка 4.1.0.478)
(в комплектации согласно формуляру RU.АМБС.58.29.12.004 30)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 4), класса КС2 (для исполнения 5), класса КС3 (для исполнения 6) и может использоваться для криптографической защиты (создание ключевой информации, шифрование данных, имитозащита данных, вычисление значения хэш‑функции для данных, передаваемых в IP‑пакетах по общим сетям передачи данных, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4738
	25.01.2024

25.01.2027
	Аппаратно-программный комплекс
«VPN/FW ЗАСТАВА‑150»
(исполнение ZO8‑APK‑150)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш-функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4739
	25.01.2024

25.01.2027
	Аппаратно-программный комплекс
«VPN/FW ЗАСТАВА‑10000»
(исполнение ZO8‑APK‑10000‑A)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш-функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4741
	08.02.2024

30.12.2025
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением RU.НКБГ.70007‑06
(версия СКЗИ 2.0‑2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-4742
	08.02.2024

30.12.2025
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением RU.НКБГ.70007‑08
(версия СКЗИ 2.0‑3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-4743
	08.02.2024

30.12.2025
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением RU.НКБГ.70007‑09

(версия СКЗИ 2.0‑3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/527-4753
	14.02.2024

31.12.2028
	Аппаратно-программный модуль доверенной загрузки
«Витязь А»
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4754
	28.02.2024

28.02.2027
	Программно-аппаратный комплекс
«Соболь»
Версия 4 RU.88338853.501410.019»
(исполнения:
PCIE‑K, MiniH‑K, M2‑K,
версия расширения UEFI/BIOS – 4.3.363.0)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 3Б и может использоваться для защиты от несанкционированного доступа к информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4755
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «7‑1»:
«С‑Терра Клиент A ST КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4756
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «7‑3»:
«С‑Терра Клиент A ST КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4757
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «6‑1»:
«С‑Терра Юнит ST KC1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4758
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «6‑3»:
«С‑Терра Юнит ST KC2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4759
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «6‑5»:
«С‑Терра Юнит ST КС3»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4760
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «3‑1»:
«С‑Терра Шлюз ST КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4761
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «3‑3»:
«С‑Терра Шлюз ST КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4762
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «3‑5»:
«С‑Терра Шлюз ST КС3»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4763
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «5‑1»:
«С‑Терра Шлюз DP ST КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4764
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «5‑3»:
«С‑Терра Шлюз DP ST КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4765
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «5‑5»:
«С‑Терра Шлюз DP ST КС3»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4766
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «1‑1»:
«С‑Терра Клиент ST КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4767
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «1‑3»:
«С‑Терра Клиент ST КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4768
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «3‑7»:
«С‑Терра Шлюз ST FW КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4769
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «3‑9»:
«С‑Терра Шлюз ST FW КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4770
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «3‑11»:
«С‑Терра Шлюз ST FW КС3»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4771
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «5‑7»:
«С‑Терра Шлюз DP ST FW КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4772
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «5‑9»:
«С‑Терра Шлюз DP ST FW КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4773
	14.02.2024

14.02.2027
	Программно-аппаратный комплекс
«С‑Терра VPN»
Версия 4.3
(исполнение «5‑11»:
«С‑Терра Шлюз DP ST FW КС3»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/527-4775
	28.02.2024

28.02.2027
	Аппаратно-программный модуль доверенной загрузки (АПМДЗ) ЭВМ
«Аккорд‑АМДЗ»
(исполнения:
GXM2 v.P (Вариант 2),
GXM2 v.P (Вариант 3))
	соответствует Требованиям к механизмам доверенной загрузки ЭВМ (класс защиты 2, класс сервиса Б) и может использоваться для защиты от несанкционированного доступа к информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4776
	01.03.2024

31.01.2026
	Программный комплекс
ViPNet Client for Sailfish
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-4778
	05.03.2024

28.02.2026
	Программный комплекс
ViPNet Client 4
(версия 4.5) (исполнения: 1, 2, 3)
(в комплектации согласно формуляру ФРКЕ.00116‑05 30 01 ФО)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, КС3 для исполнений 1, 2, 3, соответственно, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов КС1, КС2, КС3 для исполнений 1, 2, 3, соответственно, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш-функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4779
	28.02.2024

10.02.2027
	СКЗИ

«Бикрипт 5.0»
(вариант исполнения 2
модификация 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4780
	28.02.2024

10.02.2027
	СКЗИ

«Бикрипт 5.0»
(вариант исполнения 3 модификация 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4781
	28.02.2024

10.02.2027
	СКЗИ

«Бикрипт 5.0»
(вариант исполнения 4 модификация 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4782
	28.02.2024

10.02.2027
	СКЗИ

«Бикрипт 5.0»
(вариант исполнения 5
модификация 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4783
	28.02.2024

10.02.2027
	СКЗИ

«Бикрипт 5.0»
(вариант исполнения 10
модификация 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4784
	28.02.2024

10.02.2027
	СКЗИ

«Бикрипт 5.0»
(вариант исполнения 11
модификация 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4785
	15.03.2024

15.12.2026
	«RCSP»
версия 1.0
(варианты исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов КС1, КС2, КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4787
	28.02.2024

30.06.2026
	Программный комплекс защиты корпоративных вычислительных ресурсов на сетевом уровне с использованием технологий VPN и распределенного межсетевого экранирования на основе интернет-протоколов семейства
IPsec/IKE «VPN/FW
«ЗАСТАВА‑Офис»,
версия 6 КС3»
(исполнение ZO6‑L64‑FV‑03)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4788
	28.02.2024

30.06.2026
	Программный комплекс
«VPN/FW «ЗАСТАВА-Управление»,
версия 6 КС3»
(исполнение ZM‑WS64‑VO‑03)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш-функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4789
	28.02.2024

30.06.2026
	Аппаратно-программный комплекс
«VPN/FW «ЗАСТАВА‑150»,
версия 6
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4790
	28.02.2024

30.06.2026
	Программный комплекс защиты корпоративных вычислительных ресурсов на сетевом уровне с использованием технологий VPN и распределенного межсетевого экранирования на основе интернет-протоколов семейства IPsec/IKE «VPN/FW
«ЗАСТАВА‑Клиент»,
версия 6 КС1
(исполнения:
ZC6‑WX64‑VF‑01, ZC6‑L32‑VF‑01, ZC6‑L64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4791
	28.02.2024

30.06.2026
	Программный комплекс защиты корпоративных вычислительных ресурсов на сетевом уровне с использованием технологий VPN и распределенного межсетевого экранирования на основе интернет-протоколов семейства IPsec/IKE «VPN/FW
«ЗАСТАВА‑Офис», версия 6 КС1
(исполнения: ZO6‑L32‑VF‑01, ZO6‑L64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4792
	28.02.2024

30.06.2026
	Аппаратно-программный комплекс
«VPN/FW «ЗАСТАВА‑ТК»,
версия 6
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2, создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4793
	28.02.2024

30.06.2026
	Программный комплекс
«VPN/FW «ЗАСТАВА‑Клиент»,
версия 6 КС1
(исполнение ZC6‑AL64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4794
	28.02.2024

30.06.2026
	Программный комплекс
«VPN/FW «ЗАСТАВА‑Клиент»,
версия 6 КС1
(исполнение ZC6‑AS64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4795
	28.02.2024

30.06.2026
	Программный комплекс
«VPN/FW «ЗАСТАВА‑Клиент»,
версия 6 КС1
(исполнение ZC6‑RD64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш-функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4796
	28.02.2024

30.06.2026
	Программный комплекс
«VPN/FW «ЗАСТАВА‑Клиент»,
версия 6 КС2
(исполнение ZC6‑WX64‑VF‑02)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4797
	28.02.2024

30.06.2026
	Программно-аппаратный комплекс
«VPN/FW «ЗАСТАВА‑Офис»,
версия 6 КС3
(исполнение ZO6‑ЕL64‑FV‑03)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4798
	07.03.2024

01.03.2026
	Средство криптографической защиты информации
ESMART Token ГОСТ
на базе отечественной микросхемы
MIK51SC72DV6
(варианты исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для варианта исполнения 1), класса КС2 (для варианта исполнения 2), класса КС3 (для варианта исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для варианта исполнения 1), класса КС2 (для варианта исполнения 2), класса КС3 (для варианта исполнения 3), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-4799
	07.03.2024

01.03.2026
	Средство криптографической защиты информации
ESMART Token ГОСТ
на базе отечественной микросхемы
MIK51SC72DV6
(вариант исполнения 7)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4803
	20.03.2024

15.12.2026
	СКЗИ
«Программно-аппаратный комплекс шифрования
«ФПСУ‑IP»
модификация «ФПСУ‑IP Магма»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, шифрование и имитозащита данных, передаваемых в IP‑пакетах по сети связи общего пользования, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4804
	15.03.2024

15.03.2027
	Аппаратно-программный комплекс шифрования
«Континент».
Версия 3.9
(исполнения: 1, 2)
(сборки: 3.9.1.2732, 3.9.3.3887)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 (для исполнения 1), класса КС3 (для исполнения 2) и может использоваться для криптографической защиты (шифрование, имитозащита, вычисление значения хэш‑функции для данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4805
	15.03.2024

15.03.2027
	Изделие
М‑479Р2К
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА и может использоваться для криптографической защиты информации (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных), не содержащей сведений, составляющих государственную тайну

	СФ/123-4809
	20.03.2024

28.04.2026
	СКЗИ
«ИВК Крипто»
(вариант исполнения 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты информации (создание и управление ключевой информацией), не содержащей сведений, составляющих государственную тайну

	СФ/124-4810
	20.03.2024

28.04.2026
	СКЗИ
«ИВК Крипто»
(вариант исполнения 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-4811
	20.03.2024

28.04.2026
	СКЗИ
«ИВК Крипто»
(вариант исполнения 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-4812
	20.03.2024

28.04.2026
	СКЗИ
«ИВК Крипто»
(вариант исполнения 4)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/123-4813
	20.03.2024

20.03.2027
	Аппаратура
М‑684А
(исполнение РИВУ.465646.098‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА и может использоваться для криптографической защиты информации (создание и управление ключевой информацией), не содержащей сведений, составляющих государственную тайну

	СФ/123-4814
	20.03.2024

20.03.2027
	Аппаратура
М‑684В
(исполнение РИВУ.465646.098‑02)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ и может использоваться для криптографической защиты информации (создание и управление ключевой информацией), не содержащей сведений, составляющих государственную тайну

	СФ/123-4816
	20.03.2024

20.03.2027
	Аппаратура
М‑684А
(исполнение РИВУ.465646.098‑04)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА и может использоваться для криптографической защиты информации (создание и управление ключевой информацией), не содержащей сведений, составляющих государственную тайну

	СФ/123-4817
	20.03.2024

20.03.2027
	Аппаратура
М‑684В
(исполнение РИВУ.465646.098‑05)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ и может использоваться для криптографической защиты информации (создание и управление ключевой информацией), не содержащей сведений, составляющих государственную тайну

	СФ/124-4819
	03.04.2024

05.08.2026
	Программно-аппаратный комплекс
ViPNet

Coordinator HW 4»

(исполнение ViPNet Coordinator VA)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4820
	03.04.2024

29.06.2026
	Программно-аппаратный комплекс
ViPNet SIES MC
(исполнение SIES MC 3000 на аппаратной платформе SIES MC 3000 N1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4821
	03.04.2024

31.12.2025
	Программно-аппаратный комплекс
ViPNet Coordinator КВ 4
(исполнения: ViPNet Coordinator КВ100 на аппаратной платформе КВ100 N1, ViPNet Coordinator КВ1000 на аппаратных платформах: КВ1000 Q6, КВ1000 Q8, ViPNet Coordinator КВ2000 на аппаратных платформах: КВ2000 Q4, КВ2000 Q5, ViPNet Coordinator КВ5000 на аппаратных платформах: КВ5000 Q1, КВ5000 Q2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КB и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4822
	03.04.2024

31.12.2025
	Программно-аппаратный комплекс
ViPNet Coordinator KB 4
(исполнение ViPNet Coordinator KB1000 на аппаратной платформе КВ1000 Q7)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КB и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4823
	03.04.2024

03.04.2027
	Программно-аппаратный комплекс
ViPNet Coordinator IG 4
на аппаратных платформах IG10 I1, IG10 I2, IG100 I1
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4824
	03.04.2024

03.04.2027
	Программно-аппаратный комплекс
ViPNet L2‑10G
(в комплектации согласно формуляру ФРКЕ.466288.001ФО)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в Ethеrnet‑кадрах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4827
	03.04.2024

03.04.2027
	Программно-аппаратный комплекс
ViPNet QSS Server
из состава квантовой криптографической системы выработки и распределения ключей ViPNet QSS
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Временным требованиям к квантовым криптографическим системам выработки и распределения ключей для средств криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС и может использоваться для криптографической защиты (создание и управление ключевой информацией, в том числе квантовозащищённой, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4828
	03.04.2024

03.04.2027
	Программно-аппаратный комплекс
ViPNet QSS Point
из состава квантовой криптографической системы выработки и распределения ключей ViPNet QSS
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Временным требованиям к квантовым криптографическим системам выработки и распределения ключей для средств криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС и может использоваться для криптографической защиты (создание и управление ключевой информацией, в том числе квантовозащищённой, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4829
	03.04.2024

03.04.2027
	Программный комплекс
ViPNet Client 4U for Android
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4830
	27.03.2024

27.03.2027
	Аппаратно-программный комплекс
шифрования «Континент»
Версия 3.9
(исполнение 3.М3)
(сборка 3.9.3.3438)
на аппаратных платформах: IPC‑R1000 (SC R1000), IPC‑R1000NF2 (SC R1000), IPC‑R800 (SC R1000), IPC‑R3000 (SC R1000), IPC‑R10 (SC R15), R50 (SC R15), R300 (SC R300), R550 (SC R300), IPC‑25 (S115), IPC‑100 (MS‑92E3), IPC‑100 (S102), IPC‑1000F (S021), IPC‑3000F (S021)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/111-4831
	29.03.2024

29.03.2027
	СКЗИ

«СПО «ЛЦОД‑УТ» версии 2.0»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4832
	29.03.2024

29.03.2027
	СКЗИ
«Автоматизированное рабочее место локального центра обработки данных»
версия 4.0
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4838
	28.12.2024

28.12.2027
	СКЗИ

«АНГАРА‑2»
(вариант исполнения 2.2.2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4839
	28.12.2024

28.12.2027
	СКЗИ
«MS_KEY K» - «АНГАРА»

(вариант исполнения 8.2.1)

(на аппаратной платформе #1)
(образцы
с № 650Ж5‑0001001 по № 650Ж5‑0599999)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4840
	28.12.2024

28.12.2027
	СКЗИ
«MS_KEY K» - «АНГАРА»

(вариант исполнения 8.2.1)

(на аппаратной платформе #2)
(образцы
с № 650Ж5‑0600000 и далее)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4841
	04.04.2024

04.04.2027
	СКЗИ
«Блокчейн-платформа
Конфидент»
Версия 1.9
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4842
	04.04.2024

04.04.2027
	СКЗИ
«Блокчейн-платформа
Конфидент»
Версия 1.9
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4843
	03.04.2024

30.03.2027
	Средство криптографической защиты информации
«Континент‑АП».
Версия 4
(исполнения 4, 5, 6)
(сборка 4.1.0.478)
(в комплектации согласно формуляру RU.АМБС.58.29.12.004 30 с учётом извещения об изменении RU.АМБС.58.29.12.004 ИИ2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 4), класса КС2 (для исполнения 5), класса КС3 (для исполнения 6) и может использоваться для криптографической защиты (создание ключевой информации, шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4844
	03.04.2024

08.12.2025
	Средство криптографической защиты информации
«Континент‑АП».
Версия 4»
(исполнение 1,
сборки: 4.1.689.0, 4.1.725.0;
исполнение 2,
сборки: 4.1.689.0, 4.1.725.0;
исполнение 3,
сборки: 4.1.689.0, 4.1.725.0,
исполнение 10,
сборка 4.1.725.0)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнений: 2, 3), класса КС3 (для исполнения 10) и может использоваться для криптографической защиты (создание ключевой информации, шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/121-4845
	03.04.2024

03.04.2027
	Программно-аппаратный комплекс электронной подписи
«Jinn‑Server».
Версия 1.0
(исполнения: 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 (для исполнения 2), класса КС1 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2 (для исполнения 2), класса КС1 (для исполнения 3), и может использоваться для криптографической защиты (создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/121-4846
	03.04.2024

03.04.2027
	Программно-аппаратный комплекс электронной подписи
«Jinn»/Программа доверенной визуализации и подписи
«Jinn‑Client»
версии 1.0
(исполнения: 4, 6)
(образцы с № 754А‑501001 и далее)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 (для исполнения 4), класса КС1 (для исполнения 6), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2 (для исполнения 4), класса КС1 (для исполнения 6), и может использоваться для криптографической защиты (создание электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4851
	03.05.2024

15.12.2026
	СКЗИ
«Программно-аппаратный комплекс шифрования «ФПСУ‑IP/Клиент»
(в комплектации согласно формуляру РОФ.ПЕРС.00103‑01 30)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся вобластях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4852
	03.05.2024

03.05.2027
	СКЗИ

«ANET 5»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4853
	03.05.2024

03.05.2027
	СКЗИ
«ANET 5 Int»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4859
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 R2 КС1
(исполнение 1‑Base)
(образцы с № 385D1R‑071002 по № 385D1R‑101000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4860
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 R2 КС2
(исполнение 2‑Base)
(образцы с № 385D2R‑011002 по № 385D2R‑101000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4861
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 R2 КС3
(исполнение 3‑Base)
(образцы с № 385D3R‑011002 по № 385D3R‑101000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти (в том числе, с использованием протокола EFS), и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4862
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 R2 КС1
(исполнение 1-КриптоАРМ)
(образцы с № 385D1R‑055002 по № 385D1R‑101000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4863
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 R2 КС2
(исполнение 2-КриптоАРМ)
(образцы с № 385D2R‑055002 по № 385D2R‑101000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4864
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 КС1
(исполнение 1‑Base)
(образцы с № 385D1‑021002 по № 385D1‑101000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4865
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 КС2
(исполнение 2‑Base)
(образцы с № 385D2‑021002 по № 385D2‑101000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4866
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 КС3
(исполнение 3‑Base)
(образцы с № 385D3‑011002 по № 385D3‑101000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти (в том числе, с использованием протокола EFS), и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4867
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 R3 КС1
(исполнение 1‑Base)
(образцы с № 385Б1А‑001102 по № 385Б1А‑101000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4868
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 R3 КС2
(исполнение 2‑Base)
(образцы с № 385Б2А‑001102 по № 385Б2А‑101000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4869
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 R3 КС3
(исполнение 3‑Base)
(образцы с № 385Б3А‑001102 по № 385Б3А‑051000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти (в том числе, с использованием протокола EFS), и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4870
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 R3 КС1
(исполнение 1‑КриптоАРМ ГОСТ 3)
(образцы с № 385Б1Б‑001102 по № 385Б1Б‑051000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4871
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»
версия 5.0 R3 КС2
(исполнение 2‑КриптоАРМ ГОСТ 3)
(образцы с № 385Б2Б‑001102 по № 385Б2Б‑051000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4872
	20.05.2024

31.12.2025
	Аппаратно-программный комплекс
«Клиент ВТБ»
версия 4.0
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4873
	20.05.2024

31.12.2025
	Аппаратно-программный комплекс
«Клиент ВТБ»
версия 4.0
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4874
	20.05.2024

31.12.2025
	Программный комплекс
«Средство криптографической защиты информации
«Криптосервер ВТБ»
версия 4.0»
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4875
	20.05.2024

31.12.2025
	Программный комплекс
«Средство криптографической защиты информации
«Криптосервер ВТБ»
версия 4.0»
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4876
	01.05.2024

01.05.2027
	Изделие
М‑687А
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА и может использоваться для защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-4877
	01.05.2024

31.12.2025
	Изделие
М‑687В
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ и может использоваться для защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-4878
	20.05.2024

20.05.2027
	Изделие
М‑641К
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА и может использоваться для защиты (шифрование и имитозащита IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/527-4880
	20.05.2024

20.05.2027
	Программно-аппаратный комплекс
«Соболь»
Версия 4
RU.88338853.501410.019»

(исполнения:
PCIE‑7K, M2‑7K,
версия расширения UEFI/BIOS – 4.3.363.0)
	соответствует Требованиям к механизмам доверенной загрузки ЭВМ (класс защиты 2, класс сервиса Б) и может использоваться для защиты от несанкционированного доступа к информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4881
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«ФПСУ‑IP/Клиент КС1»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4882
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«ФПСУ‑IP/Клиент КС2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4883
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«ФПСУ‑IP/Клиент АТМ КС1»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4884
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«ФПСУ‑IP/Клиент АТМ КС2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4885
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«Программный клиент Linux КС1»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4886
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«Программный клиент Linux КС2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4887
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«Программный клиент Linux АТМ КС1»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4888
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«Программный клиент Linux АТМ КС2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4889
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«Программный клиент Win КС1»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4890
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«Программный клиент Win КС2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4891
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«Программный клиент Win АТМ КС1»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4892
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.1
варианта исполнения
«Программный клиент Win АТМ КС2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/113-4893
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.0
варианта исполнения
«ЦГКК КС1»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-4894
	20.05.2024

20.05.2027
	СКЗИ
«ФПСУ‑IP Amigo»
модификация 7.0
варианта исполнения
«ЦГКК КС2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4895
	20.05.2024

15.12.2026
	СКЗИ
«Программно-аппаратный комплекс шифрования
«ФПСУ‑IP Int»
(в комплектации согласно формуляру РОФ.ПЕРС.00101‑01 30 01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, шифрование и имитозащита данных, передаваемых в IP‑пакетах по сети связи общего пользования, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4896
	22.05.2024

15.05.2027
	Программно-аппаратное шифровальное (криптографическое) средство
«Модуль безопасности для информационно-учётных систем государственного контроля
(версия 1.0)
исполнение 2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4900
	22.05.2024

29.10.2026
	Программно-аппаратный комплекс ViPNet Coordinator HW 4

(исполнения: ViPNet Coordinator HW50А на аппаратных платформах HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW50 B на аппаратных платформах HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW100 C на аппаратных платформах HW100 N1, HW100 N2, HW100 N3, HW100 Q1, HW100 Q2; ViPNet Coordinator HW1000 на аппаратных платформах HW1000 Q4, HW1000 Q7; ViPNet Coordinator HW1000 C на аппаратных платформах HW1000 Q5, HW1000 Q8; ViPNet Coordinator HW1000 D на аппаратных платформах HW1000 Q6, HW1000 Q9; ViPNet Coordinator HW2000 на аппаратных платформах HW2000 Q4, HW2000 Q5; ViPNet Coodinator HW5000 на аппаратных платформах HW5000 Q1, HW5000 Q2)

(в комплектации согласно формуляру ФРКЕ.00130‑03 30 01 ФО
с учётом извещения об изменении № 13 ФРКЕ.00130.FB.13‑2023)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4901
	28.05.2024

10.12.2025
	СКЗИ
«Рутокен ЭЦП 2.0 Flash»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4902
	27.05.2024

12.11.2026
	СКЗИ
«MS_KEY K»
(вариант исполнения 9.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание ключевой информации, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-4903
	27.05.2024

12.11.2026
	СКЗИ
«MS_KEY K»
(вариант исполнения 9.3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4908
	20.06.2024

20.06.2027
	Программный комплекс ViPNet OSSL (исполнения: 1, 2, 3, 4, 5, 6, 7, 8, 9)

(в комплектации согласно формуляру ФРКЕ.00221‑02 30 01 ФО
с учётом извещения об изменении
№ 2 ФРКЕ.00221.FB.2‑2023
и извещения об изменении
№ 3 ФРКЕ.00221.FB.3‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 1, 4, 7, 8, 9), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 1, 4, 7, 8, 9), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4909
	28.05.2024

15.12.2026
	СКЗИ
«Программно-аппаратный комплекс шифрования
«ФПСУ‑IP/Клиент Int»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4912
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 R2 КС1

(исполнение 1‑Base)

(образцы с № 385D1R‑001002 по № 385D1R‑071000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4913
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 R2 КС2

(исполнение 2‑Base)

(образцы с № 385D2R‑001002 по № 385D2R‑011000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4914
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 R2 КС3

(исполнение 3‑Base)

(образцы с № 385D3R‑001002 по № 385D3R‑011000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти (в том числе, с использованием протокола EFS), и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4915
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 R2 КС1

(исполнение 1-КриптоАРМ)

(образцы с № 385D1R‑001002 по № 385D1R‑055000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4916
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 R2 КС2

(исполнение 2-КриптоАРМ)

(образцы с № 385D2R‑001002 по № 385D2R‑055000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4917
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 КС1

(исполнение 1‑Base)

(образцы с № 385D1‑001002 по № 385D1‑021000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4918
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 КС2

(исполнение 2‑Base)

(образцы с № 385D2‑001002 по № 385D2‑021000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4919
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 КС3

(исполнение 3‑Base)

(образцы с № 385D3‑001002 по № 385D3‑011000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти (в том числе, с использованием протокола EFS), и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4920
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 R3 КС1

(исполнение 1‑Base)

(образцы с № 385Б1А‑001002 по № 385Б1А‑001100, с № 385Б1А‑101001 и далее)
(в комплектации согласно формуляру ЖТЯИ.00101‑03 30 01
с учётом извещения об изменениях
ЖТЯИ.00101‑03.1‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4921
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 R3 КС2

(исполнение 2‑Base)

(образцы с № 385Б2А‑001002 по № 385Б2А‑001100)
(в комплектации согласно формуляру ЖТЯИ.00102‑03 30 01
с учётом извещения об изменениях
ЖТЯИ.00102‑03.1‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4922
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 R3 КС3

(исполнение 3‑Base)

(образцы с № 385Б3А‑001002 по № 385Б3А‑001100)
(в комплектации согласно формуляру ЖТЯИ.00103‑03 30 01
с учётом извещения об изменениях
ЖТЯИ.00103‑03.1‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти (в том числе, с использованием протокола EFS), и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4923
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 R3 КС1

(исполнение 1‑КриптоАРМ ГОСТ 3)

(образцы с № 385Б1Б‑001002 по № 385Б1Б‑001100)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4924
	01.05.2024

01.05.2027
	СКЗИ
«КриптоПро CSP»

версия 5.0 R3 КС2

(исполнение 2‑КриптоАРМ ГОСТ 3)

(образцы с № 385Б2Б‑001002 по № 385Б2Б‑001100)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4926
	17.06.2024

15.04.2026
	Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель
«ФН‑1.1М»
исполнение Ин36‑1М
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для обеспечения некорректируемой регистрации информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки в составе контрольно-кассовой техники

	СФ/124-4929
	01.06.2024

29.10.2026
	Программно-аппаратный комплекс ViPNet Coordinator HW 4

(исполнения: ViPNet Coordinator HW50А на аппаратных платформах HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW50 B на аппаратных платформах HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW100 C на аппаратных платформах HW100 N1, HW100 N2, HW100 N3; ViPNet Coordinator HW1000 на аппаратных платформах HW1000 Q4, HW1000 Q7; ViPNet Coordinator HW1000 C на аппаратных платформах HW1000 Q5, HW1000 Q8; ViPNet Coordinator HW1000 D на аппаратных платформах HW1000 Q6, HW1000 Q9; ViPNet Coordinator HW2000 на аппаратных платформах HW2000 Q4, HW2000 Q5; ViPNet Coodinator HW5000 на аппаратных платформах HW5000 Q1, HW5000 Q2)

(в комплектации согласно формуляру ФРКЕ.00130‑03 30 01 ФО
с учётом извещений об изменении № 9 ФРКЕ.00130.FB.9‑2021, № 10 ФРКЕ.00130.FB.10‑2021, № 11 ФРКЕ.00130.FB.11‑2022, № 12 ФРКЕ.00130.FB.12‑2023)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/525-4930
	14.06.2024

01.05.2027
	Аппаратно-программный комплекс шифрования
«Континент»
Версия 3.9
(исполнение 3.М3)
(сборка 3.9.3.3438)
на аппаратных платформах:
IPC‑R1000 (SC R1000), IPC‑R1000NF2 (SC R1000), IPC‑R800 (SC R1000), IPC‑R3000 (SC R1000), IPC‑R10 (SC R15), R50 (SC R15), R300 (SC R300), R550 (SC R300), IPC‑25 (S115), IPC‑100 (MS‑92E3), IPC‑100 (S102), IPC‑1000F (S021), IPC‑3000F (S021)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа

	СФ/525-4931
	14.06.2024

01.05.2027
	Программно-аппаратный комплекс

ViPNet Coordinator KB 4

(исполнения: ViPNet Coordinator КВ100 N1, ViPNet Coordinator KB1000 Q6, ViPNet Coordinator KB1000 Q8, ViPNet Coordinator KB2000 Q4, ViPNet Coordinator KB2000 Q5, ViPNet Coordinator KB5000 Q1, ViPNet Coordinator KB5000 Q2

с программным обеспечением версии 4.3.2)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа

	СФ/525-4932
	14.06.2024

01.05.2027
	Программно-аппаратный комплекс ViPNet Coordinator KB 4
(исполнение ViPNet Coordinator КВ1000 Q7

с программным обеспечением версии 4.3.2)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа

	СФ/114-4933
	25.06.2024

25.06.2027
	Программное СКЗИ
СледопытSSL
в комплектации согласно формуляру АДМГ.40043‑01 30 01, предназначенное для использования в составе средства защиты информации
«Операционная система Аврора» версии 4.0.2.175
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание и проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4934
	25.06.2024

25.06.2027
	Программное СКЗИ
СледопытSSL
(вариант исполнения № 1)

в комплектации согласно формуляру АДМГ.40002‑01 30 01 с учётом извещения АДМГ.022‑2023 от 16 мая 2023 г., предназначенное для использования в составе средства защиты информации
«Операционная система Аврора» версии 4.0.2.249 и выше
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание и проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4936
	20.06.2024

20.06.2027
	СКЗИ

«Крипто‑ТМ»
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4937
	20.06.2024

20.06.2027
	СКЗИ

«Крипто‑ТМ»
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4943
	26.06.2024

26.06.2027
	СКЗИ

«ЛИРССЛ‑CSP»
(варианты исполнения: 1 – 8)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для вариантов исполнения: 1, 2, 5, 6), класса КС2 (для вариантов исполнения: 3, 4, 7, 8), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для вариантов исполнения: 1, 2, 5, 6), класса КС2 (для вариантов исполнения: 3, 4, 7, 8), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4925
	01.07.2024

01.07.2027
	Программно-аппаратный комплекс
ViPNet EDI Soap Gate 3 (ViPNet ЭДО Шлюз Безопасности 3) (исполнения: SG1000 Q2, SG2000 Q2, SG‑VA)
(изготовлен в соответствии с техническими условиями ФРКЕ.465614.008ТУ)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 (для исполнений: SG1000 Q2, SG2000 Q2), класса КС1 (для исполнения SG‑VA), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3 (для исполнений: SG1000 Q2, SG2000 Q2), класса КС1 (для исполнения SG‑VA), и может использоваться для криптографической защиты (вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4944
	16.07.2024

01.06.2026
	Изделие «Высокоскоростной модуль шифрования (исполнение ВМШ‑TP‑1U)»
из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN‑сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4945
	30.06.2024

30.06.2027
	Аппаратура
М‑757А
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА и может использоваться для защиты (шифрование и имитозащита IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/128-4946
	17.07.2024

28.02.2026
	Программный комплекс
«ViPNet Удостоверяющий центр 4
(версия 4.6)»
(исполнения: 1, 2)
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС2 (для исполнения 1), класса КС3 (для исполнения 2), предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2 (для исполнения 1), класса КС3 (для исполнения 2), и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/124-4948
	18.07.2024

27.07.2026
	Программно-аппаратный комплекс
«АК‑сервер»
версия 2.0
(конфигурации: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-4949
	01.06.2024

27.07.2026
	СКЗИ

«АнсерПРО VideoGuard»
версия 1.1
(исполнения: А2‑КС1, А2‑КС2, А2‑КС3)
(в комплектации согласно формуляру RU.АЕРВ.00026‑01 30)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения А2‑КС1), класса КС2 (для исполнения А2‑КС2), класса КС3 (для исполнения А2‑КС3) и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4950
	01.06.2024

27.07.2026
	СКЗИ

«АнсерПРО VideoGuard»
версия 1.1
(исполнения: К3‑КС1, К3‑КС2, К3‑КС3)
(в комплектации согласно формуляру RU.АЕРВ.00026‑01 30)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения К3‑КС1), класса КС2 (для исполнения К3‑КС2), класса КС3 (для исполнения К3‑КС3) и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4951
	01.06.2024

27.07.2026
	СКЗИ

«АнсерПРО VideoGuard»
версия 1.1
(исполнения: С2‑КС1, С2‑КС2, С2‑КС3)
(в комплектации согласно формуляру RU.АЕРВ.00026‑01 30)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения С2‑КС1), класса КС2 (для исполнения С2‑КС2), класса КС3 (для исполнения С2‑КС3) и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4952
	01.06.2024

27.07.2026
	СКЗИ

«АнсерПРО VideoGuard»
версия 1.1
(исполнения: С3‑КС1, С3‑КС2, С3‑КС3)
(в комплектации согласно формуляру RU.АЕРВ.00026‑01 30)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения С3‑КС1), класса КС2 (для исполнения С3‑КС2), класса КС3 (для исполнения С3‑КС3) и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4953
	01.06.2024

27.07.2026
	СКЗИ

«АнсерПРО VideoGuard»
версия 1.1
(исполнения: У2‑КС1, У2‑КС2, У2‑КС3)
(в комплектации согласно формуляру RU.АЕРВ.00026‑01 30)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения У2‑КС1), класса КС2 (для исполнения У2‑КС2), класса КС3 (для исполнения У2‑КС3) и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4955
	23.07.2024

23.07.2027
	Программный комплекс
ViPNet EDI Client 3
(ViPNet ЭДО АРМ Госуслуг 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/920-4957
	26.06.2024

31.12.2028
	Аппаратура
М‑549МСЕ
(варианты исполнения: «ТфОП», «Микросота», «УКМ», «GSM»)
(с программным обеспечением версий: 55, 65, 66, 75, 85, 88, 89, 97)
	соответствует требованиям ФСБ России к шифровальным средствам и может использоваться для защиты речевой информации, содержащей сведения, составляющие государственную тайну

	СФ/920-4958
	26.06.2024

31.12.2028
	Аппаратура
М‑549МСЕ
повышенной эксплуатационной стойкости
(варианты исполнения: «ТфОП», «Микросота», «УКМ», «GSM»)
(с программным обеспечением версий: 57, 67, 77, 87)
	соответствует требованиям ФСБ России к шифровальным средствам и может использоваться для защиты речевой информации, содержащей сведения, составляющие государственную тайну

	СФ/527-4959
	23.07.2024

23.07.2029
	Аппаратно-программный модуль доверенной загрузки
«Витязь АМ»
	соответствует Требованиям к механизмам доверенной загрузки ЭВМ (класс защиты 1, класс сервиса А) и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-4960
	23.07.2024

23.07.2029
	Аппаратно-программный модуль доверенной загрузки
«Витязь АМ1»
	соответствует Требованиям к механизмам доверенной загрузки ЭВМ (класс защиты 1, класс сервиса Б) и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/124-4961
	23.07.2024

01.05.2027
	СКЗИ

«Рутокен ЭЦП 3.0»
(варианты исполнения: 10, 12, 20)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для вариантов исполнения: 10, 12), класса КС2 (для варианта исполнения 20), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для вариантов исполнения: 10, 12), класса КС2 (для варианта исполнения 20), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4962
	23.07.2024

01.05.2027
	СКЗИ

«Рутокен ЭЦП 3.0»
(вариант исполнения 10А)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4965
	27.08.2024

31.03.2027
	Изделие

ViPNet PKI Client
(исполнения: 4, 5, 6)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 4), класса КС2 (для исполнения 5), класса КС3 (для исполнения 6), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 4), класса КС2 (для исполнения 5), класса КС3 (для исполнения 6), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4968
	27.08.2024

15.06.2026
	Программно-аппаратный комплекс
«АКС‑ТК»
версия 1.0
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4969
	04.09.2024

04.09.2027
	Аппаратно-программный комплекс шифрования
«Континент».
Версия 3.9 (исполнения: 3, 4)
(сборки: 3.9.1.2732, 3.9.3.3887)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 (для исполнения 3), класса КС3 (для исполнения 4) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4970
	30.08.2024

04.05.2027
	Программно-аппаратный комплекс
ViPNet L2Q‑10G
(на аппаратной платформе L2‑10G I1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в Ethеrnet‑кадрах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4971
	30.08.2024

30.08.2027
	Программно-аппаратный комплекс
ViPNet L2Q‑10G
(на аппаратной платформе L2‑10G I2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в Ethеrnet‑кадрах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4972
	30.08.2024

30.08.2027
	Программно-аппаратный комплекс
ViPNet Coordinator HW 5

(исполнения: ViPNet Coordinator HW50 на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW100 на аппаратных платформах: HW100 N1, HW100 N2, HW100 N3; ViPNet Coordinator HW1000 на аппаратных платформах: HW1000 Q4, HW1000 Q7; ViPNet Coordinator HW1000 C на аппаратных платформах: HW1000 Q5, HW1000 Q8; ViPNet Coordinator HW1000 D на аппаратных платформах: HW1000 Q6, HW1000 Q9; ViPNet Coordinator HW2000 на аппаратных платформах: HW2000 Q4, HW2000 Q5; ViPNet Coodinator HW5000 на аппаратных платформах: HW5000 Q1, HW5000 Q2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4975
	03.06.2024

03.06.2027
	Программно-аппаратное шифровальное (криптографическое) средство защиты информации
«Карта тахографа
«Диамант‑3»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4976
	03.06.2024

03.06.2027
	Программно-аппаратное шифровальное (криптографическое) средство
«Блок СКЗИ тахографа «Навигационно-криптографический модуль
«НКМ‑3.1 АВ»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4977
	03.06.2024

03.06.2027
	Программно-аппаратное шифровальное (криптографическое) средство
«Блок СКЗИ тахографа «Навигационно-криптографический модуль
«НКМ‑3.1 ИН»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4978
	03.06.2024

03.06.2027
	Программно-аппаратное шифровальное (криптографическое) средство
«Блок СКЗИ тахографа «Навигационно-криптографический модуль
«НКМ‑3.1 СП»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4981
	03.09.2024

03.09.2027
	СКЗИ

BI.ZONE Secure SD‑WAN
версия 1.0
(исполнение - 1
класса КС1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание и управление ключевой информацией, криптографическая аутентификация абонентов при установлении соединения; защита данных, передаваемых в IP‑пакетах по общим сетям передачи данных: шифрование, вычисление имитовставки, вычисление значения хэш‑функции) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4982
	03.09.2024

03.09.2027
	СКЗИ

BI.ZONE Secure SD‑WAN
версия 1.0
(исполнение - 3
класса КС1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание и управление ключевой информацией, криптографическая аутентификация абонентов при установлении соединения; защита данных, передаваемых в IP‑пакетах по общим сетям передачи данных: шифрование, вычисление имитовставки, вычисление значения хэш‑функции) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-4983
	05.09.2024

30.12.2025
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением
RU.НКБГ.70007‑08
(обновление 1,
версия СКЗИ 2.0‑3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/111-4987
	12.09.2024

12.09.2027
	СКЗИ

«СПО «ЛЦОД‑УТ»
версии 4.0»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4988
	20.09.2024

20.09.2027
	Программный комплекс
ViPNet Coordinator HW 5

(исполнение ViPNet Coordinator VA)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/525-4990
	16.09.2024

15.09.2027
	Программный комплекс
ViPNet Client 4
(версия 4.5)
(исполнения: 1, 2, 3)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа

	СФ/114-4992
	01.10.2024

01.10.2027
	Программный комплекс

ViPNet Prime Key Center

(исполнение 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4993
	04.10.2024

17.09.2026
	СКЗИ
«КриптоПро JCP»
версия 2.0
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4994
	04.10.2024

17.09.2026
	СКЗИ
«КриптоПро JCP»
версия 2.0
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4995
	04.10.2024

17.09.2026
	СКЗИ

«КриптоПро JCP»
версия 2.0 R2
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4996
	04.10.2024

17.09.2026
	СКЗИ
«КриптоПро JCP»
версия 2.0 R2
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4997
	04.10.2024

17.09.2026
	СКЗИ
«КриптоПро JCP»
версия 2.0 R3
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4998
	04.10.2024

17.09.2026
	СКЗИ
«КриптоПро JCP»
версия 2.0 R3
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш-функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-4999
	04.10.2024

17.09.2026
	СКЗИ
«КриптоПро JCP»
версия 2.0 R4
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5000
	04.10.2024

17.09.2026
	СКЗИ
«КриптоПро JCP»
версия 2.0 R4
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5001
	04.10.2024

04.10.2027
	СКЗИ
«КРИПТОН‑АНКАД»
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5002
	04.10.2024

04.10.2027
	СКЗИ

«КРИПТОН‑АНКАД»
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5003
	04.10.2024

04.10.2027
	СКЗИ
«Клиент криптографического сервера доступа
DiSec‑LX»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-5006
	06.09.2024

06.09.2027
	Аппаратно-программный комплекс
«VPN/FW ЗАСТАВА‑1500»
(исполнение ZO8‑APK‑1500)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5007
	06.09.2024

06.09.2027
	Аппаратно-программный комплекс
«VPN/FW ЗАСТАВА‑6000»
(исполнение ZO8‑APK‑6000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/024-5009
	01.11.2024

01.11.2029
	Аппаратно-программный шифратор
М‑543С
(модификация Ц: исполнения: ГРАШ.467130.007‑02, ГРАШ.467130.007‑02.01, модификация УВК: исполнения: ГРАШ.467130.007‑03, ГРАШ.467130.007‑03.01, ГРАШ.467130.007‑03.02)
	соответствует требованиям ФСБ России к шифровальным средствам классов КСШ‑1.02, КИА‑1.02 и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну

	СФ/124-5010
	30.10.2024

15.12.2026
	СКЗИ
«Программно-аппаратный комплекс шифрования «ФПСУ‑IP/Клиент»

(в комплектации согласно формуляру РОФ.ПЕРС.00103‑02 30 01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5011
	30.10.2024

01.05.2027
	СКЗИ

«Рутокен ЭЦП 3.0»
(вариант исполнения 13)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5012
	30.10.2024

31.12.2025
	Программный комплекс
ViPNet SIES Unit
(версия 2.5.0) (исполнения: 1, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5013
	30.10.2024

31.12.2025
	Программный комплекс ViPNet SIES Unit (версия 2.5.0) (исполнения: 2, 4)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5018
	30.10.2024

30.10.2027
	Программно-аппаратный комплекс
ViPNet SIES Core
(исполнение ViPNet SIES Core Nano)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5019
	03.11.2024

01.09.2026
	СКЗИ

«Программное средство защиты ресурсов
Secret Disk Crypto Engine» (исполнения: 1‑КС1, 1‑КС2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1‑КС1), класса КС2 (для исполнения 1‑КС2) и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5022
	15.10.2024

15.10.2027
	СКЗИ
«Мастерчейн»
версия 1.0 R2
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5023
	15.10.2024

15.10.2027
	СКЗИ
«Мастерчейн»
версия 1.0 R2
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5024
	15.11.2024

15.11.2027
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением
RU.НКБГ.70007‑03
(версия СКЗИ 2.0), RU.НКБГ.70007‑04 (версия СКЗИ 2.0)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-5025
	15.11.2024

15.11.2027
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением
RU.НКБГ.70007‑03
(версия СКЗИ 2.0‑1), RU.НКБГ.70007‑04 (версия СКЗИ 2.0‑1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-5026
	15.11.2024

15.11.2027
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением
RU.НКБГ.70007‑03 (обновление 1, версия СКЗИ 2.0‑1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/920-5027
	20.11.2024

20.11.2029
	Аппаратура
Е‑34
(с программным обеспечением версий: 0010, 0011, 0012, 0013)
	соответствует требованиям ФСБ России к шифровальным средствам и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну

	СФ/525-5028
	14.11.2024

15.10.2027
	Программно-аппаратный комплекс

ViPNet Coordinator HW 4

(исполнения: ViPNet Coordinator HW50 A на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW50 B на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW100 C на аппаратных платформах: HW100 N1, HW100 N2, HW100 N3, HW100 Q1, HW100 Q2; ViPNet Coordinator HW1000 на аппаратных платформах: HW1000 Q4, HW1000 Q7; ViPNet Coordinator HW1000 C на аппаратных платформах: HW1000 Q5, HW1000 Q8; ViPNet Coordinator HW1000 D на аппаратных платформах: HW1000 Q6, HW1000 Q9; ViPNet Coordinator HW2000 на аппаратных платформах: HW2000 Q4, HW2000 Q5; ViPNet Coordinator HW5000 на аппаратных платформах: HW5000 Q1, HW5000 Q2, версия специального программного обеспечения 4.5.4)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа

	СФ/124-5030
	01.06.2024

01.06.2027
	СКЗИ

«Модуль криптографической обработки»
версия 2
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (шифрование файлов, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/920-5034
	17.12.2024

31.12.2028
	Комплекс
М‑549МСЕ
(варианты поставки:
«М‑549МСЕ с УКМ», «М‑549МСЕ повышенной стойкости», «М‑549МСЕ повышенной стойкости с УКМ»)
(с программным обеспечением версий: 57, 67, 77, 85, 86, 87, 88, 89, 97)
	соответствует требованиям ФСБ России к шифровальным средствам и может использоваться для защиты речевой информации, содержащей сведения, составляющие государственную тайну

	СФ/123-5036
	10.12.2024

10.12.2027
	Программно-аппаратный комплекс
«РЭ КМ»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление значения хэш‑функции, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5038
	10.12.2024

10.12.2027
	Программно-аппаратный комплекс
«АКС‑Э»
версия 1.0
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения, создание и проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5039
	10.12.2024

10.12.2027
	Программно-аппаратный комплекс
«АК‑сервер КМ»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения, создание и проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5040
	10.12.2024

14.02.2026
	Мобильное средство электронной подписи и криптографической защиты информации IDPoint
версия 2
(исполнения: 10, 11, 12)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5042
	20.12.2024

15.12.2026
	СКЗИ

«Программно-аппаратный комплекс шифрования «ФПСУ‑IP Int»

(в комплектации согласно формуляру РОФ.ПЕРС.00101‑01 30 02)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС2, КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, шифрование и имитозащита данных, передаваемых в IP‑пакетах по сети связи общего пользования, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5043
	17.12.2024

31.12.2026
	СКЗИ

«МагПро КриптоПакет»
версия 4.0
(исполнения: 3, 5, 7)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 3, 5, 7), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 3, 5), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений (для исполнений: 3, 5, 7); создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи (для исполнений: 3, 5)) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5044
	17.12.2024

31.12.2026
	СКЗИ

«МагПро КриптоПакет»
версия 4.0
(исполнения: 4, 6, 8)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 (для исполнений: 4, 6, 8), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2 (для исполнений: 4, 6), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений (для исполнений: 4, 6, 8); создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи (для исполнений: 4, 6)) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5045
	13.12.2024

13.12.2027
	Программный комплекс
«СКЗИ УСПД‑21»
версия 1.0
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться в составе устройства сбора и передачи данных (УСПД), функционирующего в информационно-вычислительном комплексе электроустановки, для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в оперативной памяти УСПД, вычисление имитовставки для данных, содержащихся в оперативной памяти УСПД, создание и проверка электронной подписи для данных, содержащихся в оперативной памяти УСПД) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5046
	30.11.2024

30.11.2027
	Изделие
М‑479Р4К

(в комплектации согласно формуляру НКБГ.465651.003‑04.11ФО)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА и может использоваться для криптографической защиты информации (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных), не содержащей сведений, составляющих государственную тайну

	СФ/124-5047
	30.11.2024

30.11.2027
	Изделие
М‑479Р4К

(в комплектации согласно формуляру НКБГ.465651.003‑04.11ФО

с учётом извещения НКБГ.612‑23)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА и может использоваться для криптографической защиты информации (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных), не содержащей сведений, составляющих государственную тайну

	СФ/114-5048
	17.12.2024

26.11.2027
	СКЗИ

«SmartToken‑PRO»
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5049
	17.12.2024

17.12.2027
	Программный комплекс
«СКЗИ УСПД‑21»
версия 1.0.1
(в комплектации согласно формуляру РЛКЕ.00030‑01 30 01
с учётом извещения об изменении РЛКЕ.00030.1‑2024 и извещения об изменении РЛКЕ.00030.2‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться в составе устройства сбора и передачи данных (УСПД), функционирующего в информационно-вычислительном комплексе электроустановки, для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в оперативной памяти УСПД, вычисление имитовставки для данных, содержащихся в оперативной памяти УСПД, создание и проверка электронной подписи для данных, содержащихся в оперативной памяти УСПД) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5050
	17.12.2024

29.10.2026
	Программно-аппаратный комплекс
ViPNet Coordinator HW 4

(исполнения: ViPNet Coordinator HW10 на аппаратной платформе HW10 F1, ViPNet Coordinator HW50 А на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW50 B на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW100 C на аппаратных платформах: HW100 N1, HW100 N2, HW100 N3, HW100 Q1, HW100 Q2; ViPNet Coordinator HW1000 на аппаратных платформах: HW1000 Q4, HW1000 Q7; ViPNet Coordinator HW1000 C на аппаратных платформах: HW1000 Q5, HW1000 Q8; ViPNet Coordinator HW1000 D на аппаратных платформах: HW1000 Q6, HW1000 Q9; ViPNet Coordinator HW2000 на аппаратных платформах: HW2000 Q4, HW2000 Q5; ViPNet Coodinator HW5000 на аппаратных платформах: HW5000 Q1, HW5000 Q2,

версия специального программного обеспечения 4.5.6)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5051
	20.12.2024

20.05.2027
	Программно-аппаратный комплекс
ViPNet Coordinator IG 4
(на аппаратных платформах:

IG10 I1, IG10 I2, IG100 I1, IG100 I4, IG100 I5,

версия специального программного обеспечения 4.5.1)
(изготовлен в соответствии с техническими условиями

ФРКЕ.467759.001ТУ

с учётом извещения об изменении № 3 ФРКЕ.467759.001.FB.3‑2022)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5052
	20.12.2024

10.11.2027
	Программный комплекс
ViPNet OSSL
(исполнения: 1, 2, 3, 4, 5, 6, 7, 8, 9)
(в комплектации согласно формуляру ФРКЕ.00221‑02 30 01 ФО
с учётом извещения об изменении № 4 ФРКЕ.00221.FB.4‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 1, 4, 7, 8, 9), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 1, 4, 7, 8, 9), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5053
	20.12.2024

10.11.2027
	Программный комплекс
ViPNet JCrypto SDK
(исполнения: 1, 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5054
	17.12.2024

17.12.2027
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «3‑5»:
«С‑Терра Шлюз ST КС3»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5055
	17.12.2024

17.12.2027
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «5‑5»:
«С‑Терра Шлюз DP ST КС3»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5056
	17.12.2024

17.12.2027
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «3‑1»:
«С‑Терра Шлюз ST КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5057
	17.12.2024

17.12.2027
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «3‑3»:
«С‑Терра Шлюз ST КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5058
	17.12.2024

17.12.2027
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «5‑1»:
«С‑Терра Шлюз DP ST КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5059
	17.12.2024

17.12.2027
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «5‑3»:
«С‑Терра Шлюз DP ST КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколам IPsec AH и/или IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5060
	19.12.2024

19.12.2027
	СКЗИ

JaCarta‑3
(исполнения: 1, 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5061
	19.12.2024

19.12.2027
	СКЗИ

JaCarta‑3
(исполнения: 4, 5)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 4), класса КС2 (для исполнения 5), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 4), класса КС2 (для исполнения 5) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5062
	19.12.2024

19.12.2027
	СКЗИ

JaCarta‑3
(исполнения: 11, 12, 13)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 11), класса КС2 (для исполнения 12), класса КС3 (для исполнения 13) и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5067
	25.12.2024

25.12.2027
	Программно-аппаратный комплекс
ViPNet L2Q‑10G
(на аппаратной платформе L2Q‑10G I1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в Ethеrnet‑кадрах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/527-5068
	25.12.2024

31.12.2025
	Аппаратно-программный модуль доверенной загрузки
«Цезарь‑Н»
ЦАВМ.468266.007‑01
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-5069
	25.12.2024

31.12.2025
	Аппаратно-программный модуль доверенной загрузки
«Цезарь‑МН»
ФЛИР.468266.012
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/517-5070
	25.12.2024

25.12.2027
	Программный комплекс ViPNet SafeBoot 3
(исполнение 1)
	соответствует Требованиям к механизмам доверенной загрузки ЭВМ (класс защиты 2, класс сервиса Б) и может использоваться для защиты от несанкционированного доступа к информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5073
	12.12.2024

10.02.2027
	СКЗИ

«Бикрипт 5.0»
(вариант исполнения 1
модификация 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5074
	12.12.2024

10.02.2027
	СКЗИ

«Бикрипт 5.0»
(вариант исполнения 9
модификация 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5079
	27.12.2024

31.12.2025
	СКЗИ

«Dcrypt 1.0 v.2»
(исполнения: 24, 29, 30)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 24), класса КС2 (для исполнения 29), класса КС3 (для исполнения 30) и может использоваться для криптографической защиты (шифрование данных, содержащихся в областях оперативной памяти, и сетевого трафика, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, и сетевого трафика, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5080
	27.12.2024

27.12.2027
	СКЗИ
«КриптоВС Х
в серверном исполнении»
(версия 1 исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5081
	27.12.2024

27.12.2027
	СКЗИ
«КриптоВС Х в настольном исполнении»
(версия 1 исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/120-5082
	31.12.2024

31.12.2027
	Радиостанция
Р‑169П‑1‑01‑МКМ
из состава комплекса технических средств «Поле‑СКЗИ»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для защиты речевой информации, не содержащей сведений, составляющих государственную тайну

	СФ/120-5083
	31.12.2024

31.12.2027
	Радиостанция
Р‑169П‑1‑01‑МК
из состава комплекса технических средств «Поле‑СКЗИ»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для защиты речевой информации, не содержащей сведений, составляющих государственную тайну

	СФ/120-5084
	31.12.2024

31.12.2027
	Радиостанция
Р‑169П‑1‑МКМ
из состава комплекса технических средств «Поле‑СКЗИ»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для защиты речевой информации, не содержащей сведений, составляющих государственную тайну

	СФ/120-5085
	31.12.2024

31.12.2027
	Радиостанция
Р‑169П‑1‑МК
из состава комплекса технических средств «Поле‑СКЗИ»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для защиты речевой информации, не содержащей сведений, составляющих государственную тайну

	СФ/120-5086
	31.12.2024

31.12.2027
	Радиостанция
Р‑169П‑2
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для защиты речевой информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5088
	27.12.2024

27.12.2027
	Программно-аппаратный комплекс
«ViPNet Распределительный узел квантовой сети» (специальное программное обеспечение версии 1.0.1)
из состава квантовой криптографической системы выработки и распределения ключей ViPNet Quantum Trusted System
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Временным требованиям к квантовым криптографическим системам выработки и распределения ключей для средств криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС и может использоваться для криптографической защиты (создание и управление ключевой информацией, в том числе квантовозащищённой, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5102
	28.12.2024

28.12.2027
	СКЗИ
«MS_KEY K» - «АНГАРА»

(вариант исполнения 8.1.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5103
	28.12.2024

28.12.2027
	СКЗИ
«MS_KEY K» - «АНГАРА»

(вариант исполнения 8.2.3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5104
	28.12.2024

28.12.2027
	СКЗИ
«MS_KEY K» - «АНГАРА»

(вариант исполнения 8.4)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/525-5110
	30.01.2025

15.10.2027
	Аппаратура

М‑757А
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (3 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа

	СФ/527-5115
	01.01.2025

31.12.2025
	Аппаратно-программный модуль доверенной загрузки (АПМДЗ) ЭВМ
«Аккорд‑АМДЗ»,
разработанный на базе контроллеров GX, GXM2, GXMH
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/527-5122
	25.02.2025

31.12.2025
	«Аппаратно-программный модуль доверенной загрузки ВК «Эльбрус‑8.32» АПМДЗ‑И/Э»
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/124-5123
	10.03.2025

01.06.2027
	СКЗИ «МШ‑TPfc» из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN‑сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5124
	10.03.2025

01.06.2027
	СКЗИ «МШ‑TPfc‑1U» из состава «Комплекса средств криптографической защиты конфиденциальной информации для работы в OTN‑сетях»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (шифрование данных, вычисление имитовставки для данных, передаваемых по каналам связи в OTN‑сетях) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5127
	15.03.2025
01.03.2026
	СКЗИ

«Мобильное защищенное автоматизированное рабочее место
«Базовый доверенный модуль»
версии 3
в исполнении 1»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5128
	15.03.2025
01.03.2026
	СКЗИ
«Мобильное защищенное автоматизированное рабочее место
«Базовый доверенный модуль»
версии 3
в исполнении 2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты информации (создание и управление ключевой информацией), не содержащей сведений, составляющих государственную тайну

	СФ/114-5129
	31.12.2024

07.12.2026
	Программно-аппаратный комплекс
ViPNet SIES MC
(исполнение SIES MC VA

со специальным программным обеспечением

версии 2.4.0)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5130
	15.03.2025

10.11.2027
	Программный комплекс
ViPNet OSSL
(исполнения: 1, 2, 3, 4, 5, 6, 7, 8, 9)

(в комплектации согласно формуляру ФРКЕ.00221‑02 30 01 ФО
с учётом извещения об изменении № 5 ФРКЕ.00221.FB.5‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 1, 4, 7, 8, 9), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 1, 4, 7, 8, 9), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5131
	15.03.2025

31.12.2025
	Программно-аппаратный комплекс
ViPNet Coordinator КВ 4
(исполнения: ViPNet Coordinator КВ100 на аппаратной платформе КВ100 N1; ViPNet Coordinator КВ1000 на аппаратных платформах: КВ1000 Q6, КВ1000 Q8; ViPNet Coordinator КВ2000 на аппаратных платформах: КВ2000 Q4, КВ2000 Q5; ViPNet Coordinator КВ5000 на аппаратных платформах: КВ5000 Q1, КВ5000 Q2 со специальным программным обеспечением версии 4.3.3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КB и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5132
	15.03.2025

31.12.2025
	Программно-аппаратный комплекс
ViPNet Coordinator KB 4
(исполнение ViPNet Coordinator KB1000 на аппаратной платформе КВ1000 Q7
со специальным программным обеспечением версии 4.3.3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КB и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5133
	15.03.2025

05.08.2026
	Программно-аппаратный комплекс
ViPNet Coordinator HW 4

(исполнение ViPNet Coordinator VA со специальным программным обеспечением версии 4.5.6)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5134
	15.03.2025

15.03.2028
	Программно-аппаратный комплекс
ViPNet Coordinator HW 5

(исполнения: ViPNet Coordinator HW50 на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW100 на аппаратных платформах: HW100 N1, HW100 N2, HW100 N3, HW100 Q1, HW100 Q2; ViPNet Coordinator HW1000 на аппаратных платформах: HW1000 Q4, HW1000 Q7; ViPNet Coordinator HW1000 C на аппаратных платформах: HW1000 Q5, HW1000 Q8; ViPNet Coordinator HW1000 D на аппаратных платформах: HW1000 Q6, HW1000 Q9; ViPNet Coordinator HW2000 на аппаратных платформах: HW2000 Q4, HW2000 Q5; ViPNet Coodinator HW5000 на аппаратных платформах: HW5000 Q1, HW5000 Q2 со специальным программным обеспечением версии 5.3.2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5135
	15.03.2025

15.03.2028
	Программный комплекс
ViPNet Coordinator HW 5

(исполнение ViPNet Coordinator VA со специальным программным обеспечением версии 5.3.2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5136
	01.03.2025

01.03.2028
	СКЗИ

«Микрик»

(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5139
	27.03.2025

27.03.2028
	Изделие
«Континент ZTN Клиент для Android»
(сборка 4.1.0.5916)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание ключевой информации, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения; защита данных, передаваемых в IP‑пакетах по общим сетям передачи данных: шифрование, вычисление имитовставки, вычисление значения хэш‑функции) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5140
	14.02.2025

22.03.2026
	СКЗИ
«Континент TLS‑клиент».

Версия 2»
(исполнения: 1, 2)
(сборка 2.0.1482.0)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2) и может использоваться для криптографической защиты (создание ключевой информации, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения; защита данных, передаваемых в IP‑пакетах по общим сетям передачи данных: шифрование, вычисление имитовставки, вычисление значения хэш‑функции) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5141
	27.03.2025

27.03.2028
	Программный комплекс
ViPNet Client 4
(версия 4.5)
(исполнения: 1, 2, 3)

(сборка 4.5.3.65141)
(в комплектации согласно формуляру ФРКЕ.00116‑05 30 01 ФО
с учётом извещения об изменении № 3 ФРКЕ.00116.FB.3‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1 (для исполнения 1), КС2 (для исполнения 2), КС3 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1 (для исполнения 1), КС2 (для исполнения 2), КС3 (для исполнения 3) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5142
	27.03.2025

31.03.2027
	Программный комплекс
ViPNet PKI Client
(исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1 (для исполнения 1), КС2 (для исполнения 2), КС3 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1 (для исполнения 1), КС2 (для исполнения 2), КС3 (для исполнения 3) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/920-5143
	01.04.2025

31.12.2027
	Аппаратура
Е‑58
(с программным обеспечением версий: 002, 003)
	соответствует требованиям ФСБ России к шифровальным средствам и может использоваться для защиты речевой информации, содержащей сведения, составляющие государственную тайну

	СФ/525-5144
	31.03.2025

15.03.2028
	Программно-аппаратный комплекс
ViPNet Coordinator IG 4 (исполнения: ViPNet Coordinator IG10 4 на аппаратных платформах: IG10 I1, IG10 I2; ViPNet Coordinator IG100 4 на аппаратных платформах: IG100 I1, IG100 I4, IG100 I5 со специальным программным обеспечением версии 4.5.1)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа

	СФ/124-5145
	31.03.2025

31.12.2025
	Программно-аппаратный комплекс
ViPNet SIES Core
(исполнение ViPNet SIES Core PCIe на базе модулей: SIES Core I5, SIES Core I6 со специальным программным обеспечением версии 2.5)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5146
	31.03.2025

29.10.2026
	Программно-аппаратный комплекс ViPNet Coordinator HW 4

(исполнения: ViPNet Coordinator HW50 A, ViPNet Coordinator HW50 B

на аппаратной платформе HW50 A1 со специальным программным обеспечением версии 4.5.6)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5147
	31.03.2025

31.03.2028
	Программно-аппаратный комплекс
ViPNet L2‑10G (исполнения: 2, 3

со специальным программным обеспечением версии 2.0.0)
(в комплектации согласно формуляру ФРКЕ.466288.005ФО)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в Ethеrnet‑кадрах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5148
	31.03.2025

01.08.2027
	СКЗИ «СНТС»

(варианты исполнения:
1а, 2а, 3а, 1к, 2к, 3к)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для вариантов исполнения: 1а, 1к), класса КС2 (для вариантов исполнения: 2а, 2к), класса КС3 (для вариантов исполнения: 3а, 3к) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5149
	08.04.2025

08.04.2028
	Аппаратно-программный комплекс шифрования
«Континент».
Версия 3.9
(исполнение 1)
(сборка 3.9.3.6291)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5150
	01.05.2025

01.11.2026
	СКЗИ

«Модуль генерации ключей
«МГК‑3»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5155
	08.04.2025

31.12.2025
	Программно-аппаратный комплекс
ViPNet SIES Core
(исполнение ViPNet SIES Core на базе модуля SIES Core I2, исполнение ViPNet SIES Core на базе модуля SIES Core I4, со специальным программным обеспечением версии 2.5)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/118-5156
	31.03.2025

31.03.2028
	Программный комплекс
«AK‑CERT»
версия 2.0
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС3, предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/124-5157
	08.04.2025

14.11.2027
	Программно-аппаратный комплекс
ViPNet TLS Gateway
(исполнение 1 (TLS 500) на аппаратной платформе TLS500 Q1, исполнение 2 (TLS 1000) на аппаратных платформах: TLS1000 Q1, TLS1000 Q2, исполнение 3 (TLS 5000) на аппаратной платформе TLS5000 Q1, исполнение 6 (TLS 550) на аппаратной платформе TLS500 Q2, исполнение 7 (TLS 1100) на аппаратной платформе TLS1000 Q3, исполнение 8 (TLS 5500) на аппаратной платформе TLS5000 Q2 со специальным программным обеспечением версии 2.2.2)

(изготовлено в соответствии с техническими условиями ФРКЕ.00169‑02 97 01 ТУ
с учётом извещения об изменении № 2 ФРКЕ.00169.FB.2‑2023)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5158
	08.04.2025

14.11.2027
	Программно-аппаратный комплекс

ViPNet TLS Gateway

(исполнение 5 (TLS VA) со специальным программным обеспечением версии 2.2.2)
(изготовленного в соответствии с техническими условиями ФРКЕ.00169‑02 97 01 ТУ
с учётом извещения об изменении № 2 ФРКЕ.00169.FB.2‑2023)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5162
	10.04.2025

10.04.2028
	Изделие

М‑479Р3К

с установленным программным обеспечением RU.НКБГ.30044‑03
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА и может использоваться для криптографической защиты информации (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных), не содержащей сведений, составляющих государственную тайну

	СФ/124-5163
	10.04.2025

10.04.2028
	Изделие

М‑479Р3К

с установленным программным обеспечением RU.НКБГ.33001‑01
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КА и может использоваться для криптографической защиты информации (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных), не содержащей сведений, составляющих государственную тайну

	СФ/111-5164
	25.04.2025

25.04.2028
	СКЗИ

«Программа доверенной визуализации и подписи

Jinn-Client.

Версия 2»

(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/121-5165
	25.04.2025

25.04.2028
	СКЗИ

«Программа доверенной визуализации и подписи

Jinn-Client.

Версия 2»

(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/111-5166
	17.05.2025

17.05.2028
	Программно-аппаратный комплекс электронной подписи

Jinn‑Server.

Версия 1.3

(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/121-5167
	17.05.2025

17.05.2028
	Программно-аппаратный комплекс электронной подписи

Jinn‑Server.

Версия 1.3

(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5168
	21.05.2025

30.12.2025
	СКЗИ

Dionis‑NX 2.0

с установленным программным обеспечением

RU.НКБГ.70007‑09

(обновление 1,

версия СКЗИ 2.0‑3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/114-5169
	01.06.2025

01.06.2028
	Программный комплекс

ViPNet Client 4U для ОС Аврора

(исполнение 1 со специальным программным обеспечением версии 4.0.7), предназначенный для использования совместно со средством защиты информации «Операционная система Аврора» версии 4.0.2.249
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5170
	01.01.2025

01.01.2028
	СКЗИ

«ФПСУ‑TLS»

модификация 3.1.20
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/920-5171
	25.05.2025

31.12.2028
	Аппаратура шифрования
Е14
	соответствует требованиям ФСБ России к шифровальным средствам и может использоваться для защиты информации, содержащей сведения, составляющие государственную тайну

	СФ/114-5173
	25.03.2025

31.12.2025
	СКЗИ

«Бикрипт 5.0»

(вариант исполнения 15)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5174
	25.03.2025

31.12.2025
	СКЗИ

«Бикрипт 5.0»

(вариант исполнения 16)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5176
	31.08.2025

31.08.2028
	Средство криптографической защиты информации
«Криптотокен 2 ЭП»
в составе изделия JaCarta‑2 ГОСТ
(варианты исполнения: 9, 10)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для варианта исполнения 9), класса КС2 (для варианта исполнения 10), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для варианта исполнения 9), класса КС2 (для варианта исполнения 10), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5177
	31.05.2025

31.12.2025
	Программный

комплекс

ViPNet Client 4U for Linux
(исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов, данных, содержащихся в областях оперативной памяти, и IP‑трафика) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5178
	01.06.2025

01.06.2028
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «3М3»:
«С‑Терра Шлюз STМ КС2»
на аппаратной платформе СТК‑100)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5179
	01.06.2025

01.06.2028
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «3М5»:
«С‑Терра Шлюз STМ КС3»
на аппаратной платформе СТК‑100)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5180
	10.06.2025

10.06.2028
	Программный комплекс
«С‑Терра Клиент».
Версия 5.0
(исполнение «1‑1»:
«С‑Терра Клиент ST КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5181
	10.06.2025

10.06.2028
	Программный комплекс
«С‑Терра Клиент».
Версия 5.0
(исполнение «1‑3»:
«С‑Терра Клиент ST КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5182
	10.06.2025

10.06.2028
	Программный комплекс
«С‑Терра Клиент».
Версия 5.0
(исполнение «7‑1»:
«С‑Терра Клиент A КС1»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5183
	10.06.2025

10.06.2028
	Программный комплекс
«С‑Терра Клиент».
Версия 5.0
(исполнение «7‑3»:
«С‑Терра Клиент A КС2»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5184
	10.06.2025

10.06.2028
	Программный комплекс
«С‑Терра Клиент».
Версия 5.0
(исполнение «7‑5»:
«С‑Терра Клиент A КС3»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/525-5185
	17.06.2025

01.06.2028
	Программно-аппаратный комплекс

ViPNet Coordinator HW 5

(исполнения: ViPNet Coordinator HW50 на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4; ViPNet Coordinator HW100 на аппаратных платформах: HW100 N1, HW100 N2, HW100 N3; ViPNet Coordinator HW1000 на аппаратных платформах: HW1000 Q4, HW1000 Q7; ViPNet Coordinator HW1000 C на аппаратных платформах: HW1000 Q5, HW1000 Q8; ViPNet Coordinator HW1000 D на аппаратных платформах: HW1000 Q6, HW1000 Q9; ViPNet Coordinator HW2000 на аппаратных платформах: HW2000 Q4, HW2000 Q5; ViPNet Coodinator HW5000 на аппаратных платформах: HW5000 Q1, HW5000 Q2 со специальным программным обеспечением версии 5.1.2)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа

	СФ/114-5187
	01.07.2025

31.12.2025
	СКЗИ
«Система электронной подписи
«Sign.me»
исполнение 1»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5188
	01.07.2025

31.12.2025
	СКЗИ
«Система электронной подписи
«Sign.me»
исполнение 2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5189
	20.06.2025

20.06.2028
	Программный комплекс
ViPNet Client 4
(версия 4.5) (исполнения: 1, 2, 3)
(сборка 4.5.3.65160)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1 (для исполнения 1), КС2 (для исполнения 2), КС3 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1 (для исполнения 1), КС2 (для исполнения 2), КС3 (для исполнения 3) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/527-5190
	26.06.2025

26.06.2028
	Модуль доверенной загрузки
«Аккорд‑МКТ»
	соответствует Требованиям к механизмам доверенной загрузки ЭВМ (класс защиты 2, класс сервиса Б) и может использоваться для защиты от несанкционированного доступа к информации, не содержащей сведений, составляющих государственную тайну

	СФ/128-5191
	04.07.2025

31.12.2025
	Программно-аппаратный комплекс
«ЛИССИ‑УЦ»
(исполнение 4)
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС2, предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/124-5192
	08.07.2025

01.03.2026
	Средство криптографической защиты информации
ESMART Token ГОСТ
на базе отечественной микросхемы MIK51SC72DV6 (варианты исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для варианта исполнения 1), класса КС2 (для варианта исполнения 2), класса КС3 (для варианта исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для варианта исполнения 1), класса КС2 (для варианта исполнения 2), класса КС3 (для варианта исполнения 3), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5193
	08.07.2025

01.03.2026
	Средство криптографической защиты информации
ESMART Token ГОСТ
на базе отечественной микросхемы MIK51SC72DV6 (вариант исполнения 7)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5200
	07.07.2025

07.07.2028
	Программный комплекс
ViPNet Prime Key Center

(исполнения: 1, 2, 3, 4, 5, 6
со специальным программным обеспечением версии 1.9.6)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 1, 4), класса КС2 (для исполнений: 2, 5), класса КС3 (для исполнений: 3, 6) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5204
	15.07.2025

01.06.2027
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель
«ФН‑1.2
исполнение Ав15‑3»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-5205
	15.07.2025

01.06.2027
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель
«ФН‑1.2
исполнение Ав36‑3»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-5206
	15.07.2025

01.06.2027
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель
«ФН‑1.2
исполнение Ин15‑3»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-5207
	15.07.2025

01.06.2027
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель
«ФН‑1.2
исполнение Ин36‑3»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-5208
	15.07.2025

01.06.2027
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель
«ФН‑1.2
исполнение Эв15‑3»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-5209
	15.07.2025

01.06.2027
	Изделие «Шифровальное (криптографическое) средство защиты фискальных данных фискальный накопитель
«ФН‑1.2
исполнение Эв36‑3»
	соответствует Требованиям к шифровальным (криптографическим) средствам защиты фискальных данных, Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и Дополнению № 1 к ним, действующему в отношении шифровальных (криптографических) средств защиты кодов маркировки при выполнении изделием всех функций, установленных законодательством Российской Федерации (в части требований, предъявляемых к фискальным накопителям), и может использоваться в качестве фискального накопителя, выполняющего функции технического средства проверки кода проверки, в составе контрольно‑кассовой техники

	СФ/124-5210
	10.07.2025

01.05.2027
	СКЗИ

Программный комплекс
«КриптоПро Ключ»
версия 1.0
(исполнения: 1, 2, 3, 4, 5)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 2, 3), класса КС2 (для исполнения 4), класса КС3 (для исполнений: 1, 5), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 2, 3), класса КС2 (для исполнения 4), класса КС3 (для исполнений: 1, 5), и может использоваться для криптографической защиты (создание и управление ключевой информацией, в том числе в распределённом виде; шифрование файлов и данных, содержащихся в областях оперативной памяти; вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти; вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти; защита TLS‑соединений; криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, в том числе распределённое; создание ключа электронной подписи, в том числе распределённое; создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5211
	10.07.2025

10.07.2028
	СКЗИ
«MS_KEY K» - «АНГАРА»

(вариант исполнения 8.1.1)

(в комплектации согласно формуляру 76626423.4012402.004.30.01.1 с учётом извещения об изменениях ИИ 76626423.96.06)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/121-5212
	10.07.2025

10.07.2028
	СКЗИ
«MS_KEY K» - «АНГАРА»

(вариант исполнения 8.1.2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/128-5215
	10.07.2025

15.01.2026
	Изделие
«Программно-аппаратный комплекс «Удостоверяющий центр
«КриптоПро УЦ»

версии 2.0»

(вариант исполнения 5)
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС2, предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/128-5216
	10.07.2025

15.01.2026
	Изделие
«Программно-аппаратный комплекс «Удостоверяющий центр
«КриптоПро УЦ»

версии 2.0»

(вариант исполнения 6)
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС3, предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/128-5217
	10.07.2025

15.01.2026
	Изделие
«Программно-аппаратный комплекс «Удостоверяющий центр
«КриптоПро УЦ»

версии 2.0»

(вариант исполнения 9)
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС2, предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/128-5218
	10.07.2025

15.01.2026
	Изделие
«Программно-аппаратный комплекс «Удостоверяющий центр
«КриптоПро УЦ»

версии 2.0»

(вариант исполнения 10)
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС3, предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/525-5220
	15.07.2025

15.07.2028
	Программно-аппаратный комплекс
ViPNet Coordinator КВ 4

(исполнения: ViPNet Coordinator КВ100 на аппаратных платформах: КВ100 N1, КВ100 Q1, КВ100 Q2; ViPNet Coordinator КВ1000 на аппаратных платформах: КВ1000 Q6, КВ1000 Q8; ViPNet Coordinator КВ2000 на аппаратных платформах: КВ2000 Q4, КВ2000 Q5; ViPNet Coordinator КВ5000 на аппаратных платформах: КВ5000 Q1, КВ5000 Q2 со специальным программным обеспечением версии 4.3.3)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа

	СФ/525-5221
	15.07.2025

15.07.2028
	Программно-аппаратный комплекс
ViPNet Coordinator KB 4
(исполнение ViPNet Coordinator КВ1000 на аппаратной платформе КВ1000 Q7
со специальным программным обеспечением версии 4.3.3)
	соответствует требованиям ФСБ России к устройствам типа межсетевые экраны (4 класс защищённости) и может использоваться для защиты информации от несанкционированного доступа

	СФ/124-5223
	17.07.2025

01.05.2027
	СКЗИ

«Рутокен ЭЦП 3.0»
(варианты исполнения: 1, 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5224
	17.07.2025

01.05.2027
	СКЗИ
«Рутокен ЭЦП 3.0»
(вариант исполнения 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5225
	01.07.2025

01.07.2028
	«Средство криптографической защиты информации «Барьер IPSec»
версия 6.0» (исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3) и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование и имитозащита IP‑трафика, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5226
	01.07.2025

01.07.2028
	Программный комплекс
«Защита криптографических ключей
версия 6»
(исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), и может использоваться для криптографической защиты ключевой информации (шифрование, создание электронной подписи, проверка электронной подписи), не содержащей сведений, составляющих государственную тайну

	СФ/124-5227
	01.07.2025

01.07.2028
	Система криптографической защиты информации автоматизированных систем Банка России
«Янтарь»
версия 6
(исполнения: 1, 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5228
	01.07.2025

01.07.2028
	Аппаратно-программный комплекс
«Сигнатура‑клиент»
версия 6
(исполнения: 1, 2, 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, поддержка функциональных ключевых носителей «vdToken» и «vdToken 2.0», создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5229
	22.07.2025

01.02.2027
	СКЗИ

«Litoria Desktop 2»

(исполнения: 1, 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5230
	23.07.2025

26.12.2027
	Программно-аппаратный комплекс

«АК‑сервер КМ‑44»

версия 1.0

исполнение МР
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения, создание и проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5231
	25.07.2025

25.07.2028
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «3М3»:
«С‑Терра Шлюз STМ КС2»
на аппаратных платформах: LN‑S, LN‑M, LN‑L, СТК‑110, СТК‑120, СТК‑130)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5232
	25.07.2025

25.07.2028
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «3М5»:
«С‑Терра Шлюз STМ КС3»
на аппаратных платформах: LN‑S, LN‑M, LN‑L, СТК‑110, СТК‑120, СТК‑130)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5233
	24.07.2025

29.10.2026
	Программно-аппаратный комплекс ViPNet Coordinator HW 4

(исполнения: ViPNet Coordinator HW10 на аппаратной платформе HW10 F1, ViPNet Coordinator HW50 А на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4, HW50 A1; ViPNet Coordinator HW50 B на аппаратных платформах: HW50 N1, HW50 N2, HW50 N3, HW50 N4, HW50 A1; ViPNet Coordinator HW100 C на аппаратных платформах: HW100 N1, HW100 N2, HW100 N3, HW100 Q1, HW100 Q2; ViPNet Coordinator HW1000 на аппаратных платформах: HW1000 Q4, HW1000 Q7; ViPNet Coordinator HW1000 C на аппаратных платформах: HW1000 Q5, HW1000 Q8; ViPNet Coordinator HW1000 D на аппаратных платформах: HW1000 Q6, HW1000 Q9; ViPNet Coordinator HW2000 на аппаратных платформах: HW2000 Q4, HW2000 Q5; ViPNet Coodinator HW5000 на аппаратных платформах: HW5000 Q1, HW5000 Q2, со специальным программным обеспечением версии 4.5.8)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5234
	24.07.2025

05.08.2026
	Программно-аппаратный комплекс

ViPNet Coordinator HW 4

(исполнение ViPNet Coordinator VA со специальным программным обеспечением версии 4.5.8)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5236
	15.08.2025

01.05.2028
	Программно-аппаратный комплекс
ViPNet HSM
(вариант исполнения 8
со специальным программным обеспечением
версии 3.5.0)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КВ2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5237
	20.08.2025

20.08.2028
	«Комплекс безопасности «Континент».
Версия 4»
(исполнение 2)
(сборка 4.2.1.653)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5241
	17.09.2025

17.09.2028
	Программно-аппаратный комплекс
ViPNet EDI Soap Gate 3
(ViPNet ЭДО Шлюз Безопасности 3)
(исполнения: SG1000 Q2, SG2000 Q2, SG‑VA
со специальным программным обеспечением версии 3.5.2)
(изготовлен в соответствии с техническими условиями ФРКЕ.465614.008ТУ

с учётом извещения об изменении № 7 ФРКЕ.465614.008.FB.7‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 (для исполнений: SG1000 Q2, SG2000 Q2), класса КС1 (для исполнения SG‑VA), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3 (для исполнений: SG1000 Q2, SG2000 Q2), класса КС1 (для исполнения SG‑VA), и может использоваться для криптографической защиты (вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/527-5243
	25.08.2025

01.07.2030
	Изделие
«Программно-аппаратный комплекс
«Соболь».
Версия 3.0»
RU.40308570.501410.001

(версии кода расширения BIOS:
1.0.99, 1.0.180)
	соответствует требованиям ФСБ России к аппаратно-программным модулям доверенной загрузки ЭВМ класса 1Б и может использоваться для защиты от несанкционированного доступа к информации, содержащей (не содержащей) сведения, составляющие государственную тайну

	СФ/114-5245
	25.08.2025

26.06.2028
	Программный комплекс
«VPN/FW
«ЗАСТАВА‑Клиент»,
версия 8 КС1
(исполнение ZС8‑WX64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5246
	25.08.2025

26.06.2028
	Программный комплекс
«VPN/FW
«ЗАСТАВА‑Клиент»,
версия 8 КС1
(исполнение ZС8‑RD64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5247
	25.08.2025

26.06.2028
	Программный комплекс
«VPN/FW
«ЗАСТАВА‑Клиент»,
версия 8 КС1
(исполнение ZС8‑AL64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5248
	25.08.2025

26.06.2028
	Программный комплекс
«VPN/FW
«ЗАСТАВА‑Клиент»,
версия 8 КС1
(исполнение ZС8‑AS64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5249
	25.08.2025

26.06.2028
	Программный комплекс
«VPN/FW
«ЗАСТАВА‑Клиент»,
версия 8 КС1
(исполнение ZС8‑AD64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5250
	25.08.2025

26.06.2028
	Программно-аппаратный комплекс
«VPN/FW
«ЗАСТАВА‑Клиент»,
версия 8 КС3
(исполнение ZС8‑AS64‑VF‑03)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5251
	25.08.2025

26.06.2028
	Аппаратно-программный комплекс
«ЗАСТАВА‑Управление»,

версия 8 КС3
(исполнение ZM8‑APK‑VF‑03‑1500)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5252
	25.08.2025

26.06.2028
	Аппаратно-программный комплекс
«ЗАСТАВА‑Управление»,

версия 8 КС3
(исполнение ZM8‑APK‑VF‑03‑6000)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5253
	25.08.2025

26.06.2028
	Программный комплекс
«ЗАСТАВА‑Управление»,

версия 8 КС1
(исполнение ZM8‑EL64‑VF‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5254
	25.08.2025

26.06.2028
	Программно-аппаратный комплекс
«ЗАСТАВА‑Управление»,

версия 8 КС3
(исполнение ZM8‑EL64‑VF‑03)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование IP‑пакетов на базе протокола IPsec ESP, вычисление имитовставки для IP‑пакетов на базе протокола IPsec ESP, вычисление значения хэш‑функции для IP‑пакетов на базе протокола IPsec ESP, криптографическая аутентификация абонентов при установлении соединения на базе протокола IKEv2) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5255
	01.09.2025

01.09.2028
	СКЗИ

«IT SM»
Исполнение 3
(АРМ персонализации)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, криптографическая аутентификация абонентов при установлении соединения, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5256
	01.09.2025

01.09.2028
	СКЗИ
«IT SM»
Исполнение 4
(Сервер генерации)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, криптографическая аутентификация абонентов при установлении соединения, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5257
	26.08.2025

31.03.2027
	СКЗИ

«Программный комплекс контроля целостности финансовой информации»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5258
	01.09.2025

27.07.2026
	СКЗИ

«АнсерПРО VideoGuard»
версия 1.1
(исполнения: А2‑КС1, А2‑КС2, А2‑КС3)
(в комплектации согласно формуляру RU.АЕРВ.00026‑01 30 с учётом извещения об изменениях RU.АЕРВ.00026‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения А2‑КС1), класса КС2 (для исполнения А2‑КС2), класса КС3 (для исполнения А2‑КС3) и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5259
	01.09.2025

27.07.2026
	СКЗИ

«АнсерПРО VideoGuard»
версия 1.1
(исполнения: К3‑КС1, К3‑КС2, К3‑КС3)
(в комплектации согласно формуляру RU.АЕРВ.00026‑01 30 с учётом извещения об изменениях RU.АЕРВ.00026‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения К3‑КС1), класса КС2 (для исполнения К3‑КС2), класса КС3 (для исполнения К3‑КС3) и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5260
	01.09.2025

27.07.2026
	СКЗИ
«АнсерПРО VideoGuard»
версия 1.1
(исполнения: С2‑КС1, С2‑КС2, С2‑КС3)
(в комплектации согласно формуляру RU.АЕРВ.00026‑01 30 с учётом извещения об изменениях RU.АЕРВ.00026‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения С2‑КС1), класса КС2 (для исполнения С2‑КС2), класса КС3 (для исполнения С2‑КС3) и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5261
	01.09.2025

27.07.2026
	СКЗИ
«АнсерПРО VideoGuard»
версия 1.1
(исполнения: С3‑КС1, С3‑КС2, С3‑КС3)
(в комплектации согласно формуляру RU.АЕРВ.00026‑01 30 с учётом извещения об изменениях RU.АЕРВ.00026‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения С3‑КС1), класса КС2 (для исполнения С3‑КС2), класса КС3 (для исполнения С3‑КС3) и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5262
	01.09.2025

27.07.2026
	СКЗИ
«АнсерПРО VideoGuard»
версия 1.1
(исполнения: У2‑КС1, У2‑КС2, У2‑КС3) 
(в комплектации согласно формуляру RU.АЕРВ.00026‑01 30 с учётом извещения об изменениях RU.АЕРВ.00026‑01)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения У2‑КС1), класса КС2 (для исполнения У2‑КС2), класса КС3 (для исполнения У2‑КС3) и может использоваться для криптографической защиты (шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5263
	08.09.2025

01.04.2028
	Программно-аппаратный комплекс
«ViPNet Распределительный узел квантовой сети Лайт»
со специальным программным обеспечением версии 4.3.2‑4070
из состава квантовой криптографической системы выработки и распределения ключей ViPNet Quantum Trusted System Lite
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Временным требованиям к квантовым криптографическим системам выработки и распределения ключей для средств криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС и может использоваться для криптографической защиты (создание и управление ключевой информацией, в том числе квантовозащищённой, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5264
	08.09.2025

01.04.2028
	Программно-аппаратный комплекс
«ViPNet Клиентский узел квантовой сети Лайт»
со специальным программным обеспечением версии 4.3.2‑4070
из состава квантовой криптографической системы выработки и распределения ключей ViPNet Quantum Trusted System Lite
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Временным требованиям к квантовым криптографическим системам выработки и распределения ключей для средств криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС и может использоваться для криптографической защиты (создание и управление ключевой информацией, в том числе квантовозащищённой, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5265
	18.09.2025

01.05.2028
	Программно-аппаратный комплекс
ViPNet PKI Service
(на аппаратной платформе HSM5000 Q2 со специальным программным обеспечением версии 2.3.0)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КВ2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5266
	18.09.2025

01.05.2028
	Программно-аппаратный комплекс
ViPNet PKI Service
(на аппаратной платформе HSM5000 Q2 со специальным программным обеспечением версии 2.4.0)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КВ2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/128-5267
	15.09.2025

26.10.2027
	Изделие
«Программно-аппаратный комплекс
«Удостоверяющий центр
«КриптоПро УЦ»
версии 2.0»
(вариант исполнения 15)
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС2, предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/128-5268
	15.09.2025

26.10.2027
	Изделие
«Программно-аппаратный комплекс
«Удостоверяющий центр
«КриптоПро УЦ»
версии 2.0»
(вариант исполнения 16)
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС3, предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/124-5269
	18.09.2025

18.09.2028
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «5М3»:
«С‑Терра Шлюз DP STМ КС2»
на аппаратных платформах: СТК‑120, СТК‑130)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5270
	18.09.2025

18.09.2028
	Программно-аппаратный комплекс
«С‑Терра Шлюз».
Версия 5.0
(исполнение «5М5»:
«С‑Терра Шлюз DP STМ КС3»
на аппаратных платформах: СТК‑120, СТК‑130)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита пакетов по протоколу IPsec ESP, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5272
	01.09.2025

01.09.2028
	СКЗИ
«Рутокен TLS»
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5273
	01.09.2025

01.09.2028
	СКЗИ

«Рутокен TLS»
(исполнение 4)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5274
	01.09.2025

01.09.2028
	СКЗИ
«Рутокен TLS»
(исполнение 9)
(автоматизированное рабочее место загрузки ключевой информации в аппаратный модуль «Рутокен TLS»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5275
	25.09.2025

01.12.2026
	СКЗИ

«Меридиан»
исполнение 1
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ при использовании в составе паспортно-визовых документов нового поколения, имеющих данные о дополнительных биометрических характеристиках их владельцев, для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5279
	02.10.2025

20.05.2027
	Программно-аппаратный комплекс ViPNet Coordinator IG 4 (на аппаратных платформах: IG10 I1, IG10 I2, IG100 I1, IG100 I4, IG100 I5 со специальным программным обеспечением версии 4.5.1)

(изготовлен в соответствии с техническими условиями

ФРКЕ.467759.001ТУ

с учётом извещения об изменении № 4 ФРКЕ.467759.001.FB.4‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5281
	07.10.2025

30.10.2027
	Программно-аппаратное шифровальное (криптографическое) средство защиты информации
«Карта тахографа
«Диамант‑2»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5282
	10.10.2025

10.11.2027
	Программный комплекс
ViPNet OSSL
(исполнения: 1, 2, 3, 4, 5, 6, 7, 8, 9, 10, 11, 12, 13, 14, 15, 16)

(в комплектации согласно формуляру ФРКЕ.00221‑02 30 01 ФО
с учётом извещения об изменении
№ 6 ФРКЕ.00221.FB.6‑2025)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнений: 1, 4, 7, 8, 9, 10, 11, 14), класса КС2 (для исполнений: 2, 5, 12, 15), класса КС3 (для исполнений: 3, 6, 13, 16), Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1 (для исполнений: 1, 4, 7, 8, 9, 10, 11, 14), класса КС2 (для исполнений: 2, 5, 12, 15), класса КС3 (для исполнений: 3, 6, 13, 16), и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5283
	01.10.2025

31.12.2026
	Программно-аппаратный комплекс
ViPNet SIES MC
(исполнение SIES MC 10000 на аппаратной платформе SIES MC 10000 Q1 со специальным программным обеспечением версии 2.4.0)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/128-5284
	17.10.2025

01.04.2026
	Аппаратно-программный комплекс
«Сигнатура-сертификат L»
версия 6
(исполнение 2)
	соответствует требованиям ФСБ России к информационной безопасности удостоверяющих центров класса КС3, предназначенных для обработки информации, не содержащей сведений, составляющих государственную тайну, Требованиям к средствам удостоверяющего центра, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и Требованиям к форме квалифицированного сертификата ключа проверки электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 795, и может использоваться для реализации функций удостоверяющего центра в соответствии с Федеральным законом от 6 апреля 2011 г. № 63‑ФЗ «Об электронной подписи»

	СФ/124-5285
	01.10.2025

27.02.2026
	СКЗИ
«КриптоВС Х в серверном исполнении»
(версия 3 исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5286
	01.10.2026

30.01.2026
	СКЗИ
«КриптоВС»
версия 1.5
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5290
	29.10.2025

01.05.2027
	СКЗИ
«Рутокен ЭЦП 3.0»
(вариант исполнения 4)
(автоматизированное рабочее место загрузки ключевой информации в аппаратный модуль «Рутокен ЭЦП 3.0»)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5291
	29.10.2025

01.05.2027
	СКЗИ

«Рутокен ЭЦП 3.0»
(вариант исполнения 5)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти СКЗИ, вычисление имитовставки для данных, содержащихся в областях оперативной памяти СКЗИ, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5292
	29.10.2025

01.05.2027
	СКЗИ
«Рутокен ЭЦП 3.0»
(вариант исполнения 6)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для классов: КС1, КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти СКЗИ, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5293
	22.10.2025

14.11.2027
	Программно-аппаратный комплекс
ViPNet TLS Gateway
(исполнение 1 (TLS 500) на аппаратной платформе TLS500 Q1, исполнение 2 (TLS 1000) на аппаратных платформах: TLS1000 Q1, TLS1000 Q2, исполнение 3 (TLS 5000) на аппаратной платформе TLS5000 Q1, исполнение 6 (TLS 550) на аппаратной платформе TLS500 Q2, исполнение 7 (TLS 1100) на аппаратной платформе TLS1000 Q3, исполнение 8 (TLS 5500) на аппаратной платформе TLS5000 Q2
со специальным программным обеспечением версии 2.2.2.7930)

(изготовлено в соответствии с техническими условиями ФРКЕ.00169‑02 97 01 ТУ
с учётом извещения об изменении № 3 ФРКЕ.00169.FB.3‑2025)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5294
	22.10.2025

14.11.2027
	Программно-аппаратный комплекс
ViPNet TLS Gateway
(исполнение 5 (TLS VA)
со специальным программным обеспечением версии 2.2.2.7930)

(изготовлено в соответствии с техническими условиями ФРКЕ.00169‑02 97 01 ТУ
с учётом извещения об изменении № 3 ФРКЕ.00169.FB.3‑2025)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений) информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5299
	06.11.2025

06.11.2028
	Изделие
«КРИПТОН USB/ДСЧ»
(исполнения: КБДЖ.469435.052, КБДЖ.469435.052‑01, КБДЖ.469435.052‑02, КБДЖ.469435.052‑03)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для выработки случайной двоичной последовательности, в том числе с целью создания и управления ключевой информацией, используемой в средствах криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/920-5301
	28.10.2025

31.12.2026
	Комплекс
М‑549СЕ
(вариант поставки «Микросота» с программным обеспечением версии 30, вариант поставки «База» с программным обеспечением версии 40, вариант поставки «GSM База» с программным обеспечением версии 50)
	соответствует требованиям ФСБ России к шифровальным средствам и может использоваться для защиты речевой информации, содержащей сведения, составляющие государственную тайну

	СФ/114-5302
	06.11.2025

06.11.2028
	СКЗИ

«КриптоПро CSP»
версия 5.0 R3.3 КС1
(исполнение 1‑Base)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и   данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5303
	13.11.2025

13.11.2028
	Программный комплекс
ViPNet Client 5
для ОС Аврора
(исполнение 1 со специальным программным обеспечением версии 5.1.1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита данных, содержащихся в областях оперативной памяти, и  в  IP‑пакетах, передаваемых по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5304
	13.11.2025

13.11.2028
	Изделие
«Континент ZTN Клиент для ОС Аврора»
(сборка 4.4.0.770)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (создание ключевой информации, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения; защита данных, передаваемых в IP‑пакетах по общим сетям передачи данных: шифрование, вычисление имитовставки, вычисление значения хэш‑функции) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5305
	17.11.2025

06.10.2027
	Программный комплекс
ViPNet Client 4U for Android
(со специальным программным обеспечением версии 4.0.0.160)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться для криптографической защиты (шифрование и имитозащита данных, содержащихся в областях оперативной памяти, и в IP‑пакетах, передаваемых по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5306
	20.11.2025

30.08.2026
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением
RU.НКБГ.70007‑08
(версия СКЗИ 2.0‑3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-5307
	20.11.2025

30.08.2026
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением
RU.НКБГ.70007‑09
(версия СКЗИ 2.0‑3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-5308
	20.11.2025

30.08.2026
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением
RU.НКБГ.70007‑08
(обновление 1,
версия СКЗИ 2.0‑3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-5309
	20.11.2025

30.08.2026
	СКЗИ
Dionis‑NX 2.0
с установленным программным обеспечением
RU.НКБГ.70007‑09
(обновление 1,
версия СКЗИ 2.0‑3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/114-5310
	25.11.2025

25.11.2028
	СКЗИ
«КриптоПро CSP»
версия 5.0 R3 КС1
(исполнение 1‑Base)
(в комплектации согласно формуляру

ЖТЯИ.00101‑03 30 01

с учётом извещений об изменениях: ЖТЯИ.00101‑03.1‑2024, ЖТЯИ.00101‑03.2‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5311
	25.11.2025

25.11.2028
	СКЗИ
«КриптоПро CSP»
версия 5.0 R3 КС2
(исполнение 2‑Base)
(в комплектации согласно формуляру
ЖТЯИ.00102‑03 30 01

с учётом извещений об изменениях: ЖТЯИ.00102‑03.1‑2024, ЖТЯИ.00102‑03.2‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5312
	25.11.2025

25.11.2028
	СКЗИ
«КриптоПро CSP»
версия 5.0 R3 КС3
(исполнение 3‑Base)
(в комплектации согласно формуляру ЖТЯИ.00103‑03 30 01

с учётом извещений об изменениях: ЖТЯИ.00103‑03.1‑2024, ЖТЯИ.00103‑03.2‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти (в том числе, с использованием протокола EFS), и IP‑трафика, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, и IP‑трафика, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5317
	24.11.2025

24.11.2028
	СКЗИ
«Фортикс»
(исполнения: 1, 2, 3
с программным обеспечением
версии 1.0)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5318
	05.12.2025

05.12.2028
	СКЗИ
«Kaspersky GOST»
(сборка 1.0.0.13)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (создание и управление ключевой информацией; шифрование и имитозащита данных, содержащихся в областях оперативной памяти, и в IP‑пакетах, передаваемых по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/121-5319
	26.11.2025

26.11.2028
	Аппаратно-программный криптографический модуль для реализации функций средства электронной цифровой подписи в средствах доверенной третьей стороны, функционирующих в составе службы доверенной третьей стороны интегрированной системы Евразийского экономического союза (ЭЦП ДТС ЕАЭС)
(со специальным программным обеспечением версии 1.138.11.2865)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КВ2, Требованиям к созданию, развитию и функционированию трансграничного пространства доверия (в части требований к средству электронной подписи в составе средств доверенной третьей стороны), утверждённым Решением Совета Евразийского экономического союза от 5 декабря 2018 г. № 96, и может использоваться для криптографической защиты (вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5320
	01.12.2025

30.08.2026
	Программно-аппаратный комплекс
«Канальный шифратор Dionis‑CE»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты информации (шифрование и имитозащита IP‑трафика), не содержащей сведений, составляющих государственную тайну

	СФ/124-5328
	01.12.2025

01.12.2028
	Программный комплекс
ViPNet Client 5 for Linux

(исполнения: 1, 2, 3)
(со специальным программным обеспечением версии 5.0.0‑7877)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2), класса КС3 (для исполнения 3) и может использоваться для криптографической защиты (шифрование и имитозащита данных, содержащихся в областях оперативной памяти, и в IP‑пакетах, передаваемых по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/113-5329
	01.12.2025

01.12.2027
	СКЗИ
«Автоматизированное рабочее место генерации ключей
АРМ ГК‑4»
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, классов: КС1, КС2, КС3 и может использоваться для криптографической защиты информации (создание и управление ключевой информацией), не содержащей сведений, составляющих государственную тайну

	СФ/124-5330
	05.12.2025

05.12.2028
	СКЗИ

«Кулон»
(исполнение 1)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5331
	05.12.2025

05.12.2028
	СКЗИ

«Кулон»
(исполнение 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5332
	05.12.2025

05.12.2028
	СКЗИ

«Кулон»
(исполнение 3)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/113-5333
	05.12.2025

05.12.2028
	СКЗИ

«Кулон»
(исполнение 4)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5336
	08.12.2025

31.12.2027
	СКЗИ

«Форос 3»

(исполнение «КС1»)

(в комплектации согласно формуляру 6958 6427. 58.29.29.000.005.30.01.1
с учётом извещения об изменениях

6958 6427.Ф3.1‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5337
	08.12.2025

31.12.2027
	СКЗИ

«Форос 3»

(исполнение «КС2»)

(в комплектации согласно формуляру 6958 6427. 58.29.29.000.005.30.01.1

с учётом извещения об изменениях

6958 6427.Ф3.1‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС2, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС2, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5338
	08.12.2025

31.12.2027
	СКЗИ

«Форос 3»

(исполнение «КС3»)

(в комплектации согласно формуляру 6958 6427. 58.29.29.000.005.30.01.1

с учётом извещения об изменениях

6958 6427.Ф3.1‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС3, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, криптографическая аутентификация абонентов, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5339
	08.12.2025

31.12.2027
	СКЗИ

«Форос 3»

(исполнение «АРМ‑А»)

(в комплектации согласно формуляру 6958 6427. 58.29.29.000.005.30.01.1

с учётом извещения об изменениях

6958 6427.Ф3.1‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/123-5340
	08.12.2025

31.12.2027
	СКЗИ

«Форос 3»

(исполнение «АРМ‑К»)

(в комплектации согласно формуляру 6958 6427. 58.29.29.000.005.30.01.1

с учётом извещения об изменениях

6958 6427.Ф3.1‑2024)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5341
	16.12.2025

16.12.2028
	Программно-аппаратный комплекс
ViPNet SIES Nano Loader
(на аппаратной платформе NL100 Q2 со специальным программным обеспечением версии 2.5.0)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС3 и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в областях оперативной памяти, вычисление имитовставки для данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, криптографическая аутентификация абонентов при установлении соединения) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5342
	15.12.2025

15.12.2028
	Средство криптографической защиты информации «Aladdin CryptoFlash – защищённый флеш‑накопитель со встроенным шифрованием данных» (исполнения: 1, 2)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 (для исполнения 1), класса КС2 (для исполнения 2) и может использоваться для криптографической защиты информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5343
	15.12.2025

31.03.2027
	Изделие ViPNet PKI Client (исполнение 7)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1, Требованиям к средствам электронной подписи, утверждённым приказом ФСБ России от 27 декабря 2011 г. № 796, установленным для класса КС1, и может использоваться для криптографической защиты (создание и управление ключевой информацией, шифрование файлов и данных, содержащихся в областях оперативной памяти, вычисление имитовставки для файлов и данных, содержащихся в областях оперативной памяти, вычисление значения хэш‑функции для файлов и данных, содержащихся в областях оперативной памяти, защита TLS‑соединений, создание электронной подписи, проверка электронной подписи, создание ключа электронной подписи, создание ключа проверки электронной подписи) информации, не содержащей сведений, составляющих государственную тайну

	СФ/124-5344
	16.12.2025

16.12.2028
	Средство криптографической защиты информации с интерфейсом для получения квантового ключа и эффективной скоростью передачи данных более 100 Гбит/с
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КВ и может использоваться для криптографической защиты (шифрование и имитозащита данных, передаваемых в IP‑пакетах по общим сетям передачи данных) информации, не содержащей сведений, составляющих государственную тайну

	СФ/114-5348
	17.12.2025

17.12.2028
	Программный комплекс
«СКЗИ УСПД‑21»
версия 1.0.1

(в комплектации согласно формуляру РЛКЕ.00030‑01 30 01
с учётом извещения об изменении РЛКЕ.00030.1‑2025)
	соответствует Требованиям к средствам криптографической защиты информации, предназначенным для защиты информации, не содержащей сведений, составляющих государственную тайну, класса КС1 и может использоваться в составе устройства сбора и передачи данных (УСПД), функционирующего в информационно-вычислительном комплексе электроустановки, для криптографической защиты (создание и управление ключевой информацией, шифрование данных, содержащихся в оперативной памяти УСПД, вычисление имитовставки для данных, содержащихся в оперативной памяти УСПД, создание и проверка электронной подписи для данных, содержащихся в оперативной памяти УСПД) информации, не содержащей сведений, составляющих государственную тайну
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